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A. IDENTIFICATION OF THE RESPONDENT 

 

1. Are you answering as an individual or on behalf of an organisation or 
institution?* (compulsory)  

1.1. I am answering as an individual  

Please enter your name   

Please enter your country of residence  

1.2. I am answering on behalf of an organisation or institution (business, NGO, 
public authority)  

Please enter the name of your 
organisation, email address 

 

Please enter the country where your 
organisation is based 

 

If you are answering on behalf of an 
association please indicate how many 
members of your 
organisation/association have directly 
approved your contribution  

 

 

2. Please select the option which best describes your organisation or institution* 
(compulsory)  

2.1. private company 

micro-company (<10 persons and annual turnover and/or 
annual balance sheet < EUR 2 million) 

 

small company (< 50 persons and annual turnover and/or 
annual balance sheet < EUR 10 million) 

 

medium-sized company (< 250 persons and annual turnover 
< EUR 50 million or annual balance-sheet < EUR 
43 million) 

 

large company  

2.2. business association in the field of   
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e-communications (telecom operator, Internet Service 
Provider,…) 

 

computing, microelectronics  

e-commerce (information society service provider)  

security  

banking, finance, insurance  

energy, transport, water  

health  

other  

2.3. law firm / consultancy, think-tank   

2.4. trade union, association of professionals  

2.5. national public authority, regional/local public 
authority  

 

2.6. international organisation   

2.7. non-governmental organisation/association of 
NGOs  

 

2.8. academic organisation / association of academic 
organisations (university, public research centre, 
private research centre, …) 

 

2.9. other type of organisation 

specify the sector of activity   

 
B. SCALE OF THE PROBLEM AND EVIDENCE ON IMPACT 

3. From the list provided in the workshop report, what are the top three security 
challenges? 

Priority N°1   

Priority N°2   

Priority N°3   

 

4. Which of the challenges would have the largest impact on: 

4.1. The emergence of a European 
secure ICT industry? 

 

4.2. The development of a 
functioning internal market for 
secure ICT? 

 

4.3. Increasing the level of network 
and information security? 
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4.4. Stimulating a wider uptake of or 
demand for secure ICT? 

 

4.5. Increase the user's trust?  

 

5. From the list provided in the workshop report, what are the three most effective 
instruments to realize the impact on: 

 

 

5.1. The emergence of a European 
secure ICT industry? 

 

 

 

5.2. The development of a 
functioning internal market for 
secure ICT? 

 

 

 

5.3. Increasing the level of network 
and information security? 

 

 

 

5.4. Stimulating a wider uptake of or 
demand for secure ICT? 

 

 

 

5.5. Increase the user's trust? 

 

 

6. Do you have any general comment on the cybersecurity issues to be addressed 
in the Societal Challenge Pillar of H2020? 

 

 

Thank you for your contribution 


