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[bookmark: _Toc299960302][bookmark: _Toc307214378]Terms
	TERM
	DEFINITION

	112
	single European emergency call number supporting Teleservice 12 (ETSI TS 122 003)

	Call clear-down
	termination of call and freeing up of line (usually achieved by hanging up the receiver or pressing ‘end call’ or similar on screen)

	cellular network

	wireless communications network consisting of multiple adjacent access points (cells) with the capability of homogeneous transfer of a communications session instance to an adjacent cell without significant interruption to the session

	E112
	emergency communications service using the single European emergency call number, 112, which is enhanced with location information of the calling user TS12

	eCall
	emergency call generated either automatically via activation of in-vehicle sensors or manually by the vehicle occupants; when activated it provides notification and relevant location information to the most appropriate Public Safety Answering Point, by means of mobile wireless communications networks, carries a defined standardised minimum set of data (MSD) notifying that there has been an incident that requires response from the emergency services, and establishes an audio channel between the occupants of the vehicle and the most appropriate Public Safety Answering Point

	eCall generator

	occupant of a vehicle or equipment within a vehicle that has cause to trigger an eCall transaction by automatic or manual means

	eCall discriminator or  identifier

	one of two information element bits (flags) included in the emergency call set-up message that may be used by the mobile network to filter and route automatically and manually initiated eCalls to a designated PSAP

	eCall service

	end-to-end emergency service to connect occupants of an affected vehicle to the most appropriate PSAP via an audio link across a PLMN together with the transfer of a minimum set of data to the PSAP

	eCall transaction

	establishment of a mobile wireless communications session across a public wireless communications network and the transmission of a minimum set of data from a vehicle to a public safety answering point and the establishment of an audio channel between the vehicle and the PSAP

	eCall trigger

	signal emanating from within the vehicle to the eCall in-vehicle equipment which requests to start an eCall transaction

	emergency control centre

	unit which deals with emergency calls and which has the capacity to consider professionally the need for response, and which has the provision to mobilise the needed resources to deal with the emergency in question

	in-vehicle equipment

	equipment within the vehicle that provides or has access to in-vehicle data required for the minimum set of data and any other data that is to be sent as part of or complementary to the minimum set of data to effect the eCall transaction via a public mobile wireless communications network providing a link between the vehicle and a means of enacting the eCall service via a public mobile wireless communications network

	in-vehicle system
	in-vehicle equipment together with the means to trigger, manage and effect the eCall transaction

	Minimum  Set of Data

	standardised data concept comprising data elements of relevant vehicle generated data essential for the performance of the eCall service
[EN 15722:2011]

	most appropriate PSAP
	PSAP defined beforehand by responsible authorities to cover emergency calls from a certain area or for emergency calls of a certain type

	network access device (NAD)
	device providing communications to a mobile wireless communications network with homogeneous handover between network access points

	Process
	The method of operation in any particular stage of development of the material part, component or assembly involved.

	Public Safety Answering Point (PSAP)
	physical location working on behalf of the national authorities where emergency calls are first received under the responsibility of a public authority or a private organisation recognised by the national government

	service provider

	physical and functional component responsible for providing telematics based services to its subscribers

	Teleservice 12
	emergency service supported by PLMNs

	vehicle manufacturer

	entity which first assembles the vehicle and provides eCall equipment as part of its specification and subsequently sells the vehicle directly or via an agent 

	vehicle occupant(s)
	person(s) inside the vehicle 


[bookmark: _Toc299960303][bookmark: _Toc307214379]Abbreviations
	TERM
	DEFINITION

	3G
	Third generation mobile telecommunication system

	3GPP
	Third generation partnership protocol

	ACK
	Acknowledgement

	AieC
	Automatic Initiated eCall

	ASB
	Samaritan association

	ARQ
	Automatic Repeat Request

	AT
	Attention (part of modem instruction to dial as specified in ETSI TS 127 007)

	BCD
	binary coded decimal

	BER
	Basic encoding rules (ASN.1)

	BS
	Bearer Services

	BSC
	Base Station Controller

	CAN
	Controller-Area Network

	CIP
	Competitiveness and Innovation Framework Programme

	CLI
	Calling Line Identity

	CRC
	Cyclic Redundancy Check

	DRK
	German red cross

	DTMF
	Dual-tone multi-frequency (signalling)

	EC
	European Commission

	ECC 
	Emergency Control Centres 

	ELS
	Emergency Rescue Centre Administration’s operating system

	ETSI
	European Telecommunications Standards Institute

	FIFO
	First in first out

	GIS
	Geographic Information System

	GNSS
	Global Navigation Satellite System

	GSCP
	General Secretariat of Civil Protection

	GSM
	Global System for Mobile communications

	GMS
	Integrated Emergency Room Processing System

	HGV
	Heavy Goods Vehicle

	HLR
	Home Location Registry

	HMI
	Human Machine Interface

	HPLMN
	Home Public Land Mobile Network

	IAM
	Immediate Alert Message

	IMEI
	International Mobile Equipment Identity

	IMSI
	International Mobile Subscriber Identity

	IND
	Indication

	IP
	Internet protocol

	ISDN
	Integrated Services Digital Network

	IRLS
	Integrated regional control centres

	IVS
	In-Vehicle System

	KRLS
	Cooperative Regional Control Centres

	LAN
	Local Area Network

	LTE
	Long Term Evolution (of 3G UMTS access network)

	MieC
	Manually Initiated eCall

	MLP
	Meridian Lossless Packing

	MSC
	Mobile Switching Centre

	MNO
	Mobile Network Operator

	MSISDN
	Mobile Subscriber ISDN (integrated services digital network)

	MSD
	Minimum Set of Data (EN 15722)

	NACK
	Negative Acknowledgement

	NAD
	Network Access Device (e.g. a GSM or UMTS module)

	NRN
	Network Routing Number 

	PAN
	Personal Area Network

	PER
	Packed encoding rules (ASN.1)

	PEZ
	Police operation centre

	PLMN
	Public Land Mobile Network

	PSAP
	Public Safety Answering Point

	REQ
	Request

	RNC
	Radio Network Controller

	SIM
	Subscriber Identity Module (GSM/3GPP)

	SS7
	Signalling System No. 7

	SUT
	System Under Test

	TPS
	Third Party Service

	TS12
	Teleservice 12 ETSI TS 122 003

	TCTV
	Emergency calls centre 

	UML
	Unified Modelling Language (ISO 15901)

	UMTS
	Universal Mobile Telecommunication System

	USIM
	User Service Identity Module

	VLR
	Visited Location Register

	WGS
	World Geodetic System

	WGS 84
	World Geodetic System; issue 1984 (last revised 2004]
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[bookmark: _Toc202932362][bookmark: _Toc287341333][bookmark: _Toc287448484][bookmark: _Toc307214381]Purpose of Document
The purpose of this document is to build up the reference document for identification of the functional and operational requirements, HW installation and SW implementation needs in each HeERO project member state. This analytical task is focusing on all parts of the future eCall service chain which means the readiness of the in-vehicle system equipment, telecommunication infrastructure (specifically 112/E112 related parts) and PSAP infrastructure.
[bookmark: _Toc202932363][bookmark: _Toc287341334][bookmark: _Toc287448485][bookmark: _Toc307214382]Structure of Document
First part of this document is describing current situation of eCall implementation in each member state.
Second part of document is focused on operational and functional requirements, all in three areas: - 
· Mobile network operators, 
· Public safety answer points 
· In vehicle systems. 
There are set basic standards and versions for all three areas and based on workshop results there are clarifications for some technical features.
HeERO has recognised that this particular issue requires individual attention, and as a result HeERO has now formed a group with a specific remit to look at these issues.
There are questionnaires with description of the current situation of eCall implementation in each member state as an appendix of this document.
[bookmark: _Toc202932364][bookmark: _Ref261341580][bookmark: _Toc287341335][bookmark: _Toc287448486][bookmark: _Toc307214383]HeERO Contractual References
HeERO is a Pilot type A of the ICT Policy Support Programme (ICT PSP), Competitiveness and Innovation Framework Programme (CIP). It stands for Harmonised eCall European Pilot. 
The Grant Agreement number is 270906 and project duration is 36 months, effective from 01 January 2011 until 31 December 2013. It is a contract with the European Commission, DG INFSO.
The principal EC Project Officer is:
Emilio Davila-Gonzalez
EUROPEAN COMMISSION
DG INFSO 
Office: BU 31 – 4/50
B - 1049 Brussels
Tel: +32 296 2188 
E-mail: Emilio.Davila-Gonzalez@ec.europa.eu
Two other Project Officer will follow the HeERO project:
1. Eva Boethius 
(eva.boethius@ec.europa.eu)
1. Pierpaolo Tona 
(Pierpaolo.TONA@ec.europa.eu)
Address to which all deliverables and reports have to be sent: 
Emilio Davila-Gonzalez
EUROPEAN COMMISSION
DG INFSO 
BU 31 – 4/50
B - 1049 Brussels
Tel: +32 296 2188
by mail: Emilio.Davila-Gonzalez@ec.europa.eu
Any communication or request concerning the grant agreement shall identify the grant agreement number, the nature and details of the request or communication and be submitted to the following addresses:
European Commission
Information Society and Media Directorate-General
B-1049 Brussels
Belgium
by electronic mail:  
INFSO-ICT-PSP-270906@ec.europa.eu
[bookmark: _Toc287448547]

[bookmark: _Toc291775533][bookmark: _Toc307214384]State of the art
[bookmark: _Toc289094542][bookmark: _Toc307214385]Basic description of eCall service
eCall is the pan-European emergency call service for vehicles intended to operate  seamlessly in Europe and supported by the EU Member States in order to reduce the consequence of incidents and improve safety on the roads. This telecommunication service is intended to be made available on new vehicle, independent of the brand, in any EU country and independent of the geographical location of the equipped vehicle.
Once fully deployed, this interoperable eCall public service will become available to any equipped vehicle travelling in Europe, without need of any additional device or service agreement.
The eCall service can be activated manually or automatically: when a serious incident occurs, the on-board sensors trigger the start of an automatic eCall. Once triggered, the on-board vehicular system (IVS) establishes an automatic emergency communication (E112) over the mobile network with the Public Safety Answering Point (PSAP).[footnoteRef:1] The emergency communication consists of a voice communication together with the transmission of the incident data (Minimum Set of Data) to the PSAPs operator answering the emergency call. [1:  PSAP: the physical place where eCall terminates and that first receive the emergency call. We assume that is managed by a Public Authority or by a private organization recognized by Government. The most appropriate PSAP is the one identified on a territorial base by right Authorities to serve the emergency calls starting from a specific geographic area or to manage emergency calls of a certain type (e.g. eCall).] 

[bookmark: _Toc307214386]Public Safety Answering Point (PSAP)
The following chapters describe of the situation about PSAP in each country. It is based especially on information received by completed questionnaires from each member state. Responses from questionnaires can be found in Annex 2.
[bookmark: _Toc307214387]Romania
PSAPs in Romania are equipped with software application for processing the events with information support. There will be an upgrade to receive the calls (data and voice) in the current software platform of processing emergency calls. The MSD should be extracted, processed in two national points (for redundancy, load balanced and disaster recovery purposes) and distributed to the PSAPs. The voice call will flow as any 112 emergency calls and on a parallel flow, the processed MSD will be presented to the 112 operators who will integrate in the current case folder and forward to the interventions agencies as any 112 call. All the agencies are working on the same software platform.
Emergency Control Centres (ECC) of Fire Brigades, Police and Emergency Medical Service are equipped with software application for processing the events and with information support. There is the same software platform across entire 112 Romanian System. 
PSAPs are designed for receiving the eCall messages and are equipped with a geographical information system (GIS). GIS contains data from the whole territory of the Member State, detailed data on the motorway and road network (stops, bridges, exits, and objects) in ESRI format. GIS enables the identification of line topographic elements such as roads, railroads, rivers, street crossings in ESRI format.
ECCs of Fire Brigades, Police and Emergency Medical Service are also equipped with geographic information system.
Data communication
There is a data connection between PSAPs and ECCs of individual emergency units to:
· Fire Brigade
· Policy
· Emergency Medical Service
Data communication is operated as:
· One-way system (PSAP -> ECC)
· Two-way system (PSAP <-> ECC)
· Multi-way system (PSAP <-> ECC <-> ECC)
The calls are received in the PSAP. The 112 operator conducts a short interview to identify if the emergency is real and to understand the nature of the emergency and collect basic info. Supported by the system, the 112 operator forwards the voice and data to the proper agency/agencies. Further on, the agencies operators can cooperate to each other on the platform. They complete the case form with the agency specific data and send the field forces to solve the case. There is radio communications between them, used to alert, feed-back, update case info etc. At the end of each mission the feed-back is provided in the ECC where an operator will update and close the case in the system.
Caller Localization
PSAP receives information on the position of the caller whenever a 112 call is involved. Information on the position of the caller is transmitted through a technology of Push. Push-pull – the data are pushed by the phone operator and collected in a location server inside the 112 system. Wherever the operator needs the location he pulls it from the server. The system response is under 2 sec. PSAP disposes of information on the position of the caller during the first 15 seconds from the reception of the call. 
The accuracy of the localization within mobile phone network is based on Cell-Id/Sector-Id and on the information pushed by the phone operator. But the 112 system is prepared to be as accurate as technically possible, based on the MLP 3.0 protocol.
The location info is written by the mobile network operator as a cell/sector-ID code in the IAM cell of the SS7 communication. The info is extracted from there, processed and stored in the location server. The 112 operating software is connected to the location servers over the MLP 3.0 protocol. When an operator needs the mobile caller’s location he pushes a software button in any of his operating application (case data or GIS) and a request is made to the location servers. The answer is quickly returned in the GIS as a figure (currently as a sector of the designated mobile phone network). A list of the postal address inside that area is automatically presented to the operator who can choose one (based on the interview with the caller and other info).
[bookmark: _Toc307214388]Germany
In Germany, the structure of emergency organisations and 112-emergency calls is different to other countries in many ways. First, the responsibility for rescue services lies in hand of the 16 local federal governments. These 16 governments organise and synchronise their activities by the conference of the ministers of Internal Affairs. But the local structure always depends on local circumstances. About 20% of the German PSAPs are operated by the fire rescue services, another 30% are operated by local authority. The majority of PSAPs are operated by one or more rescue services like DRK, ASB, Malteser, Johanniter and others who operate rescue services. This complicates general statements about the German PSAP situation. A complete list of all PSAPs in Germany can be found here:
http://www.deutschland112.de/rettungsleitstellen/
Main PSAPs for rescue services
There are many services that operate a control centre as a central contact person. The names and abbreviations are used in Germany, and similar terms are adapted in other countries:
	Name
	Service
	Special tasks

	Feuerwehreinsatzzentrale (FEZ) Haupteinsatzzentrale (HEZ) Feuerwehrleitstelle (FLst)
	Fire and catastrophe rescue service 
	Accepts emergency calls over 112 organizes special equipment (special vehicles, special extinguishing agents), taking emergency calls from automatic fire alarm systems, leads the radio supervision, serves in some districts as flood warning agency. Some control centres that are staffed by professional fire department.

	Polizeieinsatzzentrale (PEZ) Führungs- und Lagezentrum (FLZ)
	Police (Traffic management Centre) 
	Referral to the appropriate authorities

	Rettungsleitstelle (RLSt)
	Rescue service, ambulance service, medical service, support service
	queries receptive hospitals, give first aid instructions until the arrival of the emergency team

	Integrierte Leitstelle (ILS), auch zentrale Leitstelle genannt
	Fire and Rescue Service
	takes over the alarm of fire and rescue service



Other PSAP services in connection with rescue services

	Name
	Service
	Special tasks

	Krankentransportleitstelle
	Ambulance
	intensive care transfers and withdrawals abroad

	Arzt-Vermittlungszentrale
	Medical Services
	provides an on-duty doctor outside of surgery hours

	Hausnotrufzentrale
	Home care services, nursing services
	emergencies are transferred to RLSt, or PEZ FEZ

	Bergrettung (Zentrale)
	Mountain rescue service, partly avalanche warning
	organized and coordinated rescue in mountain incidents, avalanches and other alpine emergencies

	Sicherheitszentrale/Notruf- und Serviceleitstelle (NSL)
	security Services
	monitoring offices, using intrusion detection systems or cameras, but also help people stuck in elevators.

	Notfallleitstelle (NFL)
	Plant Protection / utility assistance facility (rail companies)
	Coordinates help in case of incidents from the perspective of the DB AG and supports the use of technical management on site. 


 there are a growing number of control centres being established which are not staffed by emergency services personnel.  This is due to cost reduction . 
In a first step many local fire control centre and emergency officials were combined to so-called "integrated fire and rescue control rooms" (IRL). The next step - especially in northern and eastern Germany – is the formation of so-called "integrated regional control centres" (IRLS), which are responsible not only for the fire department, ambulance service and disaster relief in a district or an independent city, while these tasks take on a number of authorities. As Germany's first IRLS, the IRLS West in Elmshorn went to operation in 2001, now all operations of non-police BOS are directed in the three counties Pinneberg, Steinburg and Dithmarschen. This development is being completed by the formation of so-called "cooperative regional control centres" (KRLS), which is also placed next to non-police services. Unlike other countries these control centres, however, do not mix police and non police duties. Both of control areas are located in the same building with the same highly specialized centre technology, police officers take only the emergency 110 and municipal officers only use the 112 emergency call counter, and the processes are strictly separated for their respective jurisdiction. One of the first control centres of this type is the cooperative regional control centre (KRLS) North in Harrogate, near Flensburg, which has taken its operation on 4 September 2009. On 20 April 2010 it was followed by the West KRLS in Elmshorn.
In Lower Saxony, in 2012 five Cooperative regional control centres will be built with locations in Oldenburg, Osnabruck, Wittmund, Hamelin and Lüneburg – Oldenburg being part of the HeERO project. The control centre Hamelin ("Cooperative control centre Weserbergland") started in August 2008 its actual operation.
However, in some rural areas without permanently staffed service control room (especially in Bavaria); the fire service will be alerted by the police operation centres (PEZ). However, in the next few years there will be established a nationwide ILS in Bavaria. 
Generally, emergency calls are made through the fixed telephone network are routed to the nearest regional 112-PSAP, based on the geographical classification. All mobile 112-calls are routed to the nearest c regional PSAP using the routing tables within the Mobile Networks. In Germany the selected PSAP controls the full rescue process from the incoming call to the rescue cars sent to an incident.  Police and rescue services use different telephone numbers and are usually completely separated from each other. Fire and rescue services are both available through the standard 112 number.
The 112 process
The 112-process consists of 5 steps:
1. Identification and validation of the emergency call
2. Intake
3. Issuing
4. Assistance
5. Informing the Road Operators
Ad 1. Identification and validation
In Germany, it is no longer possible to call 112 without a valid SIM card. eCall-IVS may however select the mobile network with the best reception to handle a call. Currently there is no decision about routing mobile calls. We expect that the local authorities will handle these calls in different ways. Some may take advantage of the new mobile network routing table (using the “eCall flag”); others may be upgraded completely and will handle eCalls like standard 112 calls (with the addition of the MSD transmission).
The operator determines:
· Whether Is it a real emergency call
· The location of the emergency in order to establish the right region
· The most relevant emergency service (fire services, ambulance) – police will be added or the call will be forwarded if it is a standard police call.
Ad 2 and 3. Intake and Issuing
The exact handling differs from PSAP to PSAP, but the process always follows a general scheme. Usually the operator is responsible for the complete process from accepting a call to select the appropriate (rescue) service. Depending on the PSAP infrastructure, the operator gets support by a computer-based GIS system. Some PSAPs in Germany still use printed maps and hand-written protocols.
In Germany, also some TPS receive emergency calls by proprietary services. These services do not use the 112 number, but special long numbers. They forward emergency calls to the PSAPs if necessary. Currently this requires a local routing table.


Ad 4. Assistance
The operator sends relevant emergency vehicles to the scene of the incident. Depending on the PSAP infrastructure, this can happen in a digital way with a GIS application in the vehicle but also via telephone or even by spoken word. During the ride the crew gets all relevant information available.
Ad 5. Informing the Road Operator
Depending on the PSAP infrastructure and local contracts, the appropriate Traffic Management Centre will be contacted so it can take necessary measures (incident management) i.e. closure of lanes, deployment of salvage trucks, etc.
In June 2011, a new national directive for the handling of E112 was published by the German Bundesnetzagentur. This directive describes the way of transmitting coordinates from fixed line telephones and mobile telephones to the PSAP by calling 112. All PSAPs must be equipped with a device or a software upgrade that can read the coordinates from the ISDN D Channel. This directive was passed by the European commission in 2002 and is now translated into National German law. However, some parts of the law conflict with the eCall directive, mainly data security issues, which have to be, discussed later when the EC directive for eCall will be passed.
[bookmark: _Toc307214389]Finland
Finland has no PSAP points that receive 112 eCall and 8 PSAPs are planned to receive European-wide eCall by 2014.
PSAPs are equipped with software application for processing the events with information support.
The Emergency Rescue Centre Administration’s operating system is called ELS which is abbreviation of EinsatzLeitSystem (German). Task Form opens up automatically when the duty officer answers the 112 phone call. ELS communication centre directs the calls for each Emergency Response Centres (each centre takes care of its dedicated area). 112/e112 calls are pushed up with FIFO (first in first out) order to the duty officers. 
Most important task is to specify the caller’s address (country, area, town, town area, street, number, other information and coordinate or point on the map). If the case needs mobile operators location service the feedback is under 5 seconds (this position is asked only if the case is related to life threatening situation).
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[bookmark: _Toc307214490]Figure 1: Basic functionalities of ELS task handling
Emergency Control Centres (ECC) of Fire Brigades, Police and Medical Service are equipped with software application for processing the events and with information support (classified information). 
PSAPs are designed for receiving the eCall messages equipped with a geographical information system (GIS). GIS contains data from the whole territory of the Member State, detailed data on the motorway and road network (stops, bridges, exits and objects) with ELS GIS format. GIS enables the identification of line topographic elements such as roads, railroads, rivers, street crossings with ELS GIS format.
ECCs of Fire Brigades, Police and Emergency Medical Service is equipped with geographic information system.
Data communication
There is a data connection between PSAPs and ECCs of individual emergency units to:
· Fire Brigade
· Policy
· Emergency Medical Service
There is a uniform format of data communication massages defined as a Finnish authority data model (currently used only by police). Data communication is operated as Multi-way system (PSAP <-> ECC <-> ECC).
Caller Localization
PSAP receives information on the position of the caller whenever a 112 call is involved. Information on the position of the caller is transmitted through a technology of Pull: PSAP disposes the information on the position of the caller during the first 15 seconds from the reception of the call. From 10 m to several kilometres, depends is it urban or rural area.
[bookmark: _Toc307214390]Czech Republic
Czech Republic operates 14 PSAP call taking points mutually interconnected, equipped with the same technology (named as TCTV in the figure below) that receive 112 from both mobile and fixed lines in Czech republic. PSAP centres are built with the complex technology system (call centre + application superstructure) to receive emergency call number 112 and 150 as well (national emergency number of Fire Brigade). The technology integrates current progressive functionalities, including fixed telephone terminal identification (number and address), mobile operator identification, cellular phone localization, IMEI identification, unified GIS implementation, mutual technology backup, self-sustaining IP phone connection and language support. 
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[bookmark: _Toc307214491]Figure 2: Czech Republic PSAP network architecture
Cross interconnections between all centres ensure that every call is delivered in time to an available call taker, regardless to the locality, to guarantee that the citizen will always get beneficent assistance (call set-up time 0.75 sec, call response 3.5 sec). 
The PSAP solution also makes use of data communication with operational centres of fundamental branches of Integrated Rescue System in the Czech Republic (ECC - Fire and Rescue Service, Police, Medical Rescue Service); whereas PSAP call centres notify these operational centres about emergency situation by sending structured data document, which is onward processed by application software of these centres.
PSAP call takers are capable of handling emergency calls not only in the Czech language but also in English or German languages. Call taker application software utilizes language knowledge of all involved operators, which facilitates the language assistance by means of a three-way conference between operators.
PSAP technology is owned by Telefónica Czech Republic and placed in customer premises (regional Fire and Rescue Service). Telefónica is providing communication infrastructure and guarantees regional PSAP centre operation, centralized 24x7 service surveillance, maintenance, renewal and development of the system.
ECCs of Fire Brigades are equipped with geographic information system that contains data from the whole territory of the Member State, detailed data on the motorway and road network (stops, bridges, exits, objects) with SHP shapefiles. GIS enables identification of line topographic elements such as roads, railroads, rivers, street crossings. ECCs of Emergency Medical Service is equipped with geographic information systems as well. ECCs of the Police are not equipped with geographic information system.
Czech Republic does not´ have a commercial eCall service in operation. Nevertheless, as part of the CONNECT Euro-regional project, an eCall pilot project was carried out in the Czech Republic during the year of 2007. This pilot implementation took place in testing platform of PSAP which truly simulates the PSAP 112 operating system and was based on DTMF transmission of MSD. The same testing platform will be used for HeERO pilot implementation.
Data communication
PSAP solution enables the standard transmission of an entry protocol to the regional operating centre of IRS (Integrated Rescue System):
· Fire Brigade
· Police
· Emergency Medical Service
Communication with these centres is carried out according to the proposed protocol in XML format through IP VPN. Communication is bidirectional.
The content of the transferred messages is:
· Information about the event
· Status of the incident solution (start, being resolved, completed, closed etc.)
· Voice recording of the call taker’s conversation with the caller 
Caller Localization
Mobile user location identification uses push method, thus the information is usable as early as the beginning of the call. Mobile network operator sends information about improved caller location in a way of B-number suffix or UUS (User to User Signalling) during emergency call set up. With regard to the mobile network possibilities there are several coding methods defined in the Signalling plan for emergency calls – document published by Czech Telecommunication Office. Such information is then decoded on PSAP side by application superstructure and displayed on GIS. The accuracy of the localization within mobile phone network is 1000m in 70% with Cell ID.
[bookmark: _Toc307214391]Italy
In Italy at the moment we have four official emergency services telephone numbers (112, 113, 115, and 118). Each of these numbers is associated to a specific typology of emergency:
· 112: Public Safety operated by Carabinieri (National Police force)
· 113: Public Safety operated by Polizia di Stato (National Police force)
· 115: Fire Brigades
· 118: Healthcare Emergency 
Normally it exists a specific Control Room answering to a single number in a defined area (province or part of a province).
They are activities in place with the aim of unifying the answering points for the different types of emergency. More specifically since June 2010 in the area of Varese has been established a single level 1 PSAP collecting in a single point all the calls aimed to the 4 emergency numbers. All the calls coming to the Varese PSAP 1 are actually forwarded to the relevant PSAPs 2 for execution. This PSAP 1 site is meant to be the pilot for the diffusion of this model to all the Lombardia Region and also to other regions in all the country.
The PSAP 1 of Varese will be the test site for the Italian Pilot inside the HeERO project. The present equipment set-up of the PSAP will be enhanced to incorporate the ability to cope with the eCall protocol both in terms of communication (e.g. in-band modem implementation) and management (e.g. MSD acquisition and forwarding to the PSAPs 2).
PSAP
The very PSAP 1 of Varese set-up and operating procedure are schematized in the following pictures.
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[bookmark: _Toc307214492]Figure 3: Overall Vision of the Emergency Calls Management in the Varese Area
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[bookmark: _Toc307214493]Figure 4: Emergency Calls Management Flow in the Varese Area
Every emergency call arriving through the PSTN at the PSAP premise is managed by a PSAP 1 local agent that firstly try to acquire as much information as needed to identify the nature of the caller needs, in the meanwhile the caller position is acquired the contact record is filled up and is forwarded to the appropriate PSAP 2 together with the voice call. All this normally takes less than 30 seconds. The PSAP 2 then takes care of the actual request and dispatches the inherent resources to fulfil the emergency needs.
Data communication
To support all the communications necessary to execute the entire Emergency Call process in the Varese area, a specific communication network has been established.
The network is consisting at the moment of two layers: one for the voice communication and the other for the data flow between the various subjects involved. This double layer approach was due mainly to the situation and configuration of the PSAP 2 Operating Rooms.
Starting from that we decided to carry all the voice traffic on the classic ISDN lines while the data exchange is performed on an IP VPN restricted to the PSAPs and to the Interior Ministry localization premise.
The usage of the ISDN technology in the area of voice transmission permitted the PSAP 2 to continue to use the telephone equipment they were used to cope with. For the sake of the continuity of service and of the promptness of reply, and to ensure the reliability of the links, we have a couple of ISDN dedicated lines for each of the PSAP 2.
A Virtual Private Network has been established between the PSAP 1, all the PSAP 2 residing on the involved geographic area and the “CED-IF” (Localization facility located at the Interior Ministry in Rome).
The complete network built on MPLS technology has “any to any” architecture and allows the communication between all the partners in the project. The communication protocol implemented is, as usual, the Internet Protocol (IP) so allowing the transmission of a variety of data: plain data, voice, images, etc. At the moment the data flowing on the VPN are: 
· Localization data: a request is made from the PSAP to the CED-IF sending the CLI and the Op-Id and receiving the results
· Contact Record: the data collected from the operator and provided by the CED-IF are packed in a specific format and sent to the relevant PSAP 2, or in XML format or via a WEB based Interface.
Caller Localization
In Italy a central service/facility run by a branch of the Interior Ministry called CED-Interforze is responsible for the localization and identification of all the calls passing on the mobile network and on the PSTN. 
This service is able, talking with the Telephone Providers, to find the localization data for the mobile call and the identification and street address data for the wired telephones and eventually forward them to the PSAP requesting. The mechanism is based on the ability of the PSAP to provide to the CED-IF both CLI and Op-Id of the telephone calling.
The answer is provided back in matter of 3 to 5 seconds time.
At the moment in Varese the service is used for all the emergency calls arriving to the PSAP and the result in terms of success is greater than 95% for the mobile and more than 75% for the wired.
The localization result is expressed in position coordinates (Long, Lat.) plus an area of uncertainty for the mobile, while for the wired the name of the owner of the contract together with the street address is provided.
[bookmark: _Toc307214392]Greece
In Greece there is only one PSAP that uses 20 terminal stations, which are manned depending on the workload of calls. The terminal stations are computers directly connected to the telephone network. The computers include headsets for the call operators and special keyboards that facilitate and accelerate the use of the call management application. The Hellenic Telecommunication Organization SA (OTE SA) is also responsible for the technical support of the hardware and the software of the call centre. In addition there is a central terminal that supervises the operation of the computers and the total workload of call centre. 
The management application of the call centre is connected to a geographic database that is maintained by the contractor company. This database allows the routing of calls to the suitable service/agency, depending on their origin. The information   system that currently supports the PSAP is called ADMOSS (Advanced Multifunctional Operator Service System) and is provided by SIEMENS.
Data communication
The ADMOSS is a high specification and flexible platform for support of manned call centres, used in centres for road help, centres of information and communication centres of co-ordination of organisations. It also supports connectivity with alternative means and operations like SMS dispatching.
Beyond the basic telephone centre services, ADMOSS offers additional functionality, with which the possibilities of a telephone centre can be adapted for additional use, as:
· Direct diversion of calls to any number.
· Possibility of videoconference.
· Notices via SMS.
ADMOSS is supported by the EWSD network infrastructure (Electronic Worldwide Switch Digital), which allows high level functionality. It supports 10.000 terminal stations, from which 4.000 can be simultaneously active - all on one switch EWSD. 
ADMOSS has the possibility of distributing call operators in the all breadth of network. With the use of Voice over IP, call operators could be stationed at any point in the world.
The EWSD system operates on a modular architecture, which allows the redevelopment of the network at any moment, depending on the PSAP needs. With the use of multiple processors, the possibility for management of calls is practically unlimited, allowing simultaneously the import of new services whenever it is required. 
Moreover, ADMOSS, exploiting the ACD (Automatic Call Distribution) function, incorporated in the EWSD system, can apply “intelligent” distribution of calls. It monitors on a continuous basis the situation of call operators and categorizes the incoming calls. Using routing mechanisms, it limits the average waiting time while simultaneously transmitting informative statements depending on the type of call pending.
In combination with the HiPath ProCenter, it can carry out routing depending on the type of incoming calls. Using the characteristics of incoming calls, the system can dynamically select the suitable subgroup of terminals or even specific terminal to service them. 
Caller Localization
This can be done either on the basis of call location or after the caller makes specific choices answering in questions of system via his telephone appliance (System Interactive Voice Response - IVR). ADMOSS supports both the internal IVR functionality of EWSD and hiR Resource Server for statements and interactive dialogues.
With the IVR technology it is possible to service all different types of calls from a single number - which is also easier to be remembered by the users of service. Third party telephone centre connectivity is also supported, via CTI models (Computer Telephony Integration).
Finally, ADMOSS supports a variety of system controls, like wall screens for operational centres and statistical functionality that allows a level of control for the offered service. Currently, all emergency 112 calls are dispatched to the appropriate Emergency Control Centres (i.e. Police, Ambulance, and Fire Brigade) after executing a series of processes described in the flowchart shown below.
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[bookmark: _Toc307214494]Figure 5: Flowchart of processing emergency 112 calls
[bookmark: _Toc307214393]Sweden
A nationwide emergency number has existed in Sweden since 1956. The emergency number was 90 000 until 1996 when Sweden implemented the EU-common emergency number 112 which replaced 90 000. In Sweden, 112 is the only emergency number and it is used to reach police, fire rescue services, ambulance, sea and air rescue, as well as social services.
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[bookmark: _Toc307214495]Figure 6: Overview of Emergency Response operations
In 1972 the company SOS Alarm AB was formed to handle the emergency calls that earlier were the responsibility of the former Swedish authority Televerket. SOS Alarm´s mission were broader than Televerket´s in the respect that SOS Alarm handles certain interviews and dispatches ambulance and fire units on commission from most of the county councils and communities, where Televerket only served as a switchboard for connecting the person in need of help to the helping organization.
SOS Alarm is mutually owned by the Swedish state (50%) and the Swedish communities and county councils (50%) together. SOS Alarms commitment is regulated by the Swedish state in an agreement. 
There are 18 alarm centres, so called SOS-centrals, spread across Sweden.
The SOS-operator handle all calls for urgent assistance in emergencies and after assessment of the circumstances the SOS-operator alert the necessary assisting authorities to the scene. The SOS-operator not only alerts the relevant authorities but also provides the caller with instructions for first aid and advice, in order to help him/her cope with the incident or other hazardous situation until help arrives. 
SOS Alarm handles 3.4 million 112 calls/year and forwarded assignments were 1.5 million. 
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[bookmark: _Toc307214496]Figure 7:  The way from 112-caller, via SOS Alarm, to the responsible helper/type of help needed
Sweden has 18 PSAP points that receives 112 calls and these18 PSAPs could in the future receive Europe-wide eCall (2014).
PSAPs are equipped with software application for processing the events with information support. Emergency Control Centres (ECC) of the Medical Service is equipped with software application for processing the events and with information support. Medical Service use CoordCom for dispatching ambulance today and can send information about position and other additional info.
Emergency Control Centres (ECC) of the Police is not equipped with software application for processing the events and with information support.
Emergency Control Centres (ECC) of Fire Brigades is equipped with software application for processing the events and with information support. They already receive alarm with position and additional info today so there will be no difference. Fire Brigades use Ericsson CoordCom 5.2.
The system, developed by Ericsson, is designed to offer maximum support for its PSAP’s in all critical work phases providing features for structured call taking and dispatching. Different types of communication may be handled via the operator multimedia terminals. The incident handling tools have streamlined functions for collaborative information exchange, problem solving and effective dispatching using optional digital map tools.
CoordCom includes mechanism for receiving and handling Automatic Alarms such as fire alarms, property alarms and social alarms. The structure of alarms includes Customer Objects, Transmitters, and Alarm Events and so on in order to be able to mirror the setup of different types of Automatic Alarm installations.
CoordCom is primarily aimed at public safety but includes features for On-call and Security services. CoordCom has especially been upgraded to be prepared to receive eCall data through in-band modems and via eSMS. In addition to the upgraded functionality, there need to be plug-ins developed for each specific eCall (e.g. one specific plug-in for in-band, one for eSMS etc).
To handle eCalls efficiently, processes and methods have been added. Similar upgrade functionality could be used for TPS-eCall, between TPS dispatch centres and PSAP’s.
PSAPs are designed for receiving the eCall messages equipped with a geographical information system (GIS). GIS contains data from the whole territory of the Member State, detailed data on the motorway and road network (stops, bridges, exits, objects). 
The rescue services in Sweden does not all work in the same way and does use different systems. ECCs of Fire Brigades, Police and Emergency Medical Service are equipped with geographic information system.
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[bookmark: _Toc307214497]Figure 8: PSAP system in Sweden
Data communication
There is a data connection between PSAPs and ECCs of individual emergency units to:
· Fire Brigade
· Emergency Medical Service
There is a definition of a uniform format of data communication massages. Data communication is operated as two-way system (PSAP <-> ECC).
Caller Localization
PSAP receives information on the position of the caller whenever a 112 call is involved. Information on the position of the caller is transmitted through a technology of Pull. PSAP disposes the information on the position of the caller during the first 15 seconds from the reception of the call.
[bookmark: _Toc307214394]Croatia
In 2005, Croatia initiated establishment of the emergency call system 112, based on the system prevalent in the European Union. The main centre is located in Zagreb and each county has to have a 112 centre. The centres are responsible for logging events.
Zagreb is a regional PSAP which responsibility is: logging events; coordinating the communication of commands and decisions; and informing the population (1,1 M) of threats which leave on the 3700 sq. km. Last year, the Zagreb PSAP registered 0.4 million 112 calls which represents the 12 percent increase from the previous year. Last year, the NPRD  registered more than 1.8 million 112 calls and 12.784 traffic incidents on roads, highways and tunnels.
Data communication
The system supports the predicted course of receiving, processing and forwarding of emergency call to related emergency management agency’s (police, fire brigade, and medical emergency) and other stakeholders in the road traffic process and according to standard operating procedures (SOP). 
Caller Localization
In county centres, Sisak and Požega, similar equipment like in regional centre should be implemented: hardware, software and communication equipment; 112 service Operator/coordinator positions; emergency services Operator/coordinator and dispatcher positions; resource management and coordination equipment. Difference between county and regional centres is in size and capacity of county centres which are smaller than regional centres. Additionally, each regional centre should be used as backup location for their county centres.
[bookmark: _Toc307214395]Netherlands
Only Dutch TPS which have a certificate can access 2nd level PSAP’s. From May 2011 there is a facilitated access for TPS in other countries for eCall emergency. Only verbal information is transferred from TPS to 2nd level PSAP’s. One 1st level PSAP is able to receive manual/verbal eCalls, there is one 1st level PSAP for manual pan-European eCall and 23 2nd level PSAP’s for automatic and TPS-eCall.
To save time automatic eCalls are automatically directed to the emergency service. In case of a manual eCall the 112PSAP validates the call first and transfers to the relevant Emergency Centre. Validating is necessary to separate Samaritan eCalls from emergency eCalls and handle misuse.
There is not software application for the processing of information on events.
PSAPs are designed for receiving the eCall messages equipped with a geographical information system (GIS). GIS contains data from the whole territory of the Member State, detailed data on the motorway and road network (stops, bridges, exits, objects).
ECCs of Fire Brigades, Police and Emergency Medical Service are equipped with geographic information system.
Data communication
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[bookmark: _Toc307214498]Figure 9: Data communication in Netherlands
There is a data connection between PSAPs and ECCs of individual emergency units to:
· Fire Brigade
· Policy
· Emergency Medical Service
· Integrated multidiscipline Emergency Centres are data connected to 112PSAP since 2011
There is a definition of a uniform format of data communication massages. Uniform format is established at national level. It is internal, proprietary. Units of the emergency system that are using some of referred format:
· Fire Brigade
· Police
· Emergency Medical Service
· Integrated multidiscipline Emergency Centres are data connected to 112PSAP since 2011
Data communication is operated as one-way system (PSAP -> ECC).
Caller Localization
PSAP receives information within the GSM network on the position of the caller whenever a 112 call is involved. Information on the position of the caller is transmitted through a technology of push or a combination of push-pull.
PSAP disposes the information on the position of the caller during the first 15 seconds from the reception of the call. The accuracy of the localisation within mobile phone network is based on Cell-ID varies from 300 to 8000 metres.
[bookmark: _Toc307214396]Mobile Network Operator (MNO)
Mobile network operators (MNO) have basically the task to handle eCalls as any other 112/E112 emergency call, including the caller line identification and caller location information if provided and giving eCall the same priority and reliability as any other emergency call through their core network. Their new role is now supporting the “eCall flag” - signalling parameter inserted by the IVS when establishing the call. This eCall Service Category Identifier is specified in 3GPP TS24.008 and will be used by MSCs of at least one Mobile Network Operator Responsibility for processing eCall and routing it to the right Public Safety Answering Point (PSAP) as mandated by the national authorities always lies with the network serving the vehicle at the time of activation.
The following passage describes the situation for MNOs in each country. It is based especially on information received in completed questionnaires. Responses from questionnaires can be found in Annex 2. 
The overall situation in all countries shows that currently no MNO has integrated any eCall related structures, but they all operate distribution tables to locate the responsible PSAP when an emergency call is executed by a mobile phone. 
[bookmark: _Toc307214397]Romania
Romania does not have a MNO directly involved in national consortium, but there is discussion with a few MNOs about the implementation of the eCall flag and other eCall support.
[bookmark: _Toc307214398]Germany
In Germany, four different real and many more virtual MNOs are offering services. There are four networks operated by Telekom, Vodafone, e plus (KPM group) and O2 (Telefonica). All of them process 112 emergency calls on the base of a distribution table to always locate the nearest PSAP. 
All MMOs follow the same technical structure with BTS broadcast stations, BSC controller stations and MSC high level controller stations. Technical Equipment comes usually from Siemens, Ericsson, Alcatel and Nokia.
The German HeERO team does not include a MNO at this moment, so detailed information about MNO are a bit rare. There are ongoing discussions with Vodafone D2. This MNO operates a test centre with a completely separated mobile network, which allows testing the eCall flag and also real 112 eCalls. 
2G and 3G mobile network generation will be utilized in pilot. Existing 112 emergency system support calls and it is support of routing emergency calls to PSAP, there is roaming support for 112 calls. 
[bookmark: _Toc307214399]Finland
As current status there exist functioning e112 system in Finland, all teleoperators are part of this. The accuracy of location of the mobile phone can vary from 10 m to several kilometres depending on where in Finland the caller is (is he/she it rural or urban area). 
There exist also active daily cooperation between Finnish Emergency Response Centre Administration and teleoperators. Finnish privacy protection law forbids mobile phone location automatically delivered to authorities, it must be asked separately every time it is needed. So the position of 112-caller is transmitted through pull technology. 
Also every automated detector alarm system which is connected to ERC system requires tele-operators technical performance and verification before taken into use.
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[bookmark: _Toc307214499]Figure 10: 112/e112 system (ERC and Mobile Operators)
112–calls have following regulated specialties in Finland:
· Mobile operators are ordered to perform needed routing and controlling functions in their networks related to emergency calls; if needed the call must be transferred to other mobile operators’ network (roaming).
· 112 calls are in first priority and operators must keep always open bandwidth for emergency calls even if the network is under heavy traffic.
· 112 call is free of charge and it can be done without SIM card and with keyboard lock on.
[bookmark: _Toc307214400]Czech Republic
Currently Telefónica O2 operates PSAP network for reception and handling of 112 calls in all Czech Republic. Generally, applicable to all MNOs in Czech Republic, emergency calls 112 are routed to the appropriate PSAP based on caller location at the time of emergency set up activation (origin dependent routing). For proper routing to the suitable / nearest PSAP a so called Network Routing Number (NRN) is used. This NRN is used by PSAP CCD (Call Centre Distribution) for automatic E112 call distribution to the call taker in respective region.
Testing equipment (MSC/MGW/HLR) is available and testing PSAP availability as well. Test network is in Testlab (Testing RNC/BSC).
Existing hardware and software is already compatible with available eCall standard requirements. 
Due to eCall flag eCall can be routed via special network routing numbers either to production or testing PSAP. 
[bookmark: _Toc307214401]Italy
The deployment of the public pan-European eCall service in Italy has not yet officially started as some decisions need to be finalized by the proper national institutions. It is reasonable to assume that eCall will be deployed in Italy on-top of the 112/E112 operational infrastructure by adequately complementing the existing emergency management processes, infrastructures and technologies.
It has to be stressed that, in an operational deployment scenario, the process of delivering the eCall to the PSAP does not only involve the MNO providing radio access but the Fixed Network Operator too (exactly as happening for the E112 emergency call). Therefore, from a networking standpoint, the eCall deployment will have to be harmonized at national level by involving all MNO active in Italy as well as the Fixed Network Operators in charge of properly route the incoming eCall to the designated 1st Level PSAP according to the policy defined by the national governmental bodies and the regional administration.
According to the current understanding, from a MNO perspective, any extension beyond the public pan-European eCall is to be considered a commercial offer, hence dependant on commercial negotiations typical of any B2B2C market scenario, and out of the scope of the public eCall service.
Mobile telecommunications network operators (MNO) have basically the responsibility to handle eCalls as any other 112/E112 emergency call, including the caller line identification and caller location information, and supporting the ‘eCall flag’ as well as giving the same priority and reliability as any other emergency call through their core network.
Responsibility for processing eCalls and routing them to the correct PSAP always lies with the network (mobile + fixed) serving the vehicle at the time of activation.
A number of technical and operational aspects need to be addressed by the MNO in order to suitably support the eCall.
· According to the eCall standards, MNOs are requested to process the eCall discriminator ("eCall flag") in their mobile switch centres (MSC) of their networks, in order to discriminate between voice only 112 emergency calls from mobile phones and 112 eCalls from vehicles, and also between "Manually initiated eCalls" and "Automatic initiated eCalls". This functionality has been intended to allow the MNOs to identify eCalls and route the voice and the MSD to the most appropriate PSAP as defined by national governments and according to national arrangements. The eCall discriminator information is treated by the MSC serving the mobile emergency call, and cannot be transferred to the PSAP.
· MNOs need to liaise with national authorities to define the routing of the eCalls according to the PSAPs geographical boundaries.
· MNOs, together with the automotive manufacturers, need to address, the best way to introduce, fund, maintain and dispose the SIMs required for eCall services.
From a MNO perspective, this national deployment will have to be someway included into the roadmap for the evolution, operation and maintenance of the public networks that might require some time.
In the meanwhile, some commercial Value Added Service related to the management of “low priority” emergency calls is starting to appear on the market, mainly driven by the demand coming from insurance sector.
The main difference between this scenario and that envisaged for the eCall market is that the private service must be supported by sustainable business B2B2C models providing clear advantages to all involved actors.
From a technical standpoint, the solution considered are mainly based on IP data connections over a public mobile network and the typical role of the MNO is often just that of the carrier and IP access provider even if, sometimes, also the role of service provider may be considered.
[bookmark: _Toc307214402]Greece
In Greece there is only one ‘112’ PSAP, operated by the General Secretariat of Civil Protection (GSCP). 
The ‘112’ PSAP dispatches the emergency calls to the Fire Brigade, Police etc. according to each case specific requirements. Regarding MNO, the eCall is implemented as a voice band modem call terminating at the ‘112’ PSAP. The modem call is terminated and the data part is extracted and processed. Due to the fact that there is only one “112” PSAP available, there is no routing decision for the eCall, hence the eCall flags will not be used. The eCall will be passed through the PLMN as a 112 voice call.
[bookmark: _Toc307214403]Sweden
Sweden has implemented the EU-common emergency number 112 in 1996, where 112 is the only emergency number and it is used to reach police, fire rescue services, ambulance, sea and air rescue, as well as social services.
It is supposed, that GSM mobile network generation will be utilized in pilot, because eCall support (e.g. eCall flag) is currently not installed in network. Routing of emergency calls is based on cell location in current solution. 
Local test lab is available for controlled indoor test, however most of the testing is assumed to be done in commercial network. Test would be mostly done in public network with full coverage.
[bookmark: _Toc307214404]Croatia
There is existing 112 emergency system calls support in Croatia, when all emergency calls are routed to T-Com (MNO), but eCall support (e.g. eCall flag) in network is not developed.
There are two other MNOs in Croatia - VIPnet d.o.o. (only 3G Mobile network generation) and Tele2 d.o.o. (2G and 3G).
[bookmark: _Toc307214405]Netherlands
The emergency calls in Netherlands is handled by a 112-operator. Calling Line Identity (CLI) of the caller and location information is currently presented with the call, by means of a telephone protocol the operator determines:
· Whether is it a real emergency call (abuse is 75%)
· The location of the emergency in order to establish the right region
· The most relevant emergency service (police, fire services, ambulance)
The call will be forwarded to the emergency room of the selected emergency service. When an operator of the emergency rooms takes the call an incident notification is automatically made by the integrated emergency room processing system (GMS). During the call the operator enters all relevant data in the GMS (kind of incident, location, emergency services to be involved etc). Two parallel processes are executed:
· The operator tries to get all relevant information from the caller
· The operator starts the issuing process
There are three MNO’s in The Netherlands with national coverage: Vodafone, T-Mobile and KPN-Mobile, but no one is able to handle the e-call flag. They are not prepared yet and have to adapt their networks the use of e-call.
[bookmark: _Toc307214406]In-Vehicle System (IVS)
Contrary to the previous chapters, In-Vehicle systems (IVS) are an integrated part of the pan-European eCall. There are a few TPS IVS available; there is a special section for these systems at the end of this chapter.
The main components of the IVS data modem are illustrated in next Figure. The MSD information input into the IVS transmitter is first appended with CRC information. These bits are then encoded in the hybrid ARQ (HARQ) encoder using FEC coding to reduce the susceptibility to transmission errors. The HARQ encoder employs a powerful state-of-the-art turbo encoding scheme with incremental redundancy added for each retransmission. The signal modulator converts the encoded data into waveform symbols which are especially suitable for transmission through speech codec employed in present mobile systems, including the GSM Full-Rate and the various modes of AMR codec.
The IVS receiver continues to monitor the feedback messages from the PSAP data modem. As long as the received feedback messages are NACK messages, retransmissions of the MSD with incremental redundancy are automatically continued until an ACK message set (containing a link-layer ACK message and a compressed higher-layer ACK message from the application layer) is received by the IVS, or operation is terminated by the PSAP. After the transmission of the MSD information and the higher-layer ACK message is completed, the eCall modem transmitters in both the IVS and PSAP return to idle state and the signal paths from the transmitters are switched off to avoid interference with the normal voice call.
In push mode, the IVS reuses the downlink message format for requesting the PSAP to pull the MSD. Request messages are transmitted until the IVS receiver detects START messages from the PSAP or a timeout occurs. Upon detection of the START messages the IVS continues as if it was in pull mode.

[bookmark: _Toc307214500]Figure 11: eCall IVS data modem overview
The following sections describe the situation about IVS in each country. The information is based especially on the questionnaires received. Responses to questionnaires can be found in Annex 2.
Unlike the previous chapters, the structure of this chapter follows the idea that IVS systems are not country-related. In fact, OVS 1st tier suppliers operate all over Europe and we will find the same components within many IVS systems within the project. If there are national exceptions to this rule, they will be emphasized in the appropriate context.
The different IVS systems are described system by system, not country by country. This follows the experience that 1st tier suppliers sell their systems to different car vendors in different member states. Thus a differentiation by country is not necessary. However, the different descriptions contain information about the countries in which the IVS are used during HeERO.
[bookmark: _Toc307214407]Civitronic’s X700 platform
The Civitronic’s X700 platform is the base for the IVS in Romania, a proven base for both After Market and OEM telecommunication boxes. The main features of the board are summarized in Annex 2.
The unit is able to perform the following functions:
· Tracking Mode and Fleet Monitoring
· Alarm Status
· Private and Business Modes
· Panic Button
· Driving Style Monitoring
· Theft Detection and Stolen vehicle tracking
· Over the Air Configuration and Firmware Download
· Accelerometer Auto Calibration and Crash Detection
· Driver identification based on unique DallasKey
· Geo-fence alarms and notifications
Existing HW will be used and is it compatible with available eCall requirements. Currently the system is able to perform private eCall and public eCall. Tests have been made with a server provided by Cinterion.
[bookmark: _Toc307214408]Continental
Continental currently offers an eCall product demonstrator platform. The system supports eCall function, additional functions in development. It is unit with external antennae, offering manual and automatic eCall trigger option. This requires Vbatt, IGN, GND connection and an airbag signal simulator. The system was first tested against the German national pilot and will be used in the German field test.
Existing HW assumed to be compliant after OEM in vehicle installation. No activities to tailor the HW to OEM specific requirements are planned at present. Existing SW will be compatible, eCall flag implementation in progress. Per agreement in the German sub-project at the moment 5 units are planned. Additional units could be provided upon request (lead time to be confirmed).
Identification of SW changes or basic development: eCall flag, MSD adoption to latest version, implementation of potential specification enhancements.
Identification of test need for updated/new IVS: eCall flag implementation.
As a prerequisite Intercontinental anticipates the IVS to be temporarily installed in vehicles for testing, using external antennas provided with an IVS installation kit. Test calls can be selected to be triggered manually, or in pre-defined intervals (of e.g. 5 minutes) after a GPS position fix has been made. 112 might be used at a later point in time; in the beginning a normal, pre-defined landline number will be called.
Identification of the IVS will be based on the MSISDN or the VIN number, coded according a scheme defined in the HeERO team within the given boundaries (e.g. a virtual HeERO manufacturer identification). The SIM is assumed to be an exchangeable standard SIM card.
[bookmark: _Toc307214409]S1nn GmbH + Co KG
S1nn offers in car module with integrated NAD (Network Access Device), GPS and backup power supply. Connection to CAN is available; system supports dedicated speaker, microphone and emergency button module. Internal and external antennas for GSM and GPS are available. The system was originally developed for a German eCall demonstrator in 2010 and will be used in the German field test.
The system currently supports full eCall functionality without “MSD-resend” and “Hangup signalling by PSAP via In-band Modem”. Protocol compliance regarding modem sync is not possible (T5 changed to 8000ms).
Existing HW will be used and is it compatible with available eCall requirements, besides the described restrictions. Existing SW will be used and is it compatible with available eCall requirements, besides the described restrictions. Number of units: 5 units available.
Adaption to test fleet is necessary and will be started after requirements are clarified. We expect minor software changes to be compatible to the test fleet and the test cases. Test should be aimed especially at field testing the IVS under changing GSM reception levels, different networks and different timing parameters to ensure that the modem, protocol and PSAP are stable and reliable.
Identification of implementation steps for enabling the HeERO IVS functionality: 
· Prototype samples for HeERO are available.
· Adaption to test fleet is necessary.
The available IVS samples where developed to be integrated into VW based vehicles. Adaption to vehicles of other manufacturers may result in reduced functional range and a more complex adaption process.
[bookmark: _Toc307214410]Gecko Systems Oy
Gecko System Oy currently offers a multi-constellation tracking device compatible with all current and upcoming global navigation satellite systems. It has a quad-frequency GSM modem and support for two SIM cards for flexible cellular connectivity.
Functions supported: 32 channel GPS/ GLONASS/ GALILEO/ COMPASS /SBAS and Mobile (Cell ID) tracking; Quad-band modem with 2 SIM card places; Customizable firmware (Python); 10 I/O ports for telemetry (analogue/digital); Internal backup battery (optional); RS-232 output for NMEA 0183 data; Operating temperature from -40 to +85 °C; Robust aluminium casing.
Gecko systems also offers Glonass enabled position services.
Gecko Systems Oy is a Finnish company and is encouraged by the Ministry of Transport and Communications of Finland and also VTT to provide eCall enabled IVS for piloting and of course also for permanent service. The Finnish decision for an eCall system within HeERO is yet to be taken. 
As Finland does not have large scale car industry, the Finnish industry concentrates on retrofit devices and systems and subcontracting with car industry. Currently Gecko Systems Oy does not offer SW or HW compatible with eCall requirements, but is interested in implementing those if there exists a good roadmap for permanent services.
For Gecko Systems Oy, there are challenges in this, especially in eCall business case: what is the durable model to implement eCall standardised software into in-vehicle systems for piloting. This needs vision for permanent service opportunities preferable in near future.
[bookmark: _Toc307214411]Indagon Oy
Indagon Oy is a Finnish company and is encouraged by the Ministry of Transport and Communications of Finland and also VTT to provide eCall enabled IVS for piloting and also for permanent service. The Finnish decision for an eCall system within HeERO is yet to be taken. 
As Finland does not have large scale car industry, the Finnish industry concentrates on retrofit devices and systems and subcontracting with car industry. Currently Indagon Oy  does not offer SW or HW compatible with eCall requirements, but is interested in implementing those if there exist a good roadmap for permanent services.
· Definition of modification process: In-band modem required, audio interface needs to be modified, audio mute circuitry added. 
· Identification of HW changes or basic development: Crash detection added, HMI added according to new spec. BBU added.
· Identification of SW changes or basic development: New in-band modem features added. MDS generation and handling developed.
For Indagon Oy, there are challenges in this, especially in eCall business case: what is the durable model to implement eCall standardised software into in-vehicle systems for piloting. This needs vision for permanent service opportunities preferable in near future.
[bookmark: _Toc307214412]Sherlog Trace
The current proprietary IVS system is based on fleet unit adjusted for eCall purposes. It will be used in the Czech field test. The current ECall unit implementation is primarily based on inertial measurement block built-in inside the unit itself and can be augmented with external sensors and with operational information from the vehicle data available on up to 3 CAN buses. The unit itself constantly records all the available data in the circular memory. In case an incident occurs, the unit transmits recorded data of 20 s before and several seconds after the incident. The incident can be triggered by abnormal acceleration overload caused by crash (front/back or side impact), rollover or an alert data supplied by the external devices (i.e. fired airbag) or even manually (panic button) by the vehicle crew. The acceleration can be measured with up to 1 ms resolution. Frequency of measurement and content of recorded data is usually sufficient to reconstruct the state of the vehicle before, during and after the event. The unit itself calculates the rough orientation - rollover of the vehicle (yaw, roll and pitch, each of them quantized to 4 quadrants) along with the position, ground speed and other state information. These information (if available) consists namely of airbag status, crash sensor, belt status, seat occupancy, engine ignition and speed, acceleration, braking and temperatures.
Functions supported:
· CAN bus connected
· GPS positioning
· GPRS communication
· RFID communication
· accelerometer included
No significant equipment specifics.
Most of HW components is compatible with European eCall. The GPS module with in-band modem will have to be implemented. The unit body will be modified to meet all the eCall requirements (to be able to trigger the emergency call with sufficient reliability).
Currently available software is not according to eCall requirements. Firmware must be adjusted to a new version to meet eCall (MSD/FSD) requirements. Nowadays about 40 000 units are in operation. ECall will be supported in all newly sold units.
[bookmark: _Toc307214413]Telematix Software
The fleet management device has been improved during national Czech R&D projects related to eCall system. During development phase Telematix has solved a few technical problems, therefore in current version all antennas are integrated; there are improved mechanical parts with possibility of water resistant construction. There is possible to use this device in most of traffic environments (personal, trucking, bus, train, motorcycle, construction vehicles).
There is one main topic for implementation – in-band modem. Due Telematix’s experiences with firmware development we suppose implementation version 10.0.0 of in-band modem specification.
Within pilot testing several IVS types from various suppliers will be tested. This allows us to get enough experience for future recommendation. 
[bookmark: _Toc307214414][bookmark: _Toc286243701][bookmark: _Toc286323493][bookmark: _Toc289094550]Other existing OEM in-vehicle Systems 
SOS Call from FGA
The SOS call service has been implemented on the Blue&MeTM telematic platform. This platform, developed jointly by Fiat Group Automobiles and Microsoft, is an in-car infotainment system which provides an array of functions and services, interfacing with personal mobile devices such as cell phones and managing audio content to make every trip safer and more enjoyable. Bluetooth® compatibility, in addition, makes it possible for the driver to use a mobile phone without removing his hands from the steering wheel. 
The next step in the platform’s evolution, Blue&Me™ Nav, combines Blue&MeTM technology with an additional range of multimedia services including SOS calling. In the event of an emergency occurring in Italy, just pressing the Blue&MeTM Nav system’s SOS button will send an immediate text message (SMS)  to the operational centre of ACI (the Italian automobile association), signalling the car’s location.
Available 24 hours a day, 365 days a year, the service also provides an automatic incident notification if an airbag is activated. The vehicle’s location can be traced immediately enabling emergency services to respond quickly. The SOS button can also be used in the event of sudden physical incapacity or other danger.
PSA solution
Magneti Marelli is producing the telematic box for PSA Peugeot Citroën. This new equipment separates the telematic function from the radio, navigation and personal phone functions, and includes an embedded SIM card, meaning it is part of an Autonomous Telematic Box (ATB) fitted in vehicles: with this solution, the customer benefits from emergency and assistance services free of charge and without subscription. PSA Peugeot Citroën solution also integrates GSM and GPS antennas as well as internal battery making the ATB a real autonomous system which is able to work even without external power.
Magneti Marelli’s Telematic box
Magneti Marelli’s has already developed for a full Automotive compliant Telematic unit targeted to OEMs and after Market applications. Ideal fields of application are: Emergency Services, Vehicle Tracking, Fleet Management, Driving Style Monitoring, Trip Data Collection, Crash Reconstruction, and Anti-theft System for Insurance Companies.
The board is targeted to collect positioning and event data and transmit them wirelessly to a server through a lightweight binary packet data protocol. The efficient transmission protocol minimizes transmitted data volumes and therefore data traffic charges.
Renault SAS Telematics Control Unit
Renault SAS offers a system that contains the following main ECUs (Electronic Control Units):
· Airbag Control Unit “ACU”: The ACU detects if a crash has occurred and sends a trigger signal to the Telematics Control Unit.
· Telematics Control Unit: TCU is responsible for composing the data message (MSD), transmitting of the data to the PSAP and establishing a voice connection with the PSAP.
· eCall human-machine interface EMU: EMU has a switch, 2 LEDs, a microphone and a speaker in order to allow manual eCall launch and voice connection to PSAP.
The TCU contains the following main function blocks:
· Network Access Device “NAD”, GSM/GPRS,
· GNSS: GPS receiver (positioning),
· Host CPU (host for Telematics Services including eCall application),
· Antenna system interfaces (NAD and GPS),
· Vehicle interfaces (CAN, eCall trigger)
· Audio interface (for EMU microphone and speaker).
[bookmark: _Toc291775564][bookmark: _Toc307214415]Additional services (Road Operators, High Consequences Dangerous Goods)
[bookmark: _Toc307214416]Netherlands
Road Operators
Incident Management (IM) is a structured response to road traffic incidents whose remit is to develop joint working practices between National Road Administrations, the Police and other Incident Responders, to ensure mutual achievement of objectives including safety of both road users and responders, reduced congestion and economic costs, and improved travel reliability and efficiency.  
Rijkswaterstaat (RWS) is an executive organization within the Ministry of Infrastructure and Environment. Rijkswaterstaat is responsible for the management of the main road network. Rijkswaterstaat knows 10 regional directorates and has established 5 regional traffic Management Centre’s (TMC).
	TMC North-West NL (Velsen-Zuid)
	TMC South-West NL (Rhoon)
	TMC Mid NL (Utrecht)
	TMC North East NL (Wolfheze)
	TMC South NL (Geldrop)
One of the main tasks of the TMC is Traffic Management. There are various measures to be implemented to effectuate these. These measures vary from electrical ones (hard shoulder running, signalling systems, VMS) till the use of Traffic Officers. Also Incident Management (IM) is managed from these TMCs. There are close contacts with emergency services and other stakeholders to do so.
The traffic control centres of RWS, unlike the parts of the emergency service chain, are not equipped to speak to directly road users (whether or not in an emergency). For the execution of their tasks, the TMC's use the normal available telephony services. In addition, the traffic centres use a range of applications which monitor and control the situation on the road. Finally, the TMC is in contact with its Traffic Officers and can follow them through a track and trace system. The Traffic Officers have a mobile workstation on location and can perform some tasks. In addition, the Traffic Officers vehicle is equipped with a mobile drip to be able to inform and direct traffic.
Given the location of the pilot within the Safety Region of Rotterdam, the TMC South-West NL (Rhoon) of Rijkswaterstaat is involved in the pilot. 
High Consequences Dangerous Goods
Currently there are no automated alert procedures for incidents involving hazardous materials. 
The complexity in the transport chain, with much voice communication between driver, planner, and customer and emergency service relevant information can be lost. 
The result may be that the on-site rescue services aren’t directly accurate and/or complete informed. Relevant information can be inventoried on the spot by Police, Fire or Traffic Officer.
If the driver is conscious, he can present to the emergency services the relevant documents showing the name of the hazardous substance, the UN number and nature of the danger inherent in the goods. 
Besides the documents of, the fire department using the Kemler signs on the tank trailer (or container) can covert the dangerous goods in the tank trailer (or container). The driver also has an emergency card in his possession containing written instructions that tell you what to do in an emergency. Where there is automation of logistics, it is possible that a signal is automatically sent to the planner. On his turn, the planner can call 112.
[bookmark: _Toc307214417]Germany
Road Operators
In Germany, the Incident Management (IM) is structured into different operating services, also depending on the local government and the local infrastructure. Road traffic incidents usually require a cooperation between the police (responsible for the incident and actions to be taken for local traffic management) and private organisations for breakdown assistance services (ADAC “Yellow angels” and others). Road construction Management (which may also be a part of incident management) is operated by several private companies (B.A.S. and others) who achieve the objectives including safety of both, road users and responders, reduced congestion and economic costs, and improved travel reliability and efficiency.  
Traffic Management Centres are also organised by the local governments and differ from region to region. The most advanced TMC in Hessen even controls the road management. In Niedersachsen, the TMC controls the traffic cameras and additional traffic information (from voluntary congestion controllers, police information and also electronic road surface loops to avoid (or at least lessen) congestions. It decides about detours, but not about road management. 
Dangerous Goods
In Germany, currently there are no automated alert procedures for incidents involving hazardous materials. Relevant information can be inventoried on the spot by cameras (and the viewing traffic management operator), on-site police officers or the driver himself, presenting the relevant documents showing the name of the hazardous substance, the UN number and nature of the danger inherent in the goods to the emergency services.
The complexity in the transport chain, with much voice communication between driver, planner, customer and emergency service, relevant information can be lost. The result may be that the on-site rescue services aren’t directly accurate and/or complete informed.
[bookmark: _Toc307214418]Operational and functional requirements
[bookmark: _Toc287879303][bookmark: _Toc298490875][bookmark: _Toc307214419]Standards
List of standards is available at:[footnoteRef:2] [2:  All standards will be placed on HeERO PROJECT PLACE in unique directory] 

http://ec.europa.eu/information_society/activities/esafety/ecallstandards/index_en.htm
http://ec.europa.eu/information_society/activities/esafety/doc/ecall/annex_standard.pdf
• CEN TS15722: Intelligent transport systems - eSafety - ECall minimum set of data
• Draft PrEN 16062 - eCall- High Level Applications Protocols[footnoteRef:3] [3:  Based on Workshop in Prague, this standard is „optional“ and it’s not part of project HeERO requirement, but some of Member state leaders will use it ] 

• EN 16072.2011.07 - Pan European Operational Requirements for Pan European eCall
• EN/ISO 24978 ITS Safety and emergency messages using any available wireless media - Data registry procedures
• 3GPP TS 24.008 - Mobile radio interface Layer 3 specification; Core network protocols; Stage 3
• 3GPP TS 22.101 - Service aspects; Service principles
• 3GPP TS 26.267 – eCall Data Transfer; In-band modem solution; General description
• 3GPP TS 26.268 – eCall Data Transfer; In-band modem solution; ANSI-C reference code
• 3GPP TS 26.269 – eCall Data Transfer; In-band modem solution; Conformance testing
• 3GPP TR 26.967 – eCall Data Transfer; In-band modem solution
• 3GPP TR 26.969 – eCall Data Transfer; In-band modem solution; Characterization report
The most efficient way to address interoperability issues is to use agreed common standards. The European Standardisation Bodies CEN and ETSI are working on eCall standards since 2004 and, as a result, the following technical and operational standards have been developed so far:
• CEN EN 15722: Intelligent transport systems - eSafety – eCall minimum set of data
This European Standard defines the standard data concepts that comprise the "Minimum Set of Data" to be transferred from a vehicle to a 'Public Safety Answering Point' (PSAP) in the event of a crash or emergency via an 'eCall' communication session.
• CEN EN 16062 - eCall- High Level Applications Protocols
This European Standard defines the high level application protocols, procedures and processes required to provide the eCall service using a TS12 emergency call over a mobile communications network.
• CEN EN 16072 - Pan European Operational Requirements for Pan European eCall This European Standard defines the general operating requirements and intrinsic procedures for in-vehicle emergency call (eCall) services in order to transfer an emergency message from a vehicle to a 'Public Safety Answering Point' (PSAP) in the event of a crash or emergency, via an 'eCall' communication session and to establish a voice channel between the in-vehicle equipment and the PSAP. 
• EN/ISO 24978 ITS Safety and emergency messages using any available wireless media - Data registry procedures 
This European Standard defines a Standardized set of protocols, parameters, and a method of management of an updateable "Data Registry" to provide application layers for "ITS Safety messages" via any available wireless media. 
• ETSI: In-Band modem transmission protocol In-band modem solution was selected as the transport protocol of the eCall related telecommunication transmissions. It enables to use the voice channel of the 112/E112 calls to carry the MSD payload from IVS to PSAP. ETSI Technical specifications defining the protocol are ETSI TS 126 267, ETSI TS 126 268, ETSI TS 126 269 and ETSI TR & TS 126 969
• ETSI: eCall discriminator
The emergency centres have to be able to identify the emergency calls coming from road vehicles. To this purpose the eCall discriminator has been specified within ETSI MSG/3GPP and is part of the Release 8 of the GSM Standard (TS 124 008). This discriminator (also known as eCall Flag) will differentiate the 112 calls coming from mobile terminals from the in-vehicle eCalls and also between manually and automatically triggered eCalls, allowing designing the PSAPs in the way best suited to national/local specificities. (See Table 10.5.135d) These standards need to be tested and validated before their final Europe wide real deployment can take place and HeERO project will put an important effort on this task giving very valuable contribution to the European Standardisation Organisations (ESOs) for the finalisation and fine-tuning of these standards. In terms of specific eCall standards interfaces and protocols which will result from the pilot, these results will be transferred to the European Standards Organisations (ESOs) already involved with eCall standards (CEN and ETSI) to allow finalisation of the eCall standardisation process. These specifications will also been disseminated to the eCall stakeholders mainly through the European eCall Implementation Platform, by updating the “eCall Implementation Guidelines”.
In terms of specific eCall standards interfaces and protocols which will result from the pilot, these results will be transferred to the European Standards Organisations (ESO) already involved with eCall standards (CEN and ETSI) to allow finalisation and fine-tuning of the eCall standardisation process. These specifications will also been disseminated to the eCall stakeholders not participating directly in the pilot through the European eCall Implementation Platform, by updating the “eCall Implementation Guidelines”. HeERO will also produce results which are operational updates and new working procedures for the emergency management structures. These outcomes will also been included in a new release of the “eCall Implementation Guidelines” and, most specifically, will be shared with European Emergency Services representatives using EENA network and membership. In addition to the dissemination of results at European level, each participating Member State is also committed to share pilots’ outcomes within their country through specific local dissemination activities.
[bookmark: _Toc298490876][bookmark: _Toc307214420]General overview of the eCall transaction for pan-European eCall
In the introduction to European Standard, eCall was described as "an emergency call generated either automatically via activation of in-vehicle sensors or manually by the vehicle occupants (the eCall generator); when activated, it provides notification and relevant location information to the most appropriate Public Safety Answering Point, by means of mobile wireless communications networks and carries a defined standardised minimum set of data, notifying that there has been an incident that requires response from the emergency services and establishes an audio channel between the occupants of the vehicle and the most appropriate Public Safety Answering Point.
Pan-European eCall effects this service using a Circuit Teleservice supported by a Public Land Mobile Network (PLMN) (Teleservice 12/TS12) ETSI TS 122 003.
After the establishment of an emergency voice call (112/E112) between a vehicle and a Public Safety Answering Point (PSAP) the audio equipment comprising the microphone and loudspeaker in the vehicle is disconnected from the line whilst the MSD is transmitted, within the voice band, to the PSAP data processing equipment. An indication shall be given to the occupants of the vehicle that an eCall is in progress. On completion of the MSD transfer the in-vehicle audio system is reconnected to the line and a voice communication is established between the vehicle occupants and a PSAP operator.
The incident related information associated with the 112/E112 voice call, contained within the MSD, is made available to the PSAP operator in the manner decided locally.
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[bookmark: _Toc307214501]Figure 12: Relationship of eCall transaction to standards
Following the initial resolution of the incident by the PSAP operator, the PSAP operator may clear down the call, however, the in-vehicle system (IVS) remains registered on the mobile network, for the period specified in EN 16072 to enable the PSAP or rescue services to recall the vehicle occupants.
The eCall service technical requirements, as they apply to the establishment of the TS12 emergency call and the transfer of the in-band data, are as specified in ETSI TS 122 101 and ETSI TS 124 008. These specifications also describe the use, by the mobile network, of the eCall flag identifier, needed to ensure the correct filtering and routing of eCalls to a designated eCall capable PSAP.). The eCall in-band modem, used to transfer the MSD, is specified in ETSI TS 126 267 and ETSI TS 126 268.
[bookmark: _Toc307214421]Detailed explanation of the eCall transaction
Under normal circumstances, the stages of the pan-European eCall transaction that provide the service can be described as comprising 9 steps:
Step 1 – Procedures following power-up and initialization of the in-vehicle system
Step 2 – Activation (of system); a) the eCall generator initiates the eCall by sensors triggered and/or manually, sends the in-vehicle triggered eCall to a PSAP. The eCall consists of two elements:
· the Minimum Set of Data (MSD), and
· a voice (audio) telephone call based on TS12;
Step 3 – Call set-up (including identifying call type, make call, network selection and registration, authentication (home location registry), cell localisation (by network), establish audio connection to PSAP modem server). The wireless communications network operator (MNO) system shall establish the TS12 call and route the voice call, including the MSD, to the most appropriate PSAP, according to national arrangements; An eCall compliant MNO system shall make use of an eCall flag, as specified in ETSI TS 124 008 [Release 8 or later], received in the emergency call set-up message, to differentiate eCalls from other TS12 emergency calls. eCall flags may be used to filter and route eCalls to a dedicated destination if required; 
Step 4 – MSD transfer (including disconnect microphone and loudspeaker in vehicle from the line, send call tone, synchronise, request MSD, send MSD, error check), and link layer ACK (including stop MSD transmissions)
Step 5 – Application layer ACK ; the PSAP transmits an acknowledgement to the eCall IVS specifying that the MSD has been properly received
Step 6 – Establish audio link (including check audio link to vehicle occupants, MSD visualization, rerouting to another PSAP)
Step 7 – Clarification of the overall emergency situation and location
Step 8 – Initiate incident resolution and inform vehicle occupants verbally that help is coming
Step 9 – Call clear-down
Procedures also need to be defined by local or national authorities for failure exceptional causes such as:
· PSAP or rescue service call back (voice only) or 'SEND MSD’;
· MSD not transmitted correctly;
· false generation of eCalls;
· network registration fails;
· call failure;
· network not capable to support eCall flag;
· eCall routed to a non equipped PSAP;
· PSAP modem failure;
· PSAP network/ICT failure;
· PSAP application failure;
· PSAP operator does not respond;
· MSD not sent;
· MSD not received;
· audio link not established;
· audio link established but subsequently fails;
· re-attempt in case of interrupted call;
· automatic repeat attempts;
· IVS NAD does not receive clear-down;
Procedures/protocols for other process features need also to be specified, such as:
· termination of manual eCall trigger before it has been confirmed by vehicle occupants;
· activation/deactivation of eCall equipment in the vehicle.
[bookmark: _Toc307214422]Other technical recommendations
· eCall flag will not be mandatory for PSAP and Mobile network 
· all IVS should have functionality to generate eCall flag (Service Category in Emergency Set Up) also for HeERO testing
· all IVS can also use a “long number” at least for HeERO project
[bookmark: _Toc298490877][bookmark: _Toc307214423]Functional requirements - IVS
Pan-European eCall system should involve a few basic modules and procedures described below. These parts are in different stages of standardization; related standards are included.
[bookmark: _Toc298490878][bookmark: _Toc307214424]High level functional requirements
· the In-Vehicle System shall include a Network Access Device (NAD, e.g. PLMN (such as GSM AND 3G), module);
· the In-Vehicle System shall detect when an eCall trigger has been initiated;
· in the event of an incident the eCall system shall automatically determine whether or not to trigger an eCall and where appropriate make such an eCall automatically;
· an eCall shall also be able to be triggered manually;
· upon triggering an eCall the eCall system shall attempt to send a Minimum Set of Data (MSD) to any system operated by a given Mobile Network Operator (MNO) with the European pre-assigned TS12 destination address (112);
· the eCall system shall also try to establish a voice connection between the vehicle and that pre-assigned destination address (preferably a Public Safety Answering Point (PSAP) with TS12)
[bookmark: _Toc298490879][bookmark: _Toc307214425]Procedures following power-up of the in-vehicle system
The IVS network access device (NAD) shall conform in all respects to the applicable ETSI specifications and in particular to the requirements specified in ETSI TS 122 101 and ETSI TS 124 008 with regard to this initial power - up procedure.
As specified in ETSI TS 122 101, an eCall IVS NAD shall have a valid SIM/USIM. The SIM/USIM enables the provision of the eCall service, The SIM/USIM can be configured only for eCall (in this European Standard referred to as "eCall only"), or a combination of eCall and commercial service provision.
[bookmark: _Toc298490880][bookmark: _Toc307214426]Activation
Once the in-vehicle system is made aware by the eCall generator of a triggering event that fulfils the requirement described in EN 16072, and provided that there is no ongoing eCall in progress, the activation sequence shall start. In order to meet the objectives of the provision of the service defined in EN 16072, additional application protocols are required to successfully effect an activation sequence.
The in-vehicle system shall:
· if necessary immediately interrupt any ongoing communication using the communication channel
· required for eCall;
· disconnect the in-vehicle microphone from the line;
· disconnect the in-vehicle loudspeaker from the line;
· start the eCall transaction at the IVS level;
· except for retrofit eCall systems, installed in-vehicle equipment shall ensure that the in-vehicle
· audio equipment is muted for the duration of the eCall (as defined in EN 16072); alert the vehicle occupants of an initiated eCall as described in EN 16072.
References to standards:
·  Information content of MSD: CEN/TS 15722 (EN 15722)
·  Functional requirements concerning eCall: prEN 16072
[bookmark: _Toc298490881][bookmark: _Toc307214427]Call set-up
Emergency call set-up is initiated by the IVS "Activation Function" executed by IVS network access device (NAD).
Timer T2 - IVS Call clear-down Fallback Timer (CCFT)


[bookmark: _Toc298490882][bookmark: _Toc307214428]MSD transfer

 (
SEND
START
ACK (may be omitted)
HL-ACK (immediately)
NACK
)
[bookmark: _Toc307214502]Figure 13: Data flow description
Sequence of steps:
· Send initiation signal (5 * “SEND” bursts) from IVS eCall modem to PSAP
· eCall modem synchronisation in PSAP
· Request MSD by PSAP eCall modem to IVS eCall modem (n * “START” bursts)
· eCall modem synchronization in IVS
· IVS eCall modem: MSD transmission to PSAP eCall modem (“MSD tx”), potentially in several repetitions, until link layer “ACK” is received from PSAP or “HL-ACK” is received from PSAP (“ACK” may be omitted completely).
· PSAP eCall Modem: Send link layer “NACK”, until CRC successful
· PSAP: Link layer error check
· PSAP: Link layer ACK from PSAP eCall modem to IVS eCall modem
· PSAP: Sends “HL-ACK” immediately after “NACK” and “ACK” (“ACK” may be omitted), if format check is successful. 
[bookmark: _Toc298490883][bookmark: _Toc307214429]Application layer acknowledgement (AL- ACK) (called “HL-ACK” in TS 26.267)
After successful MSD transfer, the PSAP shall check the MSD content automatically. If the format check succeeded, the PSAP shall subsequently automatically send the positive AL-ACK to the IVS so it can be received within 5 s from reception of the LL-ACK (T6 – IVS wait for AL-ACK period).
[image: ]
[bookmark: _Toc307214503]Figure 14: Al – ACK diagram
Proposal: If the CRC was found OK, but the format check detects an invalid MSD, then the PSAP shall ignore the MSD. In most cases it does not make sense to repeat an invalid MSD.
[bookmark: _Toc298490884][bookmark: _Toc307214430]Request "SEND MSD" (called “START” in TS 26.267)
The PSAP application shall have the capability to instruct the PSAP modem to request the IVS to send the latest version of the MSD at any time a voice connection is active to the IVS. 

 (
START
NACK
ACK (may be omitted)
HL-ACK or CLEARDOWN
)
[bookmark: _Toc307214504]Figure 15: Send MSD diagram
Note: The PSAP may only send the CLEARDOWN at the end of a successful MSD (re-) transmission. In case of marginal radio link coverage or other obstacles in the voice path the MSD transmission may be unsuccessful, in which case the CLEARDOWN cannot be sent to the IVS.
[bookmark: _Toc298490885][bookmark: _Toc307214431]List of timers
	
T1
Manually initiated eCall (MIeC) false triggering cancellation period
	
Vehicle occupants may cancel a false triggering of a manually initiated eCall before call set-up.
	
Specified by manufacturer.
May be zero.

	
T2
IVS Call Clear-down Fallback Timer (CCFT)
	
If the IVS NAD does not receive a call clear-down indication from the mobile network, or an application layer call clear-down message from the PSAP and the call clear down timer has reached 60 min, the call shall be cleared down.
	
60 min

	
T3
IVS INITIATION signal duration
	
The IVS INITIATION signal stall not persist for longer than 2 s from when the UE receives notification that the call is first answered.
	
2s

	
T4
PSAP wait for INITIATION signal period
	
If a valid INITIATION message is not received by the PSAP modem within 2 s from when the NAD knows that the call has been answered then the call shall be routed to a PSAP operator.
	
2s

	
T5
IVS wait for SEND MSD period
	
If the IVS eCall modem, whist sending the INITIATION message, does not receive or  recognise a valid "SEND MSD" message from the PSAP eCall modem within 2 s, from the time that the IVS receives an indication that the PSAP has answered the call, it shall reconnect the IVS loudspeaker and microphone in the vehicle.
	
2s

	
T6
IVS wait for AL-ACK period
	
If an AL-ACK is not received within 5 s from receipt of the link layer ACK, the loudspeaker  and microphone in the vehicle shall be reconnected to the line in order to enable the call to revert to an E112 voice call.
	
5s

	
T7
IVS MSD maximum transmission time
	
If the IVS does not receive a link layer ACK (LL-ACK) within 20 s from the start of MSD
transmission, it shall cease transmission and the IVS audio system shall be re-connected.
	
20s

	
T8
PSAP MSD maximum reception time
	
If the PSAP eCall modem does not send a link layer ACK (LL-ACK) within 20 s after having sent the "SEND MSD" message to the IVS eCall modem, it shall route the voice call to a  PSAP operator.
	
20s

	
T9
IVS NAD (eCall only configuration) minimum network registration period
	
Following call clear-down by the PSAP the IVS NAD shall remain registered on the serving network and available to receive calls from the PSAP and rescue workers for a minimum period of one hour as defined in EN 16072.
	
1h

	
T10
IVS NAD (eCall only configuration) network De-registration Fallback Timer (DFT)
	
An IVS NAD configured to make eCalls and test calls only shall, following call clear-down and maximum expiration period of the De-registration Fallback Timer (DFT) 12 h period, de-register from the serving network.
	
12h


[bookmark: _Toc307214507]Table 1: Timings
References to standards:
· Contents and structure of MSD: CEN/TS 15722 (EN 15722)
· Functional requirements concerning eCall: prEN 16072
· High-level application protocol for eCall: prEN16062
· Requirements for the transmission of MSD: ETSI TR 22.967, TS 22.101
· Method used to transmit MSD (modem): ETSI TS 26.267, TS 26.268
· eCall flag: ETSI TS 24.008, table 10.5.135d
[bookmark: _Toc307214432]HeERO interoperability conditions for IVS
· SIM/USIM with roaming capability
· In band modem according to ETSI TS 26.267, TS 26.268, rel. 10.0.0 recommended
· MSD according to EN 15722 (June 2011)
· Request Send MSD - every IVS shall implement the functionality to re-transmit the MSD on PSAP-Request (START) and then re-open the voice communication, but PSAPs are free to use this feature.
· Table of timings implementation
[bookmark: _Toc307214433]Other technical recommendations
IVS basic features
· There is suggested to test (during HeERO project) only “common SIM card” (not special eCall SIM CARD) according to HeERO scope of work. This of course does not mean that someone on national level could not test it on his own way during the HeERO project. 
· 3G network for IVS is not required by the scope of the HeERO project, there is just necessary to have voice communication. Support for the mobile networks (2G or 3G) by IVS is optional.
· In case of Resend MSD IVS should provide PSAP with the actual position of the car.
 
VIN Decoder 
· Conclusion: EUCARIS is preferable solution, HeERO admits also proprietary VIN decoder at least with the same functionality of VIN decoding.

MSD data
· Main structure of MSD in accordance with EN 15722 is valid and usable for HeERO project testing. “Optional additional data”(as part of MSD) will be “tolerated” (=not to be evaluated as “error” by the system) but could be recognize on national level.
· Optional “Vehicle location” (as a part of MSD) – it’s suitable to explain exact meaning  how the data will be used (for example in special situation as “loss of GPS signal and following car incident)
[bookmark: _Toc298490886][bookmark: _Toc307214434]Functional requirements - Mobile Network Operator (MNO)
[bookmark: _Toc307214435]eCall establishment
To initiate an eCall the IVS eCall activation function shall request the NAD to initiate a call set-up to the network with a request for a Teleservice 12.
[bookmark: _Toc307214436][bookmark: _GoBack]Prioritisation of an eCall
An eCall, whether generated automatically or manually, shall normally be given the highest priority on the use of whatever wireless networks are used by the In-Vehicle System for an eCall transaction, except where these are required for time-critical active safety messages.
[bookmark: _Toc307214437]eCall 'flag'
In the call set-up message the IVS NAD shall set the "Service Category "  information element (IE) in accordance to ETSI TS 122 101 (Release 8 or later). The purpose of this eCall 'flag' is to enable a serving 'Mobile Switching Centre' (MSC) that supports this functionality, to differentiate between speech only Teleservice 12 emergency calls (112 or E112) and eCalls. Additionally the MSC may also be able to discriminate between Manually Initiated eCalls and Automatically Initiated eCalls. The eCall flag may be used to route eCalls to a dedicated PSAP operator. ETSI TS 122 101 provides a description of the "eCall flag" and specifies the mandatory inclusion of the MIeC or AieC identifiers in the call set-up message. 
[bookmark: _Toc307214505][image: ] Figure 16: eCall flag
[bookmark: _Toc307214438]eCall routing to PSAP
On receipt of the TS12 emergency call request, the mobile switching centre (MSC) in the network shall route the call to the most appropriate PSAP. The MSC shall make use of the "eCall flag" in the call setup message to route the eCall to a designated eCall capable PSAP.
The network provider shall route eCalls to separate PSAP connections (telephone lines) compared to normal 112 calls, if this is required by individual PSAPs.
In case a single PSAP handles both eCalls and 112 calls and if the PSAP uses the Euro ISDN primary rate interface (E1) for 112, network provider shall ensure, that the eCalls are always routed to selected E1 channels, if this is required by individual PSAPs.
NOTE It may be noted that although an indication of manual or automatic eCall initiation is included in the MSD, this information is not used by the mobile network for routing eCalls to a particular PSAP, but may be used by the receiving PSAP.
[bookmark: _Toc307214439]Provision of positioning information
MNO (mobile network operator) provides the results of the network positioning of the IVS which made the E112 call.
References to standards - functional requirements concerning eCall: prEN 16072
[bookmark: _Toc307214440]HeERO interoperability conditions for MNO
· Dialled number 112, this is important to get the correct priority, but only with the Service Category IE present and set to manual or automatic eCall, otherwise the regular PSAP-services would be disturbed by the HeERO-test-IVSes.
· Usage of eCall Flag as follows :
· AIeC : Emergency Service Category Value (octet 3) Bit 7 = 1
· MIeC : Emergency Service Category Value (octet 3) Bit 6 = 1
[bookmark: _Toc298490887][bookmark: _Toc307214441]Functional requirements - PSAP
[bookmark: _Toc307214442]General requirements
ECall capable PSAP is required to be equipped with a software application that can receive, validate and display the MSD contents to its operator(s). This could either be a special eCall application or integrated in the PSAP's interface software.
Each PSAP should be able to decide which data it will display to its operators. However, this software/system should at least:
· warn the operator about a new eCall arrival;
· show the data included in the MSD in an understandable way
· warn the operator about the availability of the voice call;
· provide a call-back capability;
· provide a new MSD requirement application user interface;
· provide an ability to clear-down the eCall.
[bookmark: _Toc307214443]MSD display to the PSAP operator
A PSAP can decide in which graphical way the MSD will be displayed to its operators but the eCall case page shall show the data included in the MSD in a clear and understandable way.
In respect of interpreting the VIN content of the MSD, the PSAP needs to be equipped with a VIN decoder.
[bookmark: _Toc307214444]PSAP operator user interface
In order to allow the PSAP operator to establish the audio link as soon as possible ensuring this way the shortest possible processing time, the IVS shall never attempt to re-send the MSD unless it has been requested to do so via a "SEND MSD" request.
The user interface shall be displayed in the eCall case page to allow the PSAP operator interaction with IVS while observing the eCall handling process flow. This interface can be designed at the convenience of the PSAP but shall allow at minimum for the event that the MSD is successfully received, the system acknowledges the MSD, and moves directly to voice contact with the occupants of the vehicle.
[bookmark: _Toc307214445]Audio link to vehicle occupants
If the caller is able to speak, the call is handled as a normal 112 call.
[bookmark: _Toc307214446]eCall clear-down
On receipt of the MSD and/or completion of the telephone conversation with the vehicle occupants, the PSAP operator shall clear-down the eCall. Depending on the context (see below), the call may be cleared down by either hanging up in the normal way or by sending a clear-down instruction to the IVS.
· After the IVS has received the LL-ACK or T5 – IVS wait for SEND MSD period or T7 – IVS MSD maximum transmission time ends, the IVS shall recognise a normal hang-up from the network. Furthermore the IVS shall clear-down the call.
· After the PSAP has sent the LL-ACK or T4 – PSAP wait for INITIATION signal period or T8 - PSAP MSD maximum reception time ends and the IVS receives a AL-ACK with status = “clear down”, it shall clear-down the call.
The IVS shall not attempt an automatic redial following a call clear-down by either of the above two methods.
Following call clear-down by the PSAP the IVS NAD shall remain registered on the serving network and available to receive calls from the PSAP and rescue workers for a minimum period as defined in EN 16072.
The eCall only IVS network de-registration fallback timer (DFT) shall be reset following call clear-down to control the maximum time that the IVS stays registered on the network (T10 - IVS NAD (eCall only configuration) network De-registration Fallback Timer (DFT)).
Following acceptance of an eCall by the PSAP systems, but for which the eCall could not be processed (e.g. call was dropped), then the PSAP operator may attempt to call back into the vehicle, but if this is done shall first allow the IVS sufficient time for automatic retries) as described in EN 16072. 
Following network de-registration the IVS shall go to standby mode and adopt the eCall "Inactive State" in accordance with the eCall terminal state machine procedures specified in ETSI TS 124 008.
[bookmark: _Toc307214447]PSAP call back
The PSAP operator shall be able to initiate a call back using the PSAP application system (e.g. call back application user interface) or directly dialling the number using a conventional phone as defined in EN 16072.
The sequence shall be that:
· operator activates the call back application user interface/dials the number;
· telephone system processes the call;
· IVS automatically shall answer the call (as described in EN 16072. The IVS shall provide audio and/or visual feedback to the occupants that a call has been successfully established;
· operator handles the case;
· operator clears down the call
[bookmark: _Toc307214448]Rerouting to another PSAP/emergency control centre
Different eCall architectures are foreseen and, in some architectures, rerouting to another PSAP or emergency control centre may be necessary. The PSAP who initially receives the eCall shall process the data included in the MSD, establish the audio communication and handle the call; if appropriate, the receiving PSAP may reroute the call and MSD data to another PSAP or emergency control centre according to procedures determined by the responsible authority. This can be done via data or audio connection, or, preferably, both.
The eCalls present the same routing difficulties across borders as any other 112 emergency calls. It can occur that the MSD and the voice call are received by a PSAP which is not responsible for handling this emergency. Effective rerouting of the emergency data and voice is the responsibility of PSAPs, as determined by the national authority.
[bookmark: _Toc307214449]Recording of event data to PSAP information system
Recording of data related to the emergency call to the PSAP information system. This data set includes information on the E112 call itself, results of the risk assessment and actions taken by police, rescue and ambulance services.
[bookmark: _Toc307214450]Provision of information to TMC and other public authorities
The PSAP which received the emergency call informs TMC (traffic management centre) and other public authorities about the incident.
[bookmark: _Toc307214451]Request for and reception of supplementary information
PSAP may retrieve supplementary information related to a vehicle or user of the vehicle from a service provider mentioned in the MSD received. The information received from the service provider is stored in the PSAP information system and presented in a form understandable to a human user.
This feature may be standardised in future but it is not included in current specifications of pan-European eCall
References to standards:
· Contents and structure of the MSD: CEN/TS 15722 (EN 15722)
· Functional requirements concerning eCall: prEN 16072
· High-level application protocol for eCall: prEN16062
· Requirements for the transmission of MSD: ETSI TR 22.967, TS 22.101
· Methods used to transmit MSD (modem): ETSI TS 26.267, TS 26.268
[bookmark: _Toc307214452]HeERO interoperability conditions for PSAP
· PSAP data modem according to ETSI TS 26.267, TS 26.268, rel. 10.0.0 recommended
· MSD according to EN 15722 (June 2011)
· Request Send MSD
· Table of timings implementation
[bookmark: _Toc307214453]Other technical recommendations
· eCall re-send MSD should be tested as mandatory feature
· eCall call-back should be tested as mandatory feature 
· Clear Down – it is necessary to distinguish between clear-down message and clear down as termination of a call
[bookmark: _Toc307214454]HeERO Operational requirements
Main aim of whole consortium during HeERO project is follow and prove concept of existing standards, therefore main normative document for operational requirements is EN 16072 - Pan European eCall- Operating requirements.
Operational requirements are generally described in this document, but beside this it is reasonable to mention requirements dedicated to HeERO project, which has been chosen during preparing this part of document.
[bookmark: _Toc307214455]Routing of an eCall 
· The in-vehicle eCall equipment shall support at least one wireless medium to be suitable for transmission of an eCall (the prime medium) that is able to sustain both data transfer and voice communication 
· The IVS shall identify the eCall communications with the eCall flag, eCall flag does not have to be supported by all PSAP operators within HeERO project 
[bookmark: _Toc307214456]Location and direction 
· The format of the location data in the MSD will comply with EN 15722. 
· Vehicle location will based on GPS data, map matching is not required 
· MNO calculated location is not required
[bookmark: _Toc307214457]Minimum set of data (MSD) 
· The format of the MSD and contents of the eCall message will be as determined in EN 15722 
· For VIN reaching there will be used Eucaris system
[bookmark: _Toc307214458]eCall triggering 
· Vehicles will be equipped with manual activation "TS12/SOS". The design and positioning of these activation button depends on IVS providers
· IVS will alert the vehicle occupants that an eCall message has been sent and that the system shall attempt to make a direct voice connection with the PSAP. 
· The IVS may allow vehicle occupants to abandon a manually initiated eCall (in order to cancel an unwanted triggering) before the eCall has been activated, but once the eCall trigger has been confirmed within the IVS and therefore the eCall has been activated, the eCall transaction shall not be terminated by the vehicle occupants. 
[bookmark: _Toc307214459]Establish voice channel 
· The IVS system shall attempt to establish a 'hands-free' audio connection between the occupants of the vehicle and the PSAP. 
[bookmark: _Toc307214460]eCall termination 
· The eCall comprises both the sending the MSD and the establishment of a direct voice channel between the PSAP and the occupancy of the vehicle. The PSAP will determine when the eCall is terminated and shall notify the in-vehicle system.
· IVS redial 
· Once the IVS is registered on the network, it will remain registered for a minimum period of one hour after the eCall is terminated or until ignition is turned off or available power is exhausted, whichever is sooner. (in case the PSAP wishes to reconnect to the vehicle) 
· If an eCall voice connection between the IVS and the PSAP is dropped unexpectedly and the IVS has not previously received confirmation from the PSAP that the eCall can be terminated, then the IVS may automatically attempt to re-establish a voice call to the PSAP. If an eCall has been successfully terminated by the PSAP, then the IVS shall not attempt to reconnect to the PSAP unless a new trigger is received. 
[bookmark: _Toc307214461]PSAP call-back 
· If an eCall has been successfully terminated by the PSAP, then the IVS shall allow a call-back into the vehicle. Such a call-back after a successfully terminated eCall may be treated with lower priority and it is therefore not necessary to block other vehicle functions to allow this
[bookmark: _Toc307214462]PSAP CLEARDOWN
· If the PSAP decides to end an eCall instantly or not to accept any more incoming calls from the same incident, it can send a CLEARDOWN message to terminate the connection and prevent the IVS from re-dialling.

[bookmark: _Toc307214463]Appendix 1 - Questionnaires
[bookmark: _Toc291775534][bookmark: _Toc307214464]Public safety answering point PSAP
[bookmark: _Toc307214465]Example of Questionnaire
1) The operation of commercial eCall service:
a. is provided
b. is not provided
by the state or emergency services.
i. if operated, please describe system being operated
_____________________________________________
_____________________________________________


2) The number of call receiving points:
a. Number of PSAPs receiving the 112 eCall on the Member State’s territory
__________
b. Number of PSAPs receiving the eCall messages after the Europe-wide eCall (2014) system is launched
__________
c. Provided  2b < 2a, please describe the principle for selecting the PSAPs designed for receiving the eCall
_________________________________________


3) Software application for the processing of information on events
a. Are the PSAPs designed for receiving the eCall messages (see 2b) equipped with software application for processing the events and with information support?																		YES – NO
i. If YES, please describe system (technical characteristic and data)
_____________________________________________
_____________________________________________

b. Are the Emergency Control Centres (ECC) of Fire Brigades equipped with software application for processing the events and with information support?																			YES – NO
i. If YES, please describe system (technical characteristic and data)
_____________________________________________
_____________________________________________

c. Are the ECC of the Police equipped with software application for processing the events and with information support?														YES – NO
i. If YES, please describe system (technical characteristic and data)
_____________________________________________
_____________________________________________

d. Are the ECC of Emergency Medical Service equipped with software application for processing the events and with information support?																				YES – NO
i. If YES, please describe system (technical characteristic and data)
_____________________________________________
_____________________________________________


4) Geographical Information Systems 
a. Are the PSAPs designed for receiving the eCall messages (see 2b) equipped with a geographical information system (GIS)?																							YES – NO

If YES:
i. Is the GIS containing data from the whole territory of the Member State?								YES – NO
ii. Is the GIS containing detailed data on the motorway and road network (stops, bridges, exits, objects)?													YES – NO
If YES, please describe data structure and format
_____________________________________________
_____________________________________________
iii. Is the GIS enabling the identification of line topographic elements?
YES – NO
If YES, please describe system (technical characteristic and data)
_____________________________________________
_____________________________________________
b. Are the ECCs of Fire Brigades equipped with geographic information system?									YES – NO
If YES:
i. Is the GIS containing data from the whole territory of the Member State?								YES – NO
ii. Is the GIS containing detailed data on the motorway and road network (stops, bridges, exits, objects)?													YES – NO
If YES, please describe data structure and format
_____________________________________________
_____________________________________________
iii. Is the GIS enabling the identification of line topographic elements?
YES – NO
If YES, please describe system (technical characteristic and data)
_____________________________________________
_____________________________________________
c. Are the ECCs of the Police equipped with geographic information system?									YES – NO
If  YES:
i. Is the GIS containing data from the whole territory of the Member State?								YES – NO
ii. Is the GIS containing detailed data on the motorway and road network (stops, bridges, exits, objects)?													YES – NO
If YES, please describe data structure and format
_____________________________________________
_____________________________________________
iii. Is the GIS enabling the identification of line topographic elements?
YES – NO
If YES, please describe system (technical characteristic and data)
_____________________________________________
_____________________________________________
d. Are the ECCs of Emergency Medical Service equipped with geographic information systems?							YES – NO
If YES:
i. Is the GIS containing data from the whole territory of the Member State?								YES – NO
ii. Is the GIS containing detailed data on the motorway and road network (stops, bridges, exits, objects)?													YES – NO
If YES, please describe data structure and format
_____________________________________________
_____________________________________________
iii. Is the GIS enabling the identification of line topographic elements?
YES – NO
If YES, please describe system (technical characteristic and data)
_____________________________________________
_____________________________________________


5) Data communication
a. Is there a data connection between PSAPs and ECCs of individual emergency units (Fire Brigade, Police, and Emergency Medical Service)?												YES – NO	
If YES:
i. to Fire Brigade 						YES – NO
ii. to Policy							YES – NO
iii. to Emergency Medical Service				YES – NO
iv. other – please specify: _______________________________
If YES, please describe system (technical characteristic and data)
_____________________________________________
_____________________________________________

b. Is there a definition of a uniform format of data communication messages?									YES – NO
If YES:
i. At what level is the uniform format established?
1. regional
2. national
Please describe data structure and format
_____________________________________________
_____________________________________________
ii. Which units of the emergency system are using the format referred to?
1. Fire Brigade						YES – NO
2. Police							YES – NO
3. Emergency Medical Service				YES – NO

c.  Data communication is operated as:
i. One-way system (PSAP -> ECC)
ii. Two-way system (PSAP <-> ECC)
Multi-way system (PSAP <-> ECC <-> ECC) 
Please describe system (technical characteristic and data)
_____________________________________________
_____________________________________________
Caller Localisation
d. Is the PSAP receiving information within the GSM network on the position of the caller whenever a 112 call is involved?														YES – NO
e. Information on the position of the caller is transmitted through a technology of:
i. Push
ii. Pull
f. Does the PSAP dispose of information on the position of the caller during the first 15 seconds from the reception of the call?																							YES – NO
g. What is the accuracy of the localisation within mobile phone network?
__________________
Please describe technical characteristic 
_____________________________________________
_____________________________________________


[bookmark: _Toc291775535][bookmark: _Toc307214466]Romania PSAP report
	Q
	Report

	1
	Romania has not provided commercial eCall service.

	2
	Romania has not PSAP points that receives 112 eCall and 41 (all) number of PSAPs that receives Europe-wide eCall (2014).

	3
	PSAPs are equipped with software application for processing the events with information support. There will be an upgrade to receive the calls (data and voice) in the current software platform of processing emergency calls. The MSD will be extracted, processed in two national points (for redundancy, load balanced and disaster recovery purposes) and distributed to the PSAPs. The voice call will flow as any 112 emergency call and on a parallel flow, the processed MSD will be presented to the 112 operators who will integrate in the current case folder and forward to the interventions agencies as any 112 call. All the agencies are working on the same software platform.
Emergency Control Centres (ECC) of Fire Brigades are equipped with software application for processing the events and with information support. There is the same software platform across entire 112 Romanian System. Emergency Control Centres (ECC) of the Police are equipped with software application for processing the events and with information support. There is the same software platform across entire 112 Romanian System.

	4
	PSAPs are designed for receiving the eCall messages equipped with a geographical information system (GIS) and: 
· GIS containing data from the whole territory of the Member State.
· GIS containing detailed data on the motorway and road network (stops, bridges, exits, objects) in ESRI format.
· GIS enabling the identification of line topographic elements in ESRI format.
ECCs of Fire Brigades are equipped with geographic information system (GIS) and:
· GIS containing data from the whole territory of the Member State
· GIS containing detailed data on the motorway and road network (stops, bridges, exits, objects) in ESRI format.
· GIS enabling the identification of line topographic elements such as roads, railroads, rivers, street crossings in ESRI format.
ECCs of the Police are equipped with geographic information system (GIS) and:
· GIS containing data from the whole territory of the Member State
· GIS containing detailed data on the motorway and road network (stops, bridges, exits, objects) in ESRI format.
· GIS enabling the identification of line topographic elements such as roads, railroads, rivers, street crossings in ESRI format.
ECCs of Emergency Medical Service are equipped with geographic information systems (GIS) and:
· GIS containing data from the whole territory of the Member State.
· GIS containing detailed data on the motorway and road network (stops, bridges, exits, objects) in ESRI format.
· GIS enabling the identification of line topographic elements such as roads, railroads, rivers, street crossings in ESRI format.

	5
	There is a data connection between PSAPs and ECCs of individual emergency units (Fire Brigade, Police, and Emergency Medical Service). To:
· Fire Brigade
· Policy
· Emergency Medical Service
There is the same software platform across entire 112 Romanian System.
There is a definition of a uniform format of data communication massages.
Uniform format is established at national level. It is internal, proprietary. There is the same software platform across entire 112 Romanian System.
Units of the emergency system that are using referred format:
· Fire Brigade
· Police
· Emergency Medical Service
Data communication is operated as:
· One-way system (PSAP -> ECC)
· Two-way system (PSAP <-> ECC)
· Multi-way system (PSAP <-> ECC <-> ECC)
The calls are received in the PSAP. 112 operator is conducting a short interview to identify if the emergency is real and to understand the nature of the emergency and collect basic info. Supported by the system, the 112 operator is forwarding the voice and data to the proper agency/agencies. Further on, the agencies operators can cooperate to which other on the platform. They complete the case form with the agency specific data and send the field forces to solve the case. There is radio communications between they, used to alert, feed-back, update case info etc. At the end of each mission the feed-back is provided in the ECC where an operator will update and close the case in the system.

	6
	PSAP is receiving information within the GSM network on the position of the caller whenever a 112 call is involved. Information on the position of the caller is transmitted through a technology of Push. Push-pull – the data are pushed by the phone operator and collected in a location server inside 112 system. Wherever the operator need the location is pulling from the server. The system response is under 2 sec.
PSAP dispose of information on the position of the caller during the first 15 seconds from the reception of the call. 
The accuracy of the localisation within mobile phone network is based on Cell-Id/Sector-Id and on the information pushed by the phone operator. But the 112 system is prepared to be as accurate as technical possible, based on the MLP 3.0 protocol.
The location info is written by the mobile phone operator as a cell/sector-ID code in the IAM cell of the SS7 communication. The info is extracted from there, processed and stored in the location server. The 112 operating software is connected to the location servers over the MLP 3.0 protocol. When an operator need the mobile caller’s location is pushing a software button in any of his operating application (case data or GIS) and a request is made to the location servers. The answer is quickly return in the GIS as a figure (currently as a sector of the designated mobile phone network). A list of the postal address inside that area is automatically presented to the operator 


[bookmark: _Toc307214508]Table 2: PSAP – Romania
[bookmark: _Toc291775536][bookmark: _Toc307214467]Germany PSAP report
	Q
	Report

	1
	In Germany commercial eCall service is provided.
In Germany, currently the BMW emergency call is operational as a private service. This emergency call system uses SMS for data and the telephone line for voice data. It is available as a BTO option in high-end or middle-class BMW cars. All calls are transmitted to one call centre, which also receives the SMS and assigns them automatically to the voice calls.
There were other services with emergency functions in Germany, mostly operated by car insurances, where a little black box including acceleration sensors can activate a rescue procedure depending on the severity of the measured values.

	2
	Germany has 270 PSAP points that receives 112 (March 2010) eCall. Number of PSAPs receiving the eCall messages after the Europe-wide eCall (2014) system is launched decreasing to about 180 in 2014.
Principle for selecting the PSAPs designed for receiving the eCall: This is not decided yet. Due to the federal government structure in Germany, 16 different local governments are involved in the decision. In some states in Germany the responsibility for 112 calls are handed over to local authorities.
Discussions show the interest to enable all PSAPs for eCall reception. There is also a discussion to have less than 10 PSAP (first) to receive eCalls and transmit data and voice to the other PSAPs after the eCall is processed.

	3
	PSAPs are partially equipped with software application for processing the events with information support.
In Germany, some PSAPs can take advantage of modern GIS systems and PBX that can be easily upgraded to receive and process 112-eCall. Others use systems that must be replaced, especially for their PBX. Thirds even do not have modern GIS systems to process current 112 calls.
As stated in Q2, decisions are not made yet if, how and when to upgrade PSAPs for eCall. In 2014, we expect a majority of PSAPs to be enabled to process eCalls by modern PBX and GIS systems. Others will be upgraded with temporary solutions to process eCalls until their infrastructure will be replaced. Latest in 2020 we expect to have the applicable infrastructure in all PSAPs to receive and process 112 eCalls.
Technical data of – in our understanding – eCall-enabled PSAPs:
· Modern PBX with integrated 112-eCall, E112 and emergency Fax recognition
· Multi-User GIS emergency system with digital map, multi-monitor-support and eCall-enabled PBX interfaces
· Modern Security and Backup systems
It is under discussion if some of the systems may be concentrated in some data processing centres to decrease the price of the necessary upgrades. Currently only a small minority of PSAPs are equipped with this technology. 
Answers on questions 3 b,c,d:
In Germany, PSAPs are operated by different providers. Some PSAPs are operated by Fire Brigades; others are operated by Rescue Services or combinations of them. Answers to part a) of this questions refer to all of these combinations.
In Germany, police ECC are completely separated from the emergency PSAPs. They have a different short number 110 and cannot transmit calls to the 112 PSAPs. So if they have the necessary equipment, this does not affect the HeERO project interests. 
There are no special Medical Emergency Services in Germany. All emergency calls are processed by the 112-PSAPs described above.

	4
	PSAPs are designed (Yes, we expect that all eCall-enabled PSAPs will be equipped with GIS systems) for receiving the eCall messages equipped with a geographical information system (GIS) and:
· GIS containing data from the whole territory of the Member State.
· GIS containing detailed data on the motorway and road network (stops, bridges, exits, objects). There are no regulated standards to this issue, so usually the GIS systems contain the necessary data for locating the caller’s position by different map details. Some even take advantage of satellite photos for a better locating. While the PSAPs in Germany are under federal control, we have not a special unique standard. Current GIS systems use the base map data from NavTeq or TeleAtlas with add-on databases with POIs and other extensions for a better locating. Map data usually are vector based with seamless zoom and pan functions. Some PSAPs still use bitmap-based maps, but these GIS systems will be replaced until the roll-out of eCall in Germany.
· GIS enabling the identification of line topographic elements such as roads, railroads, rivers, street crossings. Again: There is no unique standard in Germany, so technical characteristics can only be given for an overview of GIS systems. Current systems use digital vector maps with textual search functions and a selection of objects by clicking in the map. This allows the identification of line elements – if necessary. Most systems show the details of map elements according to the zoom level. Thus clicking and selecting is mostly unnecessary.
ECCs of Fire Brigades are equipped with geographic information system (GIS) (Same answers as above: The answers above refer to all kinds of PSAPs, independently on who operates them) and:
· GIS containing data from the whole territory of the Member State.
· GIS containing detailed data on the motorway and road network (stops, bridges, exits, objects). There are no regulated standards to this issue, so usually the GIS systems contain the necessary data for locating the caller’s position by different map details. Some even take advantage of satellite photos for a better locating. While the PSAPs in Germany are under federal control, we have not a special unique standard. Current GIS systems use the base map data from NavTeq or TeleAtlas with add-on databases with POIs and other extensions for a better locating. Map data usually are vector based with seamless zoom and pan functions. Some PSAPs still use bitmap-based maps, but these GIS systems will be replaced until the roll-out of eCall in Germany.
· GIS enabling the identification of line topographic elements such as roads, railroads, rivers, street crossings. Again: There is no unique standard in Germany, so technical characteristics can only be given for an overview of GIS systems. Current systems use digital vector maps with textual search functions and a selection of objects by clicking in the map. This allows the identification of line elements – if necessary. Most systems show the details of map elements according to the zoom level. Thus clicking and selecting is mostly unnecessary.
ECCs of the Police are no equipped with geographic information system (GIS). Not relevant for HeERO. In Germany, PSAPs and Police ECCs are completely separated.
ECCs of Emergency Medical Service are no equipped with geographic information systems (GIS). Not applicable. There are no special Medical Services PSAPs in Germany.

	5
	There is not a data connection between PSAPs and ECCs of individual emergency units (Fire Brigade, Police, and Emergency Medical Service). As stated above, there is only a separation between PSAPs and police. The PSAPs in Germany are responsible for Fire Brigades and Medical Service, so a special data link is not necessary.  	
There is not a definition of a uniform format of data communication massages.
Data communication (One-way, Two-way, Multi-way system) not applicable in Germany.

	6
	PSAP that receiving information within the GSM network on the position of the caller whenever a 112 call is under construction. There are existing private services offering the localisation over the GSM network (Bjorn-Steiger-Stiftung, Allianz Ortungsservices). Currently, E112 as a standard service transmitting positions from every call (not only GSM but also fixed line) is under construction and will be available until 2012. 
Information on the position of the caller is transmitted through a technology of:
· Push – will be a push service with the introduction of E112
· Pull – currently pull service by using private services
PSAP does not dispose of information on the position of the caller during the first 15 seconds from the reception of the call. Currently not, but will be available with the introduction of E112.
The accuracy of the localisation within mobile phone network is 500m to 35 km, usually about 1-2 kilometres. Transmitted coordinate is given by BTS (Base Transceiver Station), where the mobile phone is logged in. These have a maximum range of about 17 kilometres. With overlapping in cities this can be reduced to a few hundred metres.


[bookmark: _Toc287882014][bookmark: _Toc307214509]Table 3: PSAP – Germany
[bookmark: _Toc291775537][bookmark: _Toc307214468]Finland PSAP report
	Q
	Report

	1
	In Finland is not provided commercial eCall service.

	2
	Finland has 0 PSAP points that receives 112 eCall and 8 PSAPs that receives Europe-wide eCall (2014).

	3
	PSAPs are equipped with software application for processing the events with information support. Planned, see attached file (functional specifications) PSAP alerts the relevant Rescue Services and Police forces.
Emergency Control Centres (ECC) of Fire Brigades are equipped with software application for processing the events and with information support (classified information). Emergency Control Centres (ECC) of the Police are equipped with software application for processing the events and with information support (classified information). Emergency Control Centres (ECC) of the Medical Service are equipped with software application for processing the events and with information support (classified information).

	4
	PSAPs are designed for receiving the eCall messages equipped with a geographical information system (GIS) and: 
· GIS containing data from the whole territory of the Member State.
· GIS containing detailed data on the motorway and road network (stops, bridges, exits, objects) with ELS GIS format.
· GIS enabling the identification of line topographic elements such as roads, railroads, rivers, street crossings with ELS GIS format.
ECCs of Fire Brigades are equipped with geographic information system (GIS) and:
· GIS containing data from the whole territory of the Member State
· GIS containing detailed data on the motorway and road network (stops, bridges, exits, objects) with GIS data.
· GIS enabling the identification of line topographic elements such as roads, railroads, rivers, street crossings with GIS data.
ECCs of the Police are equipped with geographic information system (GIS) and:
· GIS containing data from the whole territory of the Member State
· GIS containing detailed data on the motorway and road network (stops, bridges, exits, objects) with GIS data.
· GIS enabling the identification of line topographic elements such as roads, railroads, rivers, street crossings with GIS data.
ECCs of Emergency Medical Service are equipped with geographic information systems (GIS) and:
· GIS containing data from the whole territory of the Member State
· GIS containing detailed data on the motorway and road network (stops, bridges, exits, objects).
· GIS enabling the identification of line topographic elements such as roads, railroads, rivers, street crossings.

	5
	There is a data connection between PSAPs and ECCs of individual emergency units (Fire Brigade, Police, and Emergency Medical Service). To:
· Fire Brigade
· Policy
· Emergency Medical Service
There is a definition of a uniform format of data communication massages.
Defined Finnish authority data model (currently used only by police).
Units of the emergency system that are using referred format: Police.
Data communication is operated as:
· Multi-way system (PSAP <-> ECC <-> ECC)
Event creation and information updates

	6
	PSAP is receiving information within the GSM network on the position of the caller whenever a 112 call is involved. 
Information on the position of the caller is transmitted through a technology of Pull PSAP dispose of information on the position of the caller during the first 15 seconds from the reception of the call. 
From 10m to several kms, depends is it urban or rural area.


[bookmark: _Toc307214510]Table 4: PSAP – Finland
[bookmark: _Toc291775538][bookmark: _Toc307214469]Czech Republic PSAP report
	Q
	Report

	1
	Czech Republic has not provided commercial eCall service.

	2
	Czech Republic has 14 PSAP points that receives 112 eCall and same number of PSAPs that receives Europe-wide eCall (2014).

	3
	PSAPs are equipped with software application for processing the events with information support (customized solution, visualisation of location and identification of caller, data transmission to emergency services, GIS implementation). Emergency Control Centres (ECC) of Fire Brigades are equipped with software application for processing the events and with information support. Emergency Control Centres (ECC) of the Police are equipped with software application for processing the events and with information support.

	4
	PSAPs are designed for receiving the eCall messages equipped with a geographical information system (GIS) and: 
· GIS containing data from the whole territory of the Member State.
· GIS containing detailed data on the motorway and road network (stops, bridges, exits, objects) with SHP shapefiles.
· GIS enabling the identification of line topographic elements such as roads, railroads, rivers, street crossings.
ECCs of Fire Brigades are equipped with geographic information system (GIS) and:
· GIS containing data from the whole territory of the Member State
· GIS containing detailed data on the motorway and road network (stops, bridges, exits, objects) with SHP shapefiles.
· GIS enabling the identification of line topographic elements such as roads, railroads, rivers, street crossings.
ECCs of the Police are no equipped with geographic information system (GIS).
ECCs of Emergency Medical Service are equipped with geographic information systems (GIS).

	5
	There is a data connection between PSAPs and ECCs of individual emergency units (Fire Brigade, Police, and Emergency Medical Service). To:
· Fire Brigade
· Policy
· Emergency Medical Service
· Traffic management centre
There is a definition of a uniform format of data communication massages.
Uniform format is established at national level with XML protocol.
Units of the emergency system that are using referred format:
· Fire Brigade
· Police
· Emergency Medical Service
Data communication is operated as:
· One-way system (PSAP -> ECC)
· Two-way system (PSAP <-> ECC)
· Multi-way system (PSAP <-> ECC <-> ECC)
· Fire and Rescue - Two-way system
· Police and Ambulance - One-way system
· Zlín Region and Ostrava Region - Multi-way system

	6
	PSAP is receiving information within the GSM network on the position of the caller whenever a 112 call is involved. 
Information on the position of the caller is transmitted through a technology of Push PSAP dispose of information on the position of the caller during the first 15 seconds from the reception of the call. 
The accuracy of the localisation within mobile phone network is 1000m in 70% with Cell ID.


[bookmark: _Toc307214511]Table 5: PSAP – Czech Republic
[bookmark: _Toc291775540][bookmark: _Toc307214470]Greece PSAP report
	Q
	Report

	1
	In Greece is not provided commercial eCall service.

	2
	Greece has 1 PSAP points that receives 112 eCall and 1 PSAPs that receives Europe-wide eCall (2014).

	3
	PSAPs are not equipped with software application for processing the events with information support.
Emergency Control Centres (ECC) of Fire Brigades are not equipped with software application for processing the events and with information support. Emergency Control Centres (ECC) of the Police are not equipped with software application for processing the events and with information support. Emergency Control Centres (ECC) of the Medical Service are equipped with software application for processing the events and with information support.

	4
	PSAPs are not designed for receiving the eCall messages equipped with a geographical information system (GIS).
ECCs of Fire Brigades are not equipped with geographic information system (GIS).
ECCs of the Police are not equipped with geographic information system (GIS). 
ECCs of Emergency Medical Service are not equipped with geographic information systems (GIS).

	5
	There is no a data connection between PSAPs and ECCs of individual emergency units (Fire Brigade, Police, Emergency Medical Service). There is not a definition of a uniform format of data communication massages.

	6
	PSAP is receiving information within the GSM network on the position of the caller whenever a 112 call is involved. 
Information on the position of the caller is transmitted through a technology of Pull PSAP dispose of information on the position of the caller during the first 15 seconds from the reception of the call. From 20 m to 15 km, depends on Cell operator antenna position.


[bookmark: _Toc307214512]Table 6: PSAP – Greece
[bookmark: _Toc291775541][bookmark: _Toc307214471]Sweden PSAP report
	Q
	Report

	1
	In Sweden is not provided commercial eCall service

	2
	Sweden has 18 PSAP points that receives 112 eCall and 18 PSAPs that receives Europe-wide eCall (2014).

	3
	PSAPs are equipped with software application for processing the events with information support. Technical characteristic and data:  Ericson CoordCom 5.2.
Emergency Control Centres (ECC) of Fire Brigades are equipped with software application for processing the events and with information support. Technical characteristic and data:  They already receive alarm with position and additional info today so there will be no difference. Emergency Control Centres (ECC) of the Police are not equipped with software application for processing the events and with information support. Emergency Control Centres (ECC) of the Medical Service are equipped with software application for processing the events and with information support. Technical characteristic and data: Yes, we use CoordCom for dispatching ambulance today and can send information about position and other additional info.

	4
	PSAPs are designed for receiving the eCall messages equipped with a geographical information system (GIS) and: 
· GIS containing data from the whole territory of the Member State.
· GIS containing detailed data on the motorway and road network (stops, bridges, exits, objects).
ECCs of Fire Brigades are equipped with geographic information system (GIS). The rescue services in Sweden does not all work in the same way and does use different systems.
ECCs of the Police are equipped with geographic information system (GIS) and:
· GIS containing data from the whole territory of the Member State.
ECCs of Emergency Medical Service are equipped with geographic information systems (GIS) and:
· GIS containing data from the whole territory of the Member State

	5
	There is a data connection between PSAPs and ECCs of individual emergency units (Fire Brigade, Police, and Emergency Medical Service). To:
· Fire Brigade
· Emergency Medical Service
There is a definition of a uniform format of data communication massages.
Data communication is operated as two-way system (PSAP <-> ECC).

	6
	PSAP is receiving information within the GSM network on the position of the caller whenever a 112 call is involved. 
Information on the position of the caller is transmitted through a technology of Pull PSAP dispose of information on the position of the caller during the first 15 seconds from the reception of the call.


[bookmark: _Toc307214513]Table 7: PSAP – Sweden
[bookmark: _Toc291775542][bookmark: _Toc307214472]Croatia PSAP report
	Q
	Report

	1
	In 2005, Croatia initiated establishment of the emergency call system 112, based on the system prevalent in the European Union. The main centre is located in Zagreb and each county is to have a 112 centre. The centres are responsible for logging events; coordinating the communication of commands and decisions; and informing the population of threats.
Technical architecture of National ICT infrastructure for 112 Service defines components the system needs to consist of: 
integrated ICT solution in the centres; Zagreb, Split, Sisak and Požega
computer telephone integration solution in the centres: Dubrovnik, Šibenik, Zadar, Rijeka, Pazin, Karlovac, Krapina, Varaždin, Čakovec, Koprivnica, Bjelovar, Virovitica, Slavonski Brod, Osijek and Vukovar
computer telephone integration solution in the National centre 
Architecture of ICT infrastructure for 112 service is fully aligned with organization structure of 112 service in Croatia that is based on 3 levels. 
In the centre Zagreb, Split, Sisak and Požega is implemented application Ericsson CoordCom.

	2
	Application Ericsson CoordCom that covers following functionalities is implemented:
· System Security
· Contacts and Services
· ANI/ALI
· Call Management
· Telephone Call Management
· Resource Management
· Case Management
· Action Plans
· Geographic Information System (GIS)
· Voice Response
· Voice Recording
· Operation and Management
· Reports and Statistics
· Education System
· High Availability (only on database and communication server level)

	3
	Zagreb is regional PSAP which responsibility is for logging events; coordinating the communication of commands and decisions; and informing the population (1,1 M) of threats which leave on the 3700 sq. km.
Last year, the Zagreb PSAP registered 0.4 million 112 calls which represents the 12 percent increase from the previous year.
Last year, the NPRD[footnoteRef:4] registered more than 1.8 million 112 calls and 12.784 traffic incidents on roads, highways and tunnels. [4:  National protection and rescue directorate.] 


	4
	N/A

	5
	The system supports the predicted course of receiving, processing and forwarding of emergency call to related emergency management agency’s (police, fire brigade, and medical emergency) and other stakeholders in the road traffic process and according to standard operating procedures (SOP). In those cases we have following standard operating procedures[footnoteRef:5] (in Annex 1) [5:  Only the most important parts of the Standard Operating Procedures have been outlined. They were adopted on above mentioned dates after the regular procedure of agreement among all participants in each part of the respective SOP. Standard Operating Procedures have been adopted and applied in all of the 112 centres in the Republic of Croatia.] 


	6
	· eCall recognition in PSAP – No
· eCall PSAP voice communication – No
· eCall PSAP data modem – No
· eCall distinction in presentation to PSAP operators – No
· Visualisation of traffic incident, using geographical information system (GIS), position estimate and orientation vehicle. – Yes
· Interface  towards emergency services (if answer is positive please describe) – No 
· Interface to domestic equal level PSAP (if answer is positive please describe) – Yes 
From technical organization perspective county centres, Sisak and Požega within integrated ICT solution are under responsibility of regional centre Zagreb (Figure 13). Other county centres (Krapina, Varaždin, Čakovec, Koprivnica, Bjelovar), are connected to regional centre via PSTN for back up purposes. 
In county centres, Sisak and Požega, similar equipment like in regional centre should be implemented: hardware, software and communication equipment; 112 service Operator/coordinator positions; emergency services Operator/coordinator and dispatcher positions; resource management and coordination equipment. Difference between county and regional centres is in size and capacity of county centres which are smaller than regional centres. Additionally, each regional centre should be used as backup location for their county centres.
[image: ]
[bookmark: _Toc307214506]Figure 17: Implementation of 112 in the regional centre Zagreb
· SOP or interface to foreign PSAP (roaming)? (if answer is positive please describe) – No
· Existing SOPs in case of traffic incident – Yes
· Interface towards third party services – No
· SOP or protocol for third party services (traffic information service) – Yes
· GIS and location support – Yes
Modifications to existing PSAP:
· Identification of HW changes – Yes 
· Identification of SW changes – Yes
· Identification of test need for updated/new version – Yes
· Definition of modification process and installation steps – Yes
· Availability of required software/hardware components – ??
· Expected availability of modified SOP procedures for eCall (both manually and automatically initiated) – Yes VIN number – No


[bookmark: _Toc307214514]Table 8: PSAP – Croatia
[bookmark: _Toc291775543][bookmark: _Toc307214473]Netherlands PSAP report
	Q
	Report

	1
	Only Dutch TPS which have a certificate can access 2nd level PSAP’s. From May 2011 we have facilitated access for TPS in other countries for eCall emergency. Only verbal information transfer from TPS to 2nd level PSAP’s.

	2
	One 1st level PSAP is able to receive manual/verbal eCalls. No data transmission.
h. One 1st level PSAP for manual pan-European eCall. 23 2nd level PSAP’s for automatic and TPS-eCall.
i. To save time automatic eCalls are automatically directed to the emergency service. In case of a manual eCall the 112PSAP validates the call first and transfers to the relevant Emergency Centre. Validating is necessary to separate Samaritan eCalls from emergency eCalls and handle misuse.

	3
	There is not software application for the processing of information on events.

	4
	PSAPs are designed for receiving the eCall messages equipped with a geographical information system (GIS) and: 
· GIS containing data from the whole territory of the Member State.
· GIS containing detailed data on the motorway and road network (stops, bridges, exits, objects).
ECCs of Fire Brigades are equipped with geographic information system (GIS) and:
· GIS containing detailed data on the motorway and road network (stops, bridges, exits, objects).
ECCs of the Police are equipped with geographic information system (GIS) and:
· GIS containing detailed data on the motorway and road network (stops, bridges, exits, objects).
ECCs of Emergency Medical Service are equipped with geographic information systems (GIS) and:
· GIS containing detailed data on the motorway and road network (stops, bridges, exits, objects).

	5
	There is a data connection between PSAPs and ECCs of individual emergency units (Fire Brigade, Police, and Emergency Medical Service). To:
· Fire Brigade
· Policy
· Emergency Medical Service
· Integrated multidiscipline Emergency Centres are data connected to 112PSAP in 2011
There is a definition of a uniform format of data communication massages.
Uniform format is established at national level. It is internal, proprietary. Units of the emergency system that are using some of referred format:
· Fire Brigade
· Police
· Emergency Medical Service
· Integrated multidiscipline Emergency Centres are data connected to 112PSAP in 2011
Data communication is operated as:
· One-way system (PSAP -> ECC)

	6
	PSAP is receiving information within the GSM network on the position of the caller whenever a 112 call is involved. Information on the position of the caller is transmitted through a technology of push or a combination of push-pull.
PSAP dispose of information on the position of the caller during the first 15 seconds from the reception of the call. 
The accuracy of the localisation within mobile phone network is based on Cell-ID varies from 300 to 8000 metres.


[bookmark: _Toc307214515]Table 9: PSAP – Netherlands
[bookmark: _Toc307214474]Italy PSAP report
In Italy it is currently underway a re-evaluation of the organizational models of the PSAPs constituting the 112 system. In particular, the model of the first level PSAP, already achieved in the province of Varese and which is planned to be extended from 2012 starting with the enlargement to the whole Regione Lombardia, has been identified as the reference model for the whole country. The implications and the organizational and economical considerations related to the enlargement of this model require, yet, times that are not compatible with those required for completing the questionnaire, in which some questions assume a stable framework for the 112 system in the Member States. Italy has identified the site of Varese as the test site for the HeERO project given its better suitability with the eCall system and given the outlook of an extension of its PSAP operating model at the national level. For that reason the questionnaire is answered on the base of what is already present and stabilized in the test site of Varese, which will be used for experimentation, considering this situation as a good proxy for the overall national situation in the medium term.
	Q
	Report

	1
	At the moment there are not services able to manage the e-call standard, nor public, nor private. Therefore there are some private organization able to provide route-emergency services based on automatic communication based on GPRS/UMTS transmission systems.

	2
	In the Varese area this is 1 (one) PSAP receiving point able to receive all 112 calls. Probably there will be 3 (three) PSAP receiving points covering the entire Lombardia Region and able to manage the eCall messages

	3
	The PSAP in Varese is equipped with a system based on a modular software suite aimed to manage all the emergency calls coming from the territory. This solution will be completed with the capability to receive the eCall MDS via in-band modem. ALL the ECC at the level 2 PSAP are already equipped with a system able to receive and manage the information coming from the level 1 PSAP by means of an “event card” transmitted on a VPN.

	4
	PSAPs are equipped with a geographical information system (GIS),  the GIS contains data from the whole territory of the Member State and detailed data on the motorway and road network (stops, bridges, exits, objects) and is enabling the identification of line topographic elements? The same is true for the PSAP 1 and PSAP 2.

	5
	A data connection between PSAPs and ECCs of individual emergency units (Fire Brigade, Police, and Emergency Medical Service) is provided. A unique XML based message services using web-services is available between different sw applications at the various PSAPs implementing an “Event Card”  pushed by the level 1 PSAP to the appropriate level 2 PSAP.

	6
	The PSAP is receiving information within the GSM network on the position of the caller whenever a 112 call is involved. The Information on the position of the caller is transmitted through a “pull” technology, usually in less than 5 seconds. The accuracy of the localisation within mobile phone network is about 500 meters radius. The PSAP sw ask a national concentrator about the coordinates of the equipment issuing the call. To do that the sw pass to the national centre the CLI and the OpId (telecom provider identifier) acquired together with the call.


[bookmark: _Toc307214516]Table 10: PSAP – Italy
[bookmark: _Toc291775544][bookmark: _Toc307214475]Mobile network operators MNO
[bookmark: _Toc307214476]Example of Questionnaire
Part 1. General information on Mobile Network Operator
1. Company name
2. Country
3. Role in HeERO project
Part 2. Analysis of existing telecommunication infrastructure
General information on mobile network
1. Mobile network generation which will be utilized in pilot:
· 2G
· 3G
· Both
· Other (please explain)
2. Number of MSC/MSS which will be utilized in pilot?
3. Equipment manufacturer?
4. MSC/MSS – Please define hardware, software, adaptations and customizations specifications?
5. Is MSC stand-alone or co-located? If it is co-located please describe.
6. Existing 112 emergency system calls support?
7. Support of routing emergency calls to PSAP?
8. Current status of eCall support in network? 
9. Roaming support for 112 calls?
10. Availability of test plant (Test network)?
11. Test network coverage?
12. Test network hardware and software specifications?
Part 3. Identification of hardware and software needs*
Please answer if the information is available
1. Is existing hardware which will be utilized in eCall pilot compatible with available eCall standard requirements?
2. Is existing software compatible with available eCall standard requirements?
3. Availability of required modification/upgrade components?
* list of current version of eCall standards is provided in Annex1 of this document
Part 4. Identification of required modification on existing infrastructure*
1. Definition of modification process (if needed)
2. Identification of hardware upgrades process? (if needed)
3. Identification of software upgrades process? (if needed)
4. Testing off new equipment/releases? (if needed)
5. Definition of estimated time frame for upgrades/modifications? (if needed)
6. Identification of the best practices for modifications and upgrades. (if needed)
7. If alternatives regarding hardware and software upgrades are available, describe. (if needed)
* if live network differs from test network, please provide answers for both cases.
Part 5. Implementation plan 
1. Implementation steps for enabling eCall (according to standards in Annex 1) on Test plant?
2. Estimation of required time period for setting up eCall (according to standards in Annex 1) on test plant?
3. Estimation of required time period required for testing?
4. Differences between test plants and live network?
5. Ability of test plant to route eCalls to PSAP?
6. Estimated time required for implementation of eCall on live network after being successfully tested in test plant?
7. Availability of test SIM cards (voice and data) for domestic and roaming use? (both for test and live network if different)
Part 7. Prerequisites and assumptions
Please state any prerequisites or restrictions which might be related to eCall pilot activities.
[bookmark: _Toc291775546][bookmark: _Toc307214477]Germany MNO report
	Q
	Report

	1
	General information on Mobile Network Operator :
1) Vodafone D2 GmbH, Am Seestern 1, 40547 Düsseldorf 
2) Germany 
3) Currently, the German HeERO team does not include a MNO. We are in discussions with Vodafone D2. This MNO operates a test centre with a completely separated mobile network, which allows testing the eCall flag and also real 112 eCalls. This questionnaire was processed without Vodafone’s help, so many parts are still unclear at this time.

	2
	Analysis of existing telecommunication infrastructure. General information on mobile network:
1) N/A
2) unknown 
3) unknown 
4) unknown 
5) unknown 
6) yes
7) yes 
8) Not implemented yet
9) no
10) yes
11) unknown
12) unknown

	3
	Identification of hardware and software needs:
1) N/A
2) N/A
3) N/A

	4
	Identification of required modification on existing infrastructure* . N/A
* if live network differs from test network, please provide answers for both cases.

	5
	Implementation plan N/A
1) N/A

	6
	Prerequisites and assumptions
N/A


[bookmark: _Toc307214517]Table 11: MNO – Germany
[bookmark: _Toc291775548][bookmark: _Toc307214478]Czech Republic MNO report
	[bookmark: _Toc291775549]Q
	Report

	1
	General information on Mobile Network Operator :
1. Telefonica O2
2. Czech Republic
3. Selected competitor for eCall pilot realization in the Czech

	2
	Analysis of existing telecommunication infrastructure. General information on mobile network:
1) N/A
2) 14
3) Nokia
4) HW - DX200, SW – M14
5) Mixture of stand-alone and integrated MSCs.
6) Currently Telefónica O2 operates PSAP network for reception and handling of 112 calls in all Czech Republic.
7) Emergency calls are routed to the appropriate PSAP based on caller location (origin dependent routing); network routing number is used to ensure proper routing to the nearest PSAP. 
8) Currently in preparation phase under HeERO project.
9) Yes
10) Yes - Testing MSC/MGW/HLRand testing PSAP availability as well.
11) Testlab (Testing RNC/BSC)
12) HW - DX200, SW – M14

	3
	Identification of hardware and software needs:
1) Yes
2) Yes
3) N/A

	4
	Identification of required modification on existing infrastructure:
1) Setting of fixed and mobile network for needs of Ecall configuration (eCall Flag, special Network Routing Numbers).
2) N/A
3) N/A 
4) N/A
5) 10 working days 
6) N/A
7) N/A

	5
	Implementation plan 
1) In accordance with HeERO project - A) Analysis and design phase B) implementation phase: a) network adaptation (eCall flag based routing) and b) testing PSAP upgrade (PSAP data modem, MSD visualization) 
2) 6 month for setting up complete eCall test environment (IVS – mobile network . testing PSAP).
3) 1 month 
4) No fundamental differences.
5) Due to eCall flag we are able to route eCall via special network routing numbers either to production or testing PSAP.
6) 1 month
7) Only for testing in Testlab.

	6
	Prerequisites and assumptions:
For correct testing we have to have the equipment for testing/simulation of Ecall for both cases-"Manually initiated eCalls" (MieC) and "Automatic initiated eCalls" (AieC).


[bookmark: _Toc307214518]Table 12: MNO – Czech Republic
[bookmark: _Toc291775551][bookmark: _Toc307214479]Sweden MNO report
TeliaSonera
	Q
	Report

	1
	General information on Mobile Network Operator :
1) TeliaSonera
2) Sweden
3) Provide mobile communications network with eCall functionality for HeERO trial

	2
	Analysis of existing telecommunication infrastructure. General information on mobile network :
1) Mobile network generation which will be utilized in pilot: GSM and 3G
2) 6
3) Ericsson
4) Ericsson can provide these answers, current SW release 13.8, will be updated during spring to release 14.1 or even higher releases
5) Co-located
6) Yes
7) Yes
8) None 
9) Yes
10) No
11) N/A
12) N/A

	3
	Identification of hardware and software needs* N/A
* list of current version of eCall standards is provided in Annex1 of this document

	4
	Identification of required modification on existing infrastructure* N/A
* if live network differs from test network, please provide answers for both cases.

	5
	Implementation plan N/A
1) 

	6
	Prerequisites and assumptions
N/A


[bookmark: _Toc307214519]Table 13: MNO – Sweden, TeliaSonera
Telenor Sverige AB
	Q
	Report

	1
	General information on Mobile Network Operator :
1) Telenor Sverige AB
2) Sweden
3) Provider of Network functionality full network coverage eCall test.

	2
	Analysis of existing telecommunication infrastructure. General information on mobile network :
1) Both 2G and 3G
2) 5MSC/MSS
3) Nokia Siemens Networks
4) Software update to be installed on top of existing hardware.
5) MSC/MSS is distributed in Sweden.
6) Normal 112 Calls supported
7) Yes, routing is based on cell location in current solution for 112. Test setup needs to be analyzed and routing to test centre decided. 
8) Not installed.
9) Yes 112 calls supported for inbound roamers.
10) Yes local test lab is available for controlled indoor test. However most of the testing is assumed to be done in commercial network.
11) Test will be mostly done in public network with full coverage.
12) Live MSC/MSS will be used for test.

	3
	N/A 

	4
	N/A

	5
	N/A 

	6
	N/A


[bookmark: _Toc307214520]Table 14: MNO – Sweden, Telenor Sverige AB
[bookmark: _Toc291775552][bookmark: _Toc307214480]Croatia MNO report
Vipnet
	Q
	Report

	1
	General information on Mobile Network Operator :
1) VIPnet d.o.o.
2) Croatia
3) To be determined through Memorandum

	2
	Analysis of existing telecommunication infrastructure. General information on mobile network :
1) 3G
2) 16
3) Ericsson
4) HW Ericsson 
5) Stand-alone
6) Yes
7) All emergency calls are routed to T-Com
8) Not ready  
9) Yes
10) Yes
11) Only one NodeB with indoor coverage
12) HW Ericsson

	3
	Vendor of equipment stated  that this data will be ready for WP2.3 Implementation. No issues expected.
1) To be determined by the HW vendor.
2) To be determined by the SW vendor.
3) To be determined by the HW/SW vendor

	4
	Vendor of equipment stated  that this data will be ready for WP2.3 Implementation. No issues expected: N/A
* if live network differs from test network, please provide answers for both cases.

	5
	Vendor of equipment stated  that this data will be ready for WP2.3 Implementation. No issues expected.
1) Successful and complete testing at vendor test plant is prerequisite for testing at our referent system. Both testing procedures are prerequisite for implementation in the live network.
2) This particular estimation should be provided by the HW/SW vendor.
3) 1 week
4) Minor 
5) Yes
6) 1 week, in Q3/2011, after “network freeze” period
7) Domestic and roaming partner SIMs can be provided by Vipnet.

	6
	Prerequisites and assumptions
No activities in the live network during the summer network freeze (May-September 2011)


[bookmark: _Toc307214521]Table 15: MNO – Croatia, Vipnet
Tele2 d.o.o.
	Q
	Report

	1
	General information on Mobile Network Operator :
1) Tele2 d.o.o.
2) Croatia
3) N/A

	2
	Analysis of existing telecommunication infrastructure. General information on mobile network :
1) both
2) 1
3) Ericsson
4) Available to local partner in project. 
5) Stand-alone
6) Yes
7) Yes
8) N/A
9) Yes
10) No
11) It is live network, we have no test network
12) It is live network, we have no test network

	3
	Vendor of equipment stated  that this data will be ready for WP2.3 Implementation. No issues expected. 
For all these questions this in Part , please refer to vendor of equipment. Vendor of equipment stated  that this data will be ready for WP2.3 Implementation. No issues expected.
1) No
2) No
3) Yes

	4
	Vendor of equipment stated  that this data will be ready for WP2.3 Implementation. No issues expected: N/A
* if live network differs from test network, please provide answers for both cases.

	5
	Vendor of equipment stated  that this data will be ready for WP2.3 Implementation. No issues expected.
1) TBD with Ericsson 
2) TBD with Ericsson 
3) TBD with Ericsson
4) TBD with Ericsson
5) TBD with Ericsson
6) TBD with Ericsson
7) Available

	6
	Prerequisites and assumptions
As previously agreed, Tele2’s position and role in eCall pilot project is mainly to provide SIM cards and assist in testing. Implementation obligation is on Ericsson side. 
Important prerequisite at this point, same as previously stated, is that eCall pilot project will not raise any cost at Tele2 side.


[bookmark: _Toc307214522][bookmark: _Toc291775554]Table 16: MNO – Croatia, Tele2 d.o.o.
[bookmark: _Toc307214481]In vehicle system IVS
[bookmark: _Toc307214482]Example of Questionnaire
Part 1 - General information In Vehicle System
1. Company name
2. Country
3. Role in HeERO project
Part 2 - Analysis of existing IVS
a) System description
b) Functions supported
c) Equipment specifics
Part 3 - Identification of HW and SW needs
a) Will existing HW be used and is it compatible with available eCall requirements
b) Will existing SW be used and is it compatible with available eCall requirements
c) Number of units
Part 4 - Identification of required modification on existing IVS
a) Definition of modification process
b) Identification of HW changes or basic development
c) Identification of SW changes or basic development
d) Identification of test need for updated/new IVS
Part 5 - Implementation plan
Identification of implementation steps for enabling the HeERO IVS functionality
Part 6 - Prerequisites and assumptions
Please state any prerequisites or restrictions which might be related to eCall pilot activities.
[bookmark: _Toc291775555][bookmark: _Toc307214483]Romania IVS report
	[bookmark: _Toc291775556]Q
	Report

	1
	Company name: Civitronic
Country: Romania
Role in HeERO project: Possible Supplier for the Romanian HeERO Pilot

	2
	System description
The product is based on Civitronic’s X700 platform, a proven base for both After Market and OEM telecommunication boxes. 
The main features of the board are summarized below: 
· CPU: ARM9 Core @66MHz. It is provided 1.7MByte Internal Flash Memory and 400 Kbyte internal on CPU RAM
· External Flash Memory: 0 Kbyte
· External RAM Memory: 0 Kbyte
· GSM: Quad band GSM 850/900/1800/1900MHz, GSM Class 1, EGSM Class 4, GPRS: Multislot Class 12. Internal or external quad band antenna. 
· Audio: pre-amplified audio output and pre-amplified audio input or direct microphone input.
· GPS: External receiver with built-in active GPS antenna. SiRF Star III CPU with 20 or 65 (optional) simultaneous Tracking Channels, <2s TTFF in Warm Start and <10m autonomous position accuracy.
· Accelerometer: 3 axes ±2g/±4g/±8g, measurement rate up to 250Hz. Interrupt event and wakeup from acceleration activity is supported.
· Efficient Power Supply: low stand by current
· Key and Button: three digital inputs, for key and two buttons, with individual wakeup is supported
· Analogue Input: an analogue input able to read a voltage between 0 and 30V directly from power line is provided, so engine ON/OFF status can be detected for both 12V and 24V systems
· LED: the device has status indication LEDs for device, GPRS connectivity and GPS receiver
· Main Battery: wakeup from main battery missing is supported
· Backup Battery: a 1250 mAh Lithium-Polymer rechargeable internal backup battery is provided to supply the device if the CAR battery is disconnected. It is automatically kept charged and has fail-safe mechanisms for under-voltage, over-voltage, over-temperature, over-charging detection and auto-disconnection.
· External Device Supply: it is possible to supply an external device working at 5V. This is used for powering external RS232 interface and sensors connected to the 1Wire interface (driver ID, temperature sensors,...)
· CAN network: a CAN V2.0B standard interface port is available. Wakeup from CAN activity is supported
· Easy Installation: due to small size the installation and commission time for an unit is very short
· Automotive design
Functions supported:
The unit is able to perform the following functions:
· Tracking Mode and Fleet Monitoring
· Alarm Status
· Private and Business Modes
· Panic Button
· Driving Style Monitoring
· Theft Detection and Stolen vehicle tracking
· Over the Air Configuration and Firmware Download
· Accelerometer Auto Calibration and Crash Detection
· Driver identification based on unique DallasKey
· Geo-fence alarms and notifications

	3
	Yes, existing HW will be used and is it compatible with available eCall requirements.
Currently the system is able to perform private eCall and public eCall. Tests have been made with a server provided by Cinterion.

	4
	Test will involve:
· good installation
· reception of GSM signal from internal antenna
· reception of GPS signal from internal antenna

	5
	Identification of implementation steps for enabling the HeERO IVS functionality:
· Understanding of Romanian HeERO project scope and setup.
Project planning, production of X number of systems required.
Implementation work for IVS setup and integration.
Test drive in RO, HU, SRB, BG and optimizations, data collection.
· Updates to project involved parties and external interest and target groups.
· Project dissemination.
· Test report.

	6
	To be determined.


[bookmark: _Toc307214523]Table 17: IVS – Romania 
[bookmark: _Toc307214484]Germany IVS report
Continental
	Q
	Report

	1
	Company: Continental
Country: Germany
Role in HeERO project: Participant in German Subproject

	2
	System description: eCall product demonstrator platform
Functions supported: eCall, additional functions in development.
Equipment specifics: Unit with external antennae, offering manual and automatic eCall trigger option. Requires Vbatt, IGN, GND connection and an airbag signal simulator.

	3
	Existing HW assumed to be compliant after OEM in vehicle installation.
No activities to tailor the HW to OEM specific requirements are planned at present.
Existing SW will be compatible, eCall flag implementation in progress
Number of units: Per agreement in the German sub-project at the moment 5 units are planned. Additional units could be provided upon request (lead time to be confirmed).

	4
	Identification of SW changes or basic development: eCall flag, MSD adoption to latest version, implementation of potential specification enhancements.
Identification of test need for updated/new IVS: eCall flag implementation

	5
	It is assumed the HeERO requirements are similar to existing eCall standards, so no additional steps are required based on current solution.

	6
	As a prerequisite we anticipate the IVS to be temporarily installed in vehicles for testing, using external antennae provided with an IVS installation kit.
Test calls can be selected to be triggered manually, or in pre-defined intervals (of e.g. 5 minutes) after a GPS position fix has been made.
112 might be used at a later point in time; in the beginning a normal, pre-defined landline number will be called.
Identification of the IVS will be based on the MSISDN or the VIN number, coded according a scheme defined in the HeERO team within the given boundaries (e.g. a virtual HeERO manufacturer identification).
The SIM is assumed to be an exchangeable standard SIM card.


[bookmark: _Toc307214524]Table 18: IVS – Germany, Continental
S1nn GmBH + Co KG
	Q
	Report

	1
	Company: S1nn GmBH + Co KG
Country: Germany
Role in HeERO project: IVS manufacturer

	2
	System description: In car module with integrated NAD (Network Access Device), GPS and backup power supply. Connection to CAN available. System supports dedicated speaker, microphone and emergency button module.  Internal and external antennas for GSM and GPS available.
Functions supported: Full E-Call functionality without “MSD-resend” and “Hangup signalling by PSAP via in band modem”. Protocol compliance regarding modem sync is not possible (T5 changed to 8000ms).

	3
	Yes, existing HW will be used and is it compatible with available eCall requirements, besides the described restrictions. 
Yes, existing SW will be used and is it compatible with available eCall requirements, besides the described restrictions. Existing HW assumed to 
Number of units: 5 units available

	4
	Identification of HW changes or basic development:  
Adaption to test fleet is necessary and will be started after requirements are clarified. 
Identification of SW changes or basic development: 
We expect minor software changes to be compatible to the test fleet and the test cases.
Identification of test need for updated/new IVS: 
Test should be aimed especially at field testing the IVS under changing GSM reception levels, different networks and different timing parameters to ensure that the modem, protocol and PSAP are stable and reliable

	5
	Identification of implementation steps for enabling the HeERO IVS functionality: 
Prototype samples for HeERO are available.
Adaption to test fleet is necessary.

	6
	The available IVS samples where developed to be integrated into VW based vehicles. Adaption to vehicles of other manufacturers may result in reduced functional range and a more complex adaption process.


[bookmark: _Toc307214525]Table 19: IVS – Germany, S1nn GmBH + Co KG
[bookmark: _Toc291775557][bookmark: _Toc307214485]Finland IVS report
Gecko Systems Oy
	Q
	Report

	1
	Company: Gecko Systems Oy
Country: Finland
Role in HeERO project: Possible In Vehicle System Provider

	2
	System description: Today is a multi-constellation tracking device compatible with all current and upcoming global navigation satellite systems. It has a quad-frequency GSM modem and support for two SIM cards for flexible cellular connectivity.
Functions supported: 32 channel GPS/ GLONASS/ GALILEO/ COMPASS /SBAS and Mobile (Cell ID) tracking; Quad-band modem with 2 SIM card places; Customizable firmware (Python); 10 I/O ports for telemetry (analogue/digital); Internal backup battery (optional); RS-232 output for NMEA 0183 data; Operating temperature from -40 to +85 °C; Robust aluminium casing

	3
	No, existing HW wouldn´t be used and it isn´t compatible with available eCall requirements.
No, existing SW wouldn´t be used and it isn´t compatible with available eCall requirements.
Number of units: -

	4
	Definition of modification process: Implementation of a new modem that supports eCall-functions.
Identification of HW changes or basic development:  New modem.
Identification of SW changes or basic development: New software version to meet the eCall requirements.
Identification of test need for updated/new IVS: Full hw & sw test cycle.

	5
	Identification of implementation steps for enabling the HeERO IVS functionality: 
Modification of existing hardware / Implementation of new in band modem
Implementation of new software

	6
	-


[bookmark: _Toc307214526]Table 20: IVS – Finland, Gecko Systems Oy
Indagon Oy
	Q
	Report

	1
	Company: Indagon Oy
Country: Finland
Role in HeERO project: Possible In Vehicle System Provider

	2
	System description: In the Finish language
Functions supported: In the Finish language
Equipment specifics: In the Finish language

	3
	No, existing HW wouldn´t be used and it isn´t compatible with available eCall requirements.
No, existing SW wouldn´t be used and it isn´t compatible with available eCall requirements.
Number of units: -

	4
	Definition of modification process: In-band modem required, audio interface needs to be modified, audio mute circuitry added. 
Identification of HW changes or basic development:  Crash detection added, HMI added according to new spec. BBU added.
Identification of SW changes or basic development: New in-band modem features added. MDS generation and handling developed.
Identification of test need for updated/new IVS: In-band modem tests.

	5
	Identification of implementation steps for enabling the HeERO IVS functionality: 
HW modifications identified and implemented. SW modifications started related to HW modifications. First round testing and fixing. Second round started and MDS tests started. Bug fixing and testing. Third round of SW started together with necessary HW modifications.

	6
	Ability to use MDS in-band modem test setup. More accurate specification of the crash identification. Ability to use HW environmental test setup.


[bookmark: _Toc307214527]Table 21: IVS – Finland, Indagon Oy
[bookmark: _Toc291775558][bookmark: _Toc307214486]Czech Republic IVS report
	[bookmark: _Toc291775559]Q
	Report

	1
	Company name: Sherlog Trace
Country: Czech Republic
Role in HeERO project: IVS manufacturer and provider, TPSP

	2
	System description: The current proprietary IVS system is based on fleet unit adjusted for eCall purposes. The current ECall unit implementation is primarily based on inertial measurement block built-in inside the unit itself and can be augmented with external sensors and with operational information from the vehicle data available on up to 3 CAN buses. The unit itself constantly records all the available data in the circular memory. In case an incident occurs, the unit transmits recorded data of 20 s before and several seconds after the incident. The incident can be triggered by abnormal acceleration overload caused by crash (front/back or side impact), rollover or an alert data supplied by the external devices (i.e. fired airbag) or even manually (panic button) by the vehicle crew. The acceleration can be measured with up to 1 ms resolution. Frequency of measurement and content of recorded data is usually sufficient to reconstruct the state of the vehicle before, during and after the event. The unit itself calculates the rough orientation - rollover of the vehicle (yaw, roll and pitch, each of them quantized to 4 quadrants) along with the position, ground speed and other state information. These information (if available) consists namely of airbag status, crash sensor, belt status, seat occupancy, engine ignition and speed, acceleration, braking and temperatures.
Functions supported: CAN bus connected, GPS positioning, GPRS communication, RFID communication, accelerometer included
Equipment specifics: no significant specifics

	3
	Most of HW components is compatible with European eCall. The GPS module with in-band modem will have to be implemented. The unit body will be modified to meet all the eCall requirements (to be able to trigger the emergency call with sufficient reliability).
Firmware must be adjusted to a new version to meet eCall (MSD/FSD) requirements.
Number of units: nowadays we operate about 40 000 units. ECall will be supported in all newly sold units.

	4
	Definition of modification process: HW/SW changes of proprietary solution – described in more detail in other sections.
Identification of HW changes or basic development: in-band modem implementation, automatic/manual trigger of eCall implementation, module crash protection implementation.
Identification of SW changes or basic development: changes in firmware resulting from in-band modem implementation (content and format of data), development of processes (sensors reliability, processing) leading to eCall trigger.
Identification of test need for updated/new IVS: necessary IVS tests are described in prEN 16062, in-band modem testing, IVS-PSAP communication testing, launch testing, unit reliability testing, software stability, EMC compatibility, field tests.

	5
	Identification of implementation steps for enabling the HeERO IVS functionality:
· HW implementation of GNSS module in-band modem ready
· SW changes in firmware to adapt in-band modem
· modification of unit’s body (HW)
· SW modification to meet eCall requirements (sensors reading, evaluation of crash, data transmission)
· IVS-PSAP communication testing
· IVS testing (proper trigger and all other necessary tests)

	6
	For the properly working system, there must be fixed legislation and normative/specifications concerning the MSD, in-band modem coding and other prerequisites, which will assure the IVS-PSAP compatibility and international interoperability as well. We assume to test our fleet unit reliability and resistance in different conditions. 


[bookmark: _Toc307214528]Table 22: IVS – Czech Republic
[bookmark: _Toc307214487]Italy IVS report
NXP SEMICONDUCTORS NETHERLANDS
	Q
	Report

	1
	Company: NXP SEMICONDUCTORS NETHERLANDS B.V.
Country: Netherlands
Role in HeERO project: Tier2 supporter providing demo and reference hard- and software to Centro Ricerche FIAT which can be used for testing basic system functionality and to build final products with minimal efforts.

	2
	System description: 
Automotive Telematics onboard Unit Platform, short ATOP, is a highly integrated module combining mobile wireless technology, GNSS positioning, security controller, NFC interface and a vehicle controller based on an ARM core.

Key features:
· Highly integrated single component featuring following functions
· GNSS (GPS)
· GSM/GPRS communication
· Device and vehicle connectivity via CAN, USB, and NFC
· Transaction security and authentication mechanisms
· Secure, over-the-air software and applications upgrades
· Multi-service capable and multi App concept
· Secure and tamper-evident platform using Common Criteria Certified components

Key benefits:
· Single-component, turnkey telematics solution with reference design
· Automotive Temperature Range (-40 °C - 85 °C; 95 °C in evaluation)
· Optimized cost, form-factor, in-car connectivity, and power consumption
· 3-processor architecture for compliance with automotive standards, GSM, security, and service certifications
· Open, flexible framework based on standard software Built-in, banking-grade security functions
· Meets automotive industry standards and quality requirements in compliance with government and OEM requirements
· Ultra-small footprint

Key applications:
· Standalone and embedded OBUs
· Open multi-service telematics systems
· eCall*, SVT, PAYD, fleet management, secure remote access, in-car payment, car-share, car rental, remote diagnosis
· In-car client for smartgrid-based e-cars and pool car applications
· Many more…

	3
	Yes, existing HW will be used and is it compatible with available eCall requirements. HW is available and compliant to eCall requirements 
ATOP provides a freely programmable interface and APIs to meet eCall requirements – even if they will be changed. Implemented today is eCall Flag, eCall In band modem, HAL to be realized in Java (Demo implementation available). NXP can as well provide a Linux based eCall In band modem server.
The only feature which will be integrated at a later point in time is the passive mode described in the eCall specifications as so far not a single customer has put this into his specifications. The use cases in all the afore mentioned RFQ always include additional services which makes the passive mode not required.

	4
	Definition of modification process:
strictly speaking NXP does not deliver a ready to integrate IVS system into a CAR as NXP is a Tier2.  In any case NXP would give suggestion on the IVS systems integration. Running assumption is that Centro Ricerche FIAT would build a proto based on NXP reference design which can be used in  the HeERO field trial.
Identification of HW changes or basic development:
Dependant on in car integration and power supply needs to be added (can be as simple as USB 12V DC/DC charger) if connection to CAN is required then a cables to CAN bus interconnect may be required. Assumption would be that there will be manual and automatic triggers be used to initiate eCalls. These triggers are available from Reference design.
Identification of SW changes or basic development:
Depending on scenario:
1. Reference design as standalone box not integrated in car CAN network: Java programming to fit to test procedure agreed in Italy for HeERO project.
2. Reference design with car CAN integration: dependant on CAN integration requirements; here assumed to read only eCall trigger from CAN message. Simple light driver to extract the message from CAN BUS messages. Demo code for such simple implementation is available. If during the HeERO activities the full integration will be required then Vector CAN stack needs to be purchased and adapted to FIAT requirements ( a beta driver at Vector would be available so that cost can be controlled).
Identification of test need for updated/new IVS:
1. Test of In band modem against In band modem back end server / alignment on test procedure and parameters & network conditions & in-between network NMO to In band modem back end server (VOIP networks, audio processing on different networks, interconnect signal injections, ) – Lab test followed by real world field test under driving conditions.
2. Test of eCall flag against MNO (Network operator) implementation. / alignment on test procedure and parameters & network conditions – Lab test followed by real world field test under driving conditions. Test of routing tables.
3. Test of free field RF performance for integration space in car in order to insure comparability of IVS systems and test amongst systems.
4. The usual Car integration test if IVS systems are integrated into car  .
5.  Process test of eCall with entire eCall chain, Car OBU, MNO, telephone operators, In band modem servers, decoding and visualization, PSAP operator eCall handling, dispatch process to rescue services.

	5
	Identification of implementation steps for enabling the HeERO IVS functionality:
1. Understanding of Italian HeERO project scope and setup.
2. Project plan, definition on work package HW & SW, consulting requirements, number of systems required.
3. Implementation work according to project plan for IVS setup and integration.
4. Test drive and optimizations, data collection, including feedback and improvements loops. 
5. Regular update to project involved parties and external interest and target groups
6. Project dissemination.
7. Final report.

	6
	This is of course strongly dependant on the project scope and ambition level, which needs to be aligned mutually with the stakeholders in the project.
1. Proper funding and staffing of the project though the target should be to reuse what is available (HW & SW) to the most extent in order to limit cost.
2. Reuse of existent HW and SW wherever possible to limit cost and resource impact, BUT being able to test processes and implementations to achieve project ambitions and goals.
3. Centro Ricerche FIAT taking project ownership and NXP will provide support with its support team.
4. Regular meetings inside the project structure in order to monitor progress and keep the communication going.
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Magneti Marelli 
	[bookmark: _Toc291775560]Q
	Report

	1
	Company name: Magneti Marelli
Country: Italy
Role in HeERO project: Partner of HeERO Project for the Italian Pilot

	2
	System description:
The product is based on Magneti Marelli’s Niagara platform, a proven base for both After Market and OEM telecommunication boxes. 
The main features of the board are summarized below: 
· CPU: ARM7 Core @66MHz. It is provided 256 Kbyte + 16KByte Internal Flash Memory and 64 Kbyte internal on CPU RAM
· External Flash Memory: 1024 Kbyte
· External RAM Memory: 256 Kbyte
· GSM: Quad band GSM 850/900/1800/1900MHz, GSM Class 1, EGSM Class 4, GPRS: Multislot Class 10. Internal quad band antenna. 
· Audio: GSM audio (differential input and output) is provided. The input may optionally provide phantom power 5V dc for a pre-amplified microphone
· GPS: Single Die Stand-Alone GNSS MCU. 32 Simultaneous Tracking Channels, 4s TTFF in Warm Start with ST-AGPS. Support of ST-AGPS Multimode Assisted GPS. Jammer Barrier mechanism. Internal or external (with phantom power 100mA@5V) GPS antenna
· Accelerometer: 3 axes +- 1.5/3/6/12 g, measurement rate from 0.1 to 3200Hz. Wakeup from acceleration activity is supported
· Efficient Power Supply: low stand by current
· Key and Button: two digital inputs and wakeup is supported
· Analogue Input: an analogue input able to read a voltage between 0 and 12V is provided
· LED: an output able to drive a LED is provided
· Main Battery: wakeup from main battery missing is supported
· Backup Battery: a 1200 mAh Ni-MH rechargeable internal backup battery is provided to supply the device if the CAR voltage misses. It is automatically kept charged. Its internal resistance is periodically checked to monitor its wearing. It is possible to replace an exhausted backup battery thanks to a door created in the plastic housing.
· External Device Supply: it is possible to supply an external device working at 5V or 12V. That voltage is provided also if the TBOX is working on backup battery.
· CAN network: a low speed CAN port is available. Wakeup from CAN activity is supported
· K-Line: a slave K-Line port is available. Wake up from K-Line activity is supported
· Easy Installation: due to small size the installation and commission time for an unit is very short
· Automotive design 
The unit is able to perform the following functions:
· Tracking Mode and Fleet Monitoring
· Alarm Status
· Private and Business Modes
· Driving Style Monitoring
· Theft Detection and Stolen vehicle tracking
· Over the Air Configuration and Firmware Download
· Accelerometer Auto Calibration and Crash Detection

	3
	Yes, existing HW will be used and is it compatible with available eCall requirements. 
Currently the system is able to perform private eCall and public eCall with the exception of the eCall flag which is not yet supported. This feature will be enabled with a software upgrade.

	4
	Identification of HW changes or basic development
The changes will mainly install the installation. The system will have to be modified to be installed as retrofit on the selected cars. No other HW changes are foreseen
Identification of SW changes or basic development
The software will be modified to add full public eCall support as well as adding some test functions and logs to check exactly what’s happening in the IVS with reference to the HeERO project
Identification of test need for updated/new IVS
Test will involve:
· good installation
· reception of GSM signal from internal antenna
· reception of GPS signal from internal antenna

	5
	Identification of implementation steps for enabling the HeERO IVS functionality:
1. Understanding of Italian HeERO project scope and setup.
2. Project plan, definition on work package HW & SW, consulting requirements, number of systems required.
3. Implementation work according to project plan for IVS setup and integration.
4. Test drive and optimizations, data collection, including feedback and improvements loops. 
5. Regular update to project involved parties and external interest and target groups
6. Project dissemination.
7. Final report.

	6
	eCall requires strong involvement from the EU otherwise there won’t be any interest in having it. 
Mainly, testing of eCall requires the proper chain made of Mobile Telecom Operator and PSAP. Without these prerequisites, eCall will become a common phone call.
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	Q
	Report

	1
	Company name:  ACTIA

Country:  Italy

Role in HeERO project:  IVS manufacturer


	2
	System description
The ACTIA component is an on-board ECU called Generic eCall Platform which receives the Airbag signal if a crash has occurred.
Transmission of the data to the Telematics Service Provides “TSP” and establish a voice connection to the rescue centre

Functions supported
The Generic eCall Platform has been designed especially for eCall functionalities. 
It is also suitable for additional services/applications for example
Roadside Assistance Service (B-Call)
Car Fleet Management
Remote Diagnostics
Remote Provisioning 
Remote services
And more.      

Equipment specifics
The Generic eCall Platform contains the following main function blocks:
- Network Access Device “NAD”, GSM/GPRS,
- GNSS: GPS receiver (positioning),
- Host CPU (host for Telematics Services including eCall application),
- Antenna system interfaces (NAD and GPS),
- Vehicle interfaces (CAN, eCall trigger, push buttons etc.),
- Audio interface (microphone and speaker).

In order to ensure functionality also when the vehicle has been involved in a severe crash the generic eCall platform contains backup power (battery), backup NAD antenna and backup audio.



	3
	In the HeERO project the existing IVS hardware will be used as this hardware supports all features required for Pan European eCall
The existing SW platform will be used, adoption of eCall application and introduction of in-band modem will be scheduled and made in order to be compliant with the ETSI and CEN eCall standards

	4
	

	5
	The implementation will have an incremental approach starting with implementation and validation of the most critical software components:
- In-Band modem
- MSD generator including ASN.1 encoding decoding     


	6
	Today ACTIA is not directly involved in the Italian eCall Pilot. The implementation of elements like in-Band Modem need to be aligned to ACTIA internal needs and schedule as ACTIA is not receiving any direct financial contribution from the Italian pilot project.
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	Q
	Report

	1
	
Company name: DENSO Sales UK LTD

Country :  Various countries

Role in HeERO project: DENSO is investigating joining as Pilot Observers 



	2
	Prototype telematics control unit with vehicle-signal simulation unit if needed

E-Call is included, based on September 2010 CEN specifications and v8.6.0 Qualcomm in-band modem.  Some standard error cases are also implemented.

The IVS can be run completely stand-alone in order to test the calling and data transfer functionality.  It includes audio input/output, direct-wired electronic triggers from a manual switch and from an airbag ECU simulator.  
The IVS also includes data logging ports to allow the testers to capture key communications details to assist investigation of unexpected behaviours in the IVS, network, or receiver. If we wish to make an agreement with a specific automotive manufacturing partner, then we may develop an interface to vehicle signals for integrated system testing. 
Initial IVS will operate with GPS positioning.  Further unit may operate with multi-GNSS hybrid positioning.

	3
	Existing HW be used and it is compatible with available eCall requirements:  
Existing SW be used and it is compatible with available eCall requirements although not all error cases are currently implemented.


	4
	Definition of modification process:  Modification will be at our discretion.  From time to time, some modification or change of hardware may be made based on latest prototypes or products.
Identification of HW changes or basic development: HW changes will be based on our activities to create production units for specific customers.  No basic development is planned only to support HeERO.  It is very likely that during the project, hybrid multi-GNSS decoder capability will be added to the hardware. 

Identification of SW changes or basic development: SW changes will be based on our activities to create production units for specific customers.  For example, additional error cases in eCall handling may be added as they become available.  Minimal basic development is planned only to support HeERO. It is very likely that during the project, hybrid multi-GNSS decoder capability will be added to the software.  From time to time, additional features / functions may be added based on new prototypes or products.
Any new hardware or software should not change the test needs for eCall.  If other functions are to be tested as they are added, then test receivers for the data associated with those functions will be needed.



	5
	
Currently the IVS is developed to implement the in-band modem specification.

Further development depends on the activity of individual customer projects.


	6
	
DENSO involvement in pilot activities must maintain the protection of proprietary information and technology.   It is assumed that any vehicle-specific integration will be undertaken at DENSO discretion as part of an agreement with the particular vehicle manufacturer.
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	Q
	Report

	1
	Company: Volvo Car Corporation (VCC), ACTIA
Country: Sweden
Role in HeERO project: VCC: Vehicle manufacturer,  ACTIA: IVS (OBU) manufacturer

	2
	System description: 
The IVS is based on the existing Volvo OnCall IVS that was introduced with safety and security functionality already before year 2000.
The IVS is composed of the following main ECU:s (Electronic Control Units)
- Airbag Control Unit “ACU”: The ACU detects if a crash has occurred and sends an a trigger signal to the Telematics OBU
- On Board Unit (Telematics Control Unit): OBU is responsible for composing the data message (Minimum Set of Data “MSD” as well as Full Set of Data) “FSD”).
Transmission of the data to the PSAP / Telematics Service Provides “TSP” and establish a voice connection to the PSAP / rescue centre
The OnCall OBU contains the following main function blocks:
· Network Access Device “NAD”, GSM/GPRS,
· GNSS: GPS receiver (positioning),
· Host CPU (host for Telematics Services including eCall application),
· Antenna system interfaces (NAD and GPS),
· Vehicle interfaces (CAN, eCall trigger, push buttons etc.),
· Audio interface (microphone and speaker).
In order to ensure functionality also when the vehicle has been involved in a severe crash the OBU contains backup power (battery), backup NAD antenna and backup audio.


	3
	The existing OBU (TEM3) Hardware and Software platform will be used; adoption of eCall application and introduction of in-band modem will be made in order to be compliant with the ETSI and CEN eCall standards.

	4
	Definition of modification process: In-band modem, MSD generator and eCall high level application protocol required. 
Identification of HW changes or basic development: No HW changes needed.
Identification of SW changes or basic development: In-band modem features added. MSD generation and eCall high level application protocol “HLAP” developed.
Identification of test need for updated IVS: eCall tests including In-band modem, eCall flag, MSD and HLAP tests.

	5
	The implementation will have an incremental approach starting with implementation and validation of the most critical software components:
· In-Band modem
· MSD generator including ASN.1 encoding decoding
· High Level Application Protocol

	6
	It is important to agree on a baseline of eCall standards for the HeERO project to ensure that all parties base the development on the same standard versions. 
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	1
	Responsible HeERO partner company: Renault SAS
Country: France
Role in HeERO project: IVS provider

	2
	System description: The IVS is composed of the following main ECUs (Electronic Control Units):
· Airbag Control Unit “ACU”: The ACU detects if a crash has occurred and sends a trigger signal to the Telematics Control Unit.
· Telematics Control Unit: TCU is responsible for composing the data message (MSD), transmitting of the data to the PSAP and establishing a voice connection with the PSAP.
· eCall human-machine interface EMU: EMU has a switch, 2 LEDs, a microphone and a speaker in order to allow manual eCall launch and voice connection to PSAP.
Functions supported: eCall function only
Equipment specifics: The TCU contains the following main function blocks:
· Network Access Device “NAD”, GSM/GPRS,
· GNSS: GPS receiver (positioning),
· Host CPU (host for Telematics Services including eCall application),
· Antenna system interfaces (NAD and GPS),
· Vehicle interfaces (CAN, eCall trigger)
· backup battery
· Audio interface (for EMU microphone and speaker).

	3
	No, existing HW wouldn´t be used and it isn´t compatible with available eCall requirements.
No, existing SW wouldn´t be used and it isn´t compatible with available eCall requirements.
Number of units: -

	4
	-

	5
	The implementation will have and incremental approach starting with implementation and validation of the most critical software components:
· In-Band modem
· MSD generator  

	6
	-
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image3.jpeg
Harmonised eCall European Pilot




image4.emf
Task handling

display

-Task form

-Tasks

- Task selection & 

performer

- Locality

- Address

Filtering display

- Filtering management

- Resource management 1

- Resource matrix

- Symbols on map

- Virve –radio audio

- ELS messages 1 & 2

Map display

-Resource management 2

-Main map

- Library

- Form management 

Task handling

display

-Task form

-Tasks

- Task selection & 

performer

- Locality

- Address

Filtering display

- Filtering management

- Resource management 1

- Resource matrix

- Symbols on map

- Virve –radio audio

- ELS messages 1 & 2

Map display

-Resource management 2

-Main map

- Library

- Form management 


image5.emf
 

O2  - IP/MPLS

VPN TCTV

remote TCTV

remote TCTV

remote TCTV

remote TCTV

remote TCTV

remote TCTV

remote TCTV

main TCTV

main TCTV

main TCTV

2  x E1

trunk

2  x E1

trunk

2  x E1

trunk

remote TCTV remote TCTV remote TCTV remote TCTV

private voice/data

network

Fire Brigade

private voice/data

network

Police

private voice/data

network

Ambulance

6  Mbit/s

6  Mbit/s

6  Mbit/s

nx128  kbps

nx128  kbps

nx128  kbps


image6.jpeg
PSAP 1 Architecture

; ISDN Input Flow I /

Yy -
/,J/ RTG \>\ SDN Input Flow
— “
\ J
. v

ISDN Output Flow

EU-112
Localization
Info

Contact record

Z
\ 1° level PSAP ) \ 2° level PSAP /





image7.jpeg
Telecom emergency calls handling

0331-0332
Public Operated
Telephony System

Recording

Wireline/wireless
telephony calls
SMS
Telephony
Language

Translati

Automatic
Switching

RegularNumbering

Regular
Usres

{

CallTaking and

information—
data
preparation

EU-112

Varese Identificaztion
Localization

Emergency

Typology
Selection

Dispatching

Non Emergency Call
Handling

CED Interforze

Second Level
Operating Centers
PSAP 2




image8.png
Incoming
emergency call

Verification

of emergency
cal

False

Collection of
incident info

ncident info
collection
completed?,

False | Forward to the Team
Leader for further analysis

Information fitering
Forward call to the
appropriate ECC

!

Call received
by the appropriate ECC

!

End call ————————————





image9.png
t pé engelska o franska.pdf - Adobe Reader,
arkiv Redigera Visa Dokument Verktyg Fenster Hialp

B &- e

® ® 1%

>

Ambulance
Docto
Rescue Service

Emergency number 112

é?\ Call out Police
when there is a danger to i Co-ordinate Fire Brigade
life, property or the 2 Direct &
environment ’3’

N . vironmental
Provide advice

Sea, Mountain and
Air Rescue

s Start

cewEDEED o




image10.emf
     

112 - caller  

PSAP   SOS Ala rm  

EEC   C oast Guard   Chemical  leakage at sea   (o il spill etc)   EEC   A ir -  & Sea  Rescue   National  Rescue  C entral     EEC   P olice   Regional   Co mmuni ca - tion Central   Dispatches  regional police  resources   EEC   Ambulance   SOS A l arm:   D ispatch es  ambulance   i n  a l l  of Sweden  except  in  4  counties   Air Ambulance   EEC   Ambulance   Medhelp :   Dispatches  ambulance  in the   c ounties of  Uppsala,  Södermanland,  Västmanland and  Gotland   Other 112 - services :   -   Social Wellfare   -   Poison Control         Information   -  Priest on call   -   Customs tip  phone   -  Dentist on call       EEC   Fire & Rescue  Services   SOS Alarm  dispatches fire  services in  most  of Sweden with  exception from a  few municipalities  who  has their own  dispatch service  

SOS  t ransferring  call   SOS  h andling  call   SOS  h andling  call   SOS  t ransferring  call   SOS  t ransferring  call   SOS  t ransferring  call   SOS  t ransferring  call  


image11.emf

image12.emf
Driebergen Regio

Meldkamer 

Meld-

kamer 

centrale

GMS

Server

Vast

1-1-2

Avaya 

Gateway IP trunk

Real-time

monitoring

P

B

A

Bediening 1-1-2

NCV

NAWP 

Server (NG)

Regio-

systeem 

1-1-2

D

a

t

a

 

s

t

r

o

m

e

n

Bediening 1-1-2

Real-time

monitoring

112-verkeer

Mobiel

1-1-2

Locatie

informatie

Alarm-

centrale

1-1-2

ISDN

I

S

D

N

NAWP

database


image13.emf
Teleoperator ERC

Phonecall router

Mobile 

communication

centre

Call pushup list

Communication centres

ELS system

112 phone call

(Fixed)

(Mobile)

Rescue dispatch

Mobile oper. 

Positioning service

Teleoperator ERC

Phonecall router

Mobile 

communication

centre

Call pushup list

Communication centres

ELS system

112 phone call

(Fixed)

(Mobile)

Rescue dispatch

Teleoperator ERC

Phonecall router

Mobile 

communication

centre

Call pushup list

Communication centres

ELS system

112 phone call

(Fixed)

(Mobile)

Rescue dispatch

Mobile oper. 

Positioning service


image14.emf
CRC

H-ARQ 

Encoder

eCall MSD

Signal 

Modulator

Speech 

Encoder

ACK/NACK 

feedback 

from PSAP

Signal 

Demodulator

Speech 

Decoder

FEC 

Decoder

Speech in

Speech out

IVS Data Modem


image15.emf

image16.emf

image17.jpeg
MSD tx
—
HL-ACK (positive

[*— ordeardowm





image18.emf

image19.emf

image20.emf
Regional center

National center

County center

Backbone connection

Connection (ISDN PRA)

PSTN

Connection (ISDN BRA)


image1.jpeg
Harmonrised eCall Eluropean Piot




image2.emf

