Final Report Summary - PROTECTRAIL (The Railway-Industry Partnership for Integrated Security of Rail Transport)
Executive Summary:
Security is a cornerstone of any sustainable mobility policy and mobility system. Making rail transport secure is complex as it must be open and accessible and enable an efficient flow of passengers and goods. At the same time, a rail, like any other transport system, faces a broad spectrum of threats, ranging from low-probability-high-impact events (e.g. terrorist attack) to high-probability-low-impact (e.g. vandalism) that make different security technologies necessary (e.g. chemical sensors, intrusion detection systems, video management systems). This leads to the challenge of integrating the various security technologies into a coherent and easily manageable system.

The PROTECTRAIL consortium and its 29 members, consisting of railway operators, railway manufacturers, security technology providers, research organisations, and major railway associations, came together to improve railway security in the light of the challenges outline above. PROTECTRAIL objective was to integrate the growing influx of security technologies into rail operations and make them interoperable to improve security. For this reason, PROTECTRAIL designed an interoperability framework built on a system-of-systems approach. This is a modular architectural framework into which asset-specific and interoperable security solutions can be “plugged”, giving operators and infrastructure managers the possibility to continuously adapt their security systems to the changing security needs with minimal non-recurring engineering costs. This framework basically consists of a set of rules and standards which facilitate the integration and communication amongst various security technologies. It is based on three key ideas: 1) interoperability is improved through standardisation, 2) re-use of existing and relevant international standards is preferred, and 3) simplicity is key to long-term adoption.

PROTECTRAIL tested this interoperability framework during field demonstrations concentrating on four priority facets: Event-Driven Service-Oriented Architecture, Network Communications, Video Management, and Security Technology.

In the course of PROTECTRAIL it became clear that security systems need to be designed in a future-proof manner. For this to happen, the operator or infrastructure manager implementing a security system must devise a security master plan that contains fundamental ICT principles and an overarching IT architecture. This master plan should not focus on what technology to deploy but on how to deploy it.

It also became clear that railway security will be enhanced if the multitude of actors in the field will adopt international interoperability standards for security. The rail sector today includes various independent actors. Until these international standards are promulgated, railway security actors should not adhere independently to the principles of this White Paper but also agree on a common implementation.

Project Context and Objectives:
The PROTECTRAIL project was aimed to tackle the railway security problem from a layered system integration perspective. The basic concept of the project was to address this goal by dividing the global mission into a limited number of smaller ones (or submissions) that respond to well identified needs of railway protection, within a framework of general coherence and integration of technical and organization solutions.

Approaching the problem by selecting main security missions responding to specific requirements, has ensured that appropriate solutions and innovations are favoured over isolated questions and solution, as well as represents comprehensive and scalable answers to well defined security missions.

The integration process was therefore based on the following activities: to design an overall system architecture that will assure interfacing and a proper interoperability between security sub-missions; to design and demonstrate specific sub-system architectures to tackle the most pressing security sub-
missions (part of them already identified in the call for proposal and enlarged in PROTECTRAIL on the basis of rail operators' needs) by integrating the most suited and mature technologies available both on the market and in research laboratories.

The project has also provided approaches and tools to assess the security potential of a given security sub-mission composed with a given set of sensing and actuating technologies in terms of performance, reliability, speed and costs. Security sub-missions are a set of realistic issues of protection needs and requirement in rail transportation systems. The selection of security sub-mission has been based on a "holistic method", both on risk evaluation and selected identified priorities by end-users and rail operators, and has taken into account cost-benefit analyses, as well as the attitudes and behaviour of both individuals and groups and their dynamic.

The solution research has guaranteed that all technology that were needed to develop viable security solutions, involved science, humanities and social science disciplines and were addressed towards common and realistic goals. Security sub-missions have therefore embraced many parts and components of the railway system (physical, operational and transported assets) and incorporated various threats scenarios and conditions. In this way, the proposed mission-oriented security research have not only satisfied the current security requirements but have also geared to a rapid and scalable implementation of the results, and became "common bricks" of multi-faceted system architecture.

Security sub-missions: have evolved as a complex protection "capability" missions, specifically oriented to rail context protection goal; have been developed in a common vision; have adopted the same "security design" criteria and considered the mutual dependency of function performed, using, the same or fully compatible "backbone" technologies, ensured control of physical and functional interfaces with other security sub-missions and railway systems organization and structure; have aimed at performances, readiness, applicability, affordability, reliability, resilience.

The global level of integration has moreover allowed a more efficient capability to threat intelligence and detection and has assured a coherent and homogeneous approach to actions to be managed to face the risk or crisis situation.

The main scientific and technological objectives of the project have been to: develop an exhaustive common vision of actual and future risks regarding many different assets and regarding and assessing disparity aspects; implement asset oriented integrated solutions (sub-mission level) based on mature technologies; integrate the asset oriented solutions and demonstrate a global architecture, including modularity and interoperability; derive from these results a future design for homogenous security.

The broad participation of many end-users has guaranteed that all results are closely related to stakeholders needs all over Europe.

A main integration demonstration in Poland and two satellite demos in France and Italy have been successfully completed in the last reporting period.

Project Results:
The project has achieved all the planned results since the beginning of the project as described here below.

In SP1 the dissemination mechanisms of the project (web-site, workshops, etc.) have been organised and set-up, main events have been organised, and key reports including the PROTECTRAIL White Paper and the Report on recommendations for National and EU authorities, standardisation bodies and UIC Code have been published.
In SP2 the first, second and third rounds of user requirements elicitation, specification and prioritisation and assessment of regional disparities have been completed and the Stakeholder Advisory and Validation Group has been managed through the organisation of several meetings in Europe to feed the work of both SP2 and SP5 with input from other stakeholders. SP2 has also supported the project demonstrations with privacy and ethics recommendations.

In SP3 and SP4 the planned work on the single missions demonstrations for both physical and operational assets and transported assets has been achieved - mostly in the second Reporting Period (RP2) - through the design, development and validation of the in-lab prototypes.

In SP5 the general principles for the SOA-based interoperability framework have been defined as first step. Then the main scenarios to be demonstrated in the main Polish demonstration site and in the French and Italian satellite demonstration sites have been produced in parallel with the detailed design of the ICT architectures for the security of both passenger and freights and for crisis management. Finally the main demonstration in Poland and the satellite demonstrations France and Italy have been designed, organised and successfully implemented. In particular the main demonstration has shown the integration of almost all the in-lab prototypes developed in SP3 and SP4 into a single railway security system, the satellite demo in France the application of security solutions to high speed railway line in harsh environments while the satellite demo in Italy has demonstrated a cross-border application of the PROTECTRAIL integration framework for the protection of railway lines. SP5 has been concluded with a cost-and-benefit analysis of the applied technologies extended to the application of considered technologies to High Probability Low Impact (HPLI) events.

In SP6 of two basic models of railway security forecasting based on 2 different approaches have been designed, implemented and validated offering possible future solutions to increase railway security by protection and mitigation means and effective and efficient measures to support and/or increase the capability of crisis management. SP6 has also delivered a vision of future railway system in next 10-20 years.

Potential Impact:

INTRODUCTION

Security is a cornerstone of any sustainable mobility policy and mobility system. Making rail transport secure is complex as it must be open and accessible and enable an efficient flow of passengers and goods. At the same time, a rail, like any other transport system, faces a broad spectrum of threats, ranging from low-probability-high-impact events (e.g. terrorist attack) to high-probability-low-impact (e.g. vandalism) that make different security technologies necessary (e.g. chemical sensors, intrusion detection systems, video management systems). This leads to the challenge of integrating the various security technologies into a coherent and easily manageable system.

The PROTECTRAIL consortium and its 29 members, consisting of railway operators, railway manufacturers, security technology providers, research organisations, and major railway associations, came together to improve railway security in the light of the challenges outline above. PROTECTRAIL objective was to integrate the growing influx of security technologies into rail operations and make them interoperable to improve security. For this reason, PROTECTRAIL designed an interoperability framework built on a system-of-systems approach. This is a modular architectural framework into which asset-specific and interoperable security solutions can be "plugged", giving operators and infrastructure managers the possibility to continuously adapt their security systems to the changing security needs with minimal non-recurring engineering costs. This framework basically consists of a set of rules and standards which facilitate the integration and communication amongst various security technologies. It is based on three key ideas:
**key ideas:** 1) interoperability is improved through standardisation, 2) re-use of existing and relevant international standards is preferred, and 3) simplicity is key to long-term adoption.

PROTECTRAIL tested this interoperability framework during field demonstrations concentrating on four priority facets: Event-Driven Service-Oriented Architecture, Network Communications, Video Management, and Security Technology.

In the course of PROTECTRAIL it became clear that security systems need to be designed in a future-proof manner. For this to happen, the operator or infrastructure manager implementing a security system must devise a security master plan that contains fundamental ICT principles and an overarching IT architecture. This master plan should not focus on what technology to deploy but on how to deploy it. It also became clear that railway security will be enhanced if the multitude of actors in the field will adopt international interoperability standards for security. The rail sector today includes various independent actors. Until these international standards are promulgated, railway security actors should not adhere independently to the principles of this White Paper but also agree on a common implementation.

The following will give an outline on the lessons learnt during the PROTECTRAIL project.

**THE PROTECTRAIL APPROACH AND ITS REUSABILITY**

PROTECTRAIL based its interoperability framework on design patterns which are successfully used in other industries. These include the following elements: a reusable Service-Oriented Architecture (SOA); An Event-Based Architecture for data exchange between various security components and decouple the components from each other; reusing of well-established and proven standards which reduce the non-recurring cost of software integration; planning of an extendable architecture for the future to extend the framework with upcoming standards; building modular components with web services; supporting discoverable components to reduce the configuration effort and improve the reusability; building on an IP network (cabled or wireless) which is dimensioned to support consistently the video surveillance streams necessary to assess, confirm and investigate security incidents.

Event-Driven Architecture (EDA) consists of numerous event producers and event consumers from various locations and various stakeholders of public transport operations. Security sensors and devices from on-board and wayside (i.e. sensors and devices like CBRNE detectors, intrusion detection, laser scanners and devices like video cameras and recorders, person tracking) send events ranging from basic alerts with limited environmental information to more complicated alerts with various information and resource fields which are vital for a better understanding of the situation on the ground. These sensors and devices are called event producers.

PROTECTRAIL identified the need for a common Event Format which includes location (and in all probability the affected area), absolute occurrence time (in UTC), a unique event identifier and type, attached resources as well as source and contact information. PROTECTRAIL chose the Common Alerting Protocol (CAP) of OASIS as the best existing standard for the public transport sector. The OASIS specifications define a data model for a wide range of applications like safety, security, health, weather and environmental threats, telecommunication and cyber security. PROTECTRAIL adopted the XML Schema representation of CAP to implement the event providers and consumers based on that standard. The proposed event format inherited the following CAP standard features: multi-operational and multilingual messages; three dimensional and flexible geographic description; message update and cancellation; links to further information such as images, reports and videos.

Today CAP is used extensively for weather and earthquake warnings in public and commercial Emergency Alert Systems like Google Public Alerts; it remains to be endorsed by the international security
Interoperability relies on both, a common data model and shared representation. Shared representation is important for all stakeholders to collaborate based on the same information assets. It starts with the same wording, shared facility information and ends in common geographical maps.

For a reliable message interchange, PROTECTRAIL recommends the implementation of the Event Broker as key element in the interoperability framework. PROTECTRAIL used the Eventing Framework specification WS-Notification which can contain any type of XML data format. A Message Server manages all incoming and outgoing messages and can deliver and handle high performance, clustering, transactions and a wide range of cross-language clients and protocols. If an event consumer is not available the message server can store undelivered messages and retry delivery out of a message queue.

The PROTECTRAIL implementation of the event broker was based on the most popular open source message server, called Apache ActiveMQ, and supported three different data structures for events, namely the Common Alerting Protocol (CAP), a project specific resource and the ONVIF format.

In future, new event frameworks and data structures can be easily extended. This is normally done by adding new web service endpoints. Endpoints are unique URL’s for providing public accessible and reusable Web Services which can be used for service composition and orchestration.

The role of the Security Command and Control Centre (SOCC) is to ingest and correlate various event sources into a single platform and thus improves the situational awareness among those persons that need to work with the information, for instance security operators or first responders. Several SOCC’s can share a situation and cooperate. Typically such a system visualises the events in a GIS map and shows related video cameras, recorded videos and it provides operational and security related procedures. Simple events can be correlated to a major incident which means that the event contains additional information on for instance a responsible person, severity, certainty, and urgency. The SOCC system helps the operator in his daily work to suppress nuisance alarms, to group similar alarms, and to relate the event with other information and sensors. The SOCC guides the operator through a stressful situation through electronic Standard Operational Procedures (eSOP). These procedures are programmed today but can be executed as a graphical business process in the future. To allow for a continuous improvement of the eSOPs during operation, the decisions and actions of the operator can be recorded. With such a system the operator can be trained with simulated operational situations.

A Crisis Management System (CMS) is a solution to manage a crisis with various responders and any class of requested stakeholders. A CMS has to handle multiple operators, transportation modes and locations. A crisis manager has to act and make decisions based on all available real time information. This information can come from external experts and external media types like news feeds, live and recorded, as well as fixed and mobile video that need to be integrated. As situations evolve, hand-over from CMS to CMS may prove to be necessary.

In PROTECTRAIL the information abstracted from the events was standardised, processed and eventually disseminated by the SOCC and the CMS to passengers and other relevant stakeholders using various sources like Passenger Information Displays and Announcement Systems. PROTECTRAIL is only at the beginning of a process which will require further standardisation, but the proposed interoperability scheme is prepared to integrate upcoming standards which have been identified, such as: for investigations ISO22311, for IP-based security products like ONVIF Profile S (a subset of IEC 62676), or IEC 62580-1 for on-board embedded devices based on DPWS.

ENABLING SECURITY SOLUTIONS

The challenge of combining a large variety of technological and procedural security solutions lies in the
technical integration of the various systems and in the ability to combine the strength of these devices in a
global and coherent system. This section provides theoretical background information on interoperability.
The PROTECTRAIL approach allows for technical, syntactic and semantic interoperability of the different
systems as defined in the Levels of Conceptual Interoperability Model (LCIM): technical interoperability is
achieved using standardised common communication protocols in order to exchange data between the
participating systems, syntactic interoperability is achieved using a common data model such as the
Common Alerting Protocol (CAP) of the Oasis Consortium in the PROTECTRAIL demonstration and finally
semantic interoperability is achieved by defining the content of the information exchanged in restricting the
data model used.
In order to achieve a higher level of interoperability, shared methods and procedures are required in order
to efficiently use the available information in the context of a security incident. With this goal in mind,
Security Operation Control Centre solutions from different partners can be integrated in a global security
system.
These control centres actively share contextual information during the development of security incidents
using the interoperability framework and also apply predefined and agreed security methods and
procedures in response to the different security threats. These procedures and methods can be applied
separately in the different security control centres hence providing a high level of interoperability between
such heterogeneous systems.
Future implementers may benefit of the lessons learned from PROTECTRAIL as follows. Interoperability is
to be achieved block by block and needs to be built on strong foundations; technical interoperability is not
enough to guaranty system level interoperability. The use of open standards or documented norms
facilitates the adoption of an interoperability framework, especially when a large number of partners with
different objectives are involved. The end-user of the system should be involved in the definition of an
interoperability framework in order to achieve high level interoperability. Real interoperability can only be
achieved if all actors in railway security can agree on a common implementation of security interoperability
standards.
NETWORK COMMUNICATION
PROTECTRAIL has proven the importance of state of the art network architecture for railway security
applications. In line with the general requirements for interoperability and modularity, PROTECTRAIL
confirmed that the visibility of train and other railway facilities can be improved using various security
applications. These applications require high bandwidth bi-directional communication links to be able to
exchange messages with each other.
PROTECTRAIL members installed various security solutions with many geographically distributed data
collection points, both stationary and mobile. These capacities were connected via various communication
channels such as high speed optical networks, coaxial cables, and wireless links. The data collected from
various sources were preserved with full consistency by using NTP-based time synchronisation with geo-
location.
Providing diversified railway security and infotainment applications, including video surveillance, voice
communications, system maintenance, e-booking, and other broadband services, mandates high a quality
IP-based Ethernet network. While wired networks are already mature enough to support these
applications, wireless networks have proven to be a challenge due to the non-deterministic nature of radio
signals when the train moves at high speed.
When designing a network for on-board and wayside applications, the following best practises should be
considered. Train to wayside communication links form a crucial subsystem in delivering diversified
railway security and infotainment applications on-board. Delivering such a communication subsystem and fulfilling the QoS requirements of a broad range of applications is always going to be a challenge. PROTECTRAIL succeeded in showcasing a multi-modal Train to Wayside Communication System (TWCS), using various modern wireless technologies. This TWCS make use of existing commercial telecom infrastructure (i.e. LTE, HSPA+, HSPA, etc) and optionally, it combines these networks with private wireless technologies (i.e. 802.11 n Wi-Fi). As it provides redundancy between commercial and private network it increases the end-to-end throughput by combining both networks when available. For real-time video streaming, a case by case trade-off between UNICAST and MULTICAST must be made. While UNICAST may be beneficial when there is only one or few consumers, MULTICAST helps preserve scarce bandwidth when there are multiple consumers scattered over different locations. An on-board Network Video Recorder (NVR) server with MULTICAST streaming feature could be used. Adaptive variable bit rate streaming could also be beneficial for preserving scarce bandwidth but there is no mature solution due to a lack of standards. Cyber security is of growing importance for the railway sector. The railway industry needs to establish security standards and best practices for information security management like the ISO 27000 series. In this context security technologies like VPN for secure collaboration in distributed locations and MPLS for high-performance routing in large networks and redundant network connections in case of a failure or an attack, virtual LANs for a secure segregation and guarantee a quality of service for safety related applications.

MODERN AND PRACTICAL APPROACHES TO VIDEO AND VIDEO-BASED ANALYTICS
In line with the general requirement for interoperability and modularity stated above, PROTECTRAIL integration confirmed that the sole implementation of the video-surveillance industry standards (IEC 62676-1&2 and even ONVIF profiles) is not enough. This is further complicated by the regulatory need for stability and trustworthiness as well as privacy protection imposed on security video systems. The lessons learned from PROTECTRAIL are recommendations for: a generalised use of RTP/RTSP streams carrying video H264 compressed metadata time stamped at the frame level, consistently with the security events described above; full modularity of the basic services associated to video, independently of their physical implementation; video-surveillance systems are networks of distributed PC’s; as such they are potential targets of cyber-attacks, against which they must be protected (physically, by training staff or with software); digital video, especially when live information with low latency is required, has stringent needs for communications channels (no buffering is allowed); this implies a good quality of service for the communication but also an optimised set-up in the network architecture to minimise throughput at any point of the network in all circumstances (typically a case by case trade-off between UNICAST and MULTICAST); the system must preserve full consistency between time and metadata associated with the streams, the events produced by the analytics (see below) and the supervision tools. By law the operators generally cannot access the recorded video files for privacy protection reasons. If the operator wants to use the video for operational security or training, they have to remove the privacy related attributes for instance by using face blurring. If the control centre wants to access the on-board videos in real time, the infrastructure is not prepared to get a constant video streams today. ONVIF and RTSP are made for networks with a constant bitrate. For videos streaming on wireless networks the solution is an adaptive bitrate for video streaming depending on the existing wireless infrastructure.

Several video analytics solutions have reached a reasonable level of maturity, such as: Video tracking: video tracking is the process of locating an object (or more than one) that moves in time, using a camera. An algorithm analyses the video frame and gives as output the position of the target objects. The main
difficulty in video tracking is to capture the correct position of targets in consecutive frames, especially when objects see their aspect change over the time and move at a higher frequency than the frame rate. Semi-automatic tracking is a tool provided to video-surveillance operators to support them in doing more efficiently a task performed today manually, after appropriate training. This function can be activated locally for benign events, but can also be run at the security control centre in real-time in case of more complex situations, before the situation is handed over to the police, or after the event to help selecting the appropriate video sections requested by the police for forensic investigations. Crowd Detection: crowd density detection provides information that may be relevant for safety. It is also a key parameter for making the right decisions in several security-related crisis situations. It must be noted however that in many large cities crowds as such are not considered a situation critical to detect for security reasons. Similarly multiple individuals collapsing in a station must be detected to confirm a chemical attack in a given area.

Face recognition: a face recognition system is a biometric technology which is well-accepted by the population as it is close to a human recognition process and is almost non-intrusive. Therefore, many systems include biometry in order to identify or confirm the identity of a person. Nevertheless, this technology may be difficult to implement as it is sensitive to many variations (aging, facial expression, lighting, face orientation, beard, hair, clothing, etc.). Intrusion detection: to detect objects existing in restricted areas, it is necessary to extract objects in video frames. Object extraction consists of background generation, configuration of region of interest (ROI), extraction of object candidates based on background subtraction and contour labelling, noise elimination, and calculation of object information such as size and position. Algorithms of intrusion detection can help in: Detection of persons in areas that are supposed to be empty; Perimeter anti-intrusion (including in-service tracks); Graffiti prevention.

Regarding such analytic applications, the lessons learned in PROTECTRAIL are recommendations for: A minimum configuration required for analytics: For example many analytics require an initial calibration for each camera (e.g. to determine its 3D location and orientation or to adjust to internal lighting conditions). To make larger setups (50+ cameras) manageable it is recommended to either automate these calibration procedures with sufficient quality or to use solutions that do not require such configuration. Using analytics for decision support and not as fully-automated security solutions: Complex systems are never 100% fail safe or fail in unexpected conditions. An interactive system provides functionality to support an operator who is the human-in-the-loop. Metadata standardisation: Full consistency for video analytics remains an open issue as there are no well-established industry standards and video analytics are a quickly evolving market. Maintaining consistent metadata definitions will require attention when solutions are integrated, especially when a new solution needs to fit into a legacy system. In this situation, the most future-proof approach is to stick on the minimum criteria for events outlined above and rely on associated URLs for details. Wider system (e.g. Storage/Playback/GUI/other) requirements: Video analytics usually need more performance or have wider requirements than basic video solutions. Some analytics require for instance high frame rates/high resolution playback of stored data instead of a lower resolution, lower frame rate data. Other analytics might need an extra monitor because they require certain user interactions or provide information that cannot be displayed on a video stream. It is recommended that the video-surveillance systems that might be extended at a later time with analytics are designed for upgrade, typically to support analytics (e.g. room for servers or extra monitors, etc.).

In addition to the real-time (or near real-time) solutions described above, collected videos must be usable for forensic analysis. This implies minimum video quality (sometimes mandated by law), proper and unambiguous identification of the scenes, time of occurrence and the ability to be decoded by police systems. ISO 22311, recently promulgated, addresses these requirements.
PROTECTRAIL also recognises that video-surveillance can be extremely useful for security management and crime investigation, but that it also might result in an unnecessary intrusion into citizen privacy. When video surveillance is used a balanced guided by regulations complemented by common sense needs to be struck.

CONCLUSIONS

Looking back at four years of PROTECTRAIL, it becomes clear that PROTECTRAIL was not a security project like others but an integration project. The objective of PROTECTRAIL was to define a security system and reach a level of standardisation for ICT in rail that has already been achieved in other industries. The methodology for the integration of security technologies has worked and shown to be adequate to the scope, efficient, scalable and able to evolve in time thanks to its simplicity, non-proprietary nature and standardisation. It can accordingly be recommended for new systems. It is important to note that the integration of security technologies in the railway sector is difficult but achievable even within the current European and national legislative framework and with existing standards.

Key lessons of the security architecture recommended by PROTECTRAIL are: with the minimum set of information available in an event (time, nature and geo-location) together with smart services like discovery it is possible to efficiently and flexibly manage situational awareness in both fixed and mobile security applications; the SOA-based architectural framework and the information content of the standard events are much more important than the SOA tools to implement the framework and the envelope that contains the event (concepts and information are resilient to evolution, changes or obsolescence of information technologies tools and solutions); the seamless resilient integration of different wired (Ethernet and MPLS) and wireless (LTE, ZigBee, WiFi) communication technologies has proved to be a key success factor.

By establishing standardised events and SOA principles in security and rail infrastructures, the industry achieves a better interoperability, and the time to integrate new security solutions, the cost to develop and test new solutions is reduced drastically, and security stakeholders understand each other during security events and crisis situations.

If implemented in the railway sector, the PROTECTRAIL results will help the rail sector to advance and to catch up with security in other fields. In the railway sector too security needs to be approached in a comprehensive and coherent manner and must be based on a system that is able to integrate new security solutions, be it to minimise the risk of a terrorist attack or reduce costly everyday forms of crime such as metal theft. When looking further into the future however it becomes evident that PROTECTRAIL can only be a first step. Slowly but surely the ICT world is moving towards an “Internet of Things” and the railway sector needs to be part of this development.

As always when discussing security it must be kept in mind that even though security is a fundamental value in our society, it does come with economic costs (for investment, deployment, operation and maintenance) and social costs, in terms of potentially reduced freedom and privacy for citizens. When prioritising one over the other, a careful balance needs to be struck.

All in all, PROTECTRAIL with its future-proof methods and recommendations is clearly a success for the railway sector and the European Commission can be thanked for the efficiency of its financial commitment. PROTECTRAIL will help railway transport play an irreplaceable role in mobility by making it even safer against petty acts of vandalism and sophisticated terrorists attacks. This is particularly important during a time when the complexity in the sector grows due to new technologies and new and more actors.
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